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HCL Nomad Web 1.0.5 with SafeLinx : 
Install and config on Linux
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Overview of HCL Nomad for web browsers

4

Typical Client Deployment directly connecting to Domino Server – Current network Flow
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Overview of HCL Nomad for web browsers

5

HCL Nomad is a client that allows users to work with Domino applications from their mobile devices and browsers.

HCL Nomad for web browsers is a Progressive Web Application (PWA), which enables native application features, such 
as being independent of connectivity and providing an OS icon/link. 
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What’s New in HCL Nomad for web browsers

6

➢ Release 1.0.5

▪ Domino Restyle
Note: Restyle is available initially only in English; therefore, the browser language must be set to English for Restyle 
to appear.

▪ Nomad server on Domino
HCL Nomad server on Domino is an alternative for HCL Nomad clients to communicate with the HCL Domino servers.

▪ Redesigned Group Tabs 
Tabs associated with databases and documents in those databases have been redesigned.

▪ panagenda MarvelClient Nomad Roaming
Nomad Roaming allows users to maintain a consistent workspace across your HCL Nomad clients.

▪ Nomad handling of notes:// links
Notes links (links using the notes:// protocol) can now be handled by Nomad if you register Nomad to be the 
protocol handler in the operating system.
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Architecture

7

* HTTP Authentication (various)

Nomad On Domino
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System Requirements

8

➢ Obtain and maintain an active subscription.
Note : only HCL Domino Complete Collaboration (CCB) customers are entitled to use HCL Nomad for web browsers.

➢ An endpoint supporting WebSockets Secure traffic from the HCL Nomad clients. This endpoint can either be Nomad server on Domino or HCL 
SafeLinx

✓ Nomad server on Domino (Supports Domino 12.0.1FP1 or higher), there are no additional requirements. 

✓ Nomad Server with HCL SafeLinx
✓ HCL SafeLinx 1.2.0 FP1 or higher with access to all the previously mentioned Domino servers via port 1352 TCP.  
✓ If you want to enable Nomad Federated Login, HCL SafeLinx 1.2.1 or higher is required.
✓ HCL SafeLinx 1.3.0 or higher is recommended due to numerous fixes (including fixes to file caching issues in older versions).

➢ An HCL Domino® 12.x with ID vault containing at least the ID files of those users that need to work via HCL Nomad for web browsers.

➢ A properly configured HCL Domino LDAP server and corresponding bind-user (Admin ID)

➢ Trusted TLS certificates for SafeLinx or Nomad on Domino.

➢ Domino® 9.0.1, 10.x, 11.x, or 12.x servers containing your applications.

➢ A supported desktop web browser → Firefox 83 or higher / Google Chrome 80 or higher / Microsoft Edge 85 or higher

Refer : https://help.hcltechsw.com/nomad/1.0_web/nomadweb_requirements.html

https://help.hcltechsw.com/nomad/1.0_web/nomadweb_requirements.html
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System Requirements

9

✓ Download necessary software from HCL License & Download Portal 
https://hclsoftware.flexnetoperations.com/flexnet/operationsportal/entitledDownloadFile.action?downloadPkgId=HCL_SafeLinx_1.3&orgId=HCL

HCL_SafeLinx_1.3 Installers

➢ HCL SafeLinx Server 1.3

➢ HCL SafeLinx Administrator 1.3

HCL Nomad for web browsers

➢ HCL Nomad for web browsers 1.0.5

https://hclsoftware.flexnetoperations.com/flexnet/operationsportal/entitledDownloadFile.action?downloadPkgId=HCL_SafeLinx_1.3&orgId=HCL
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✓ OpenJDK 8

OpenJDK 8 is required to run SafeLinx Administrator. Verify that you have Open JDK8 installed on the same machine that 
you plan to install the SafeLinx Admin Client

Based on the environment, OpenJDK can be download from the following URL, select OpenJDK 8 (LTS): https://adoptopenjdk.net/

System Requirements

https://adoptopenjdk.net/
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System Requirements

11

✓ Create a self-signed SSL certificate or get a third-party SSL server certificate in the pkcs12 format (Linux) 

Example to generate a self-signed SSL certificate in .p12 (pkcs12) format using OpenSSL.

Use the below Openssl commands to generate self-signed wild card certificate.

#openssl req -x509 -newkey rsa:4096 -keyout key.pem -out cert.pem -days 365 -nodes -subj /CN=*.acme.com
#openssl pkcs12 -export -in cert.pem -inkey key.pem -out slselfsign.p12 -name "server1“

Note: The above self-signed certificate command is used to generate a wildcard certificate for *.acme.com. Be sure to update the command to use your 
domain. In the certificate password prompt, this example uses “trusted” but be sure to specify one that complies with your requirements.

 Certificate file generated under cert directory

trusted
trusted
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System Requirements

12

✓ Make sure the Domino Server is running.

✓ HCL Nomad for web browsers requires a Domino V12 ID vault server, but the mail/application server can run on 
Domino versions 9.0.x/10.0.x/11.0.x/12.0.x.

✓ Connect to LDAP  

Configure Domino Server with LDAP service enabled  

Note: In a production environment, the Domino ID vault and mail server may be different. 
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System Requirements

13

✓ Create a directory for Nomad web static files

sudo mkdir /usr/local/nomad

✓ Should extract Nomad web static files content of “20210521-1532-nomad_web_deploy.zip” to created directory, use

the below command.

sudo unzip HCL_Nomad_web_1.0.5_20220921-3553.zip -d /usr/local/nomad
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Supported Relational Databases

14

✓ Install Relational Database

Choose IBM DB2, MS SQL or MYSQL for the relational database to be used.  Below are documentation links to assist 
with installing the respective relational database.  The database server should be installed and running before 
installing SafeLinx.

❑ How to install DB2

Linux : https://www.ibm.com/docs/en/db2/11.5?topic=idds-installing-db2-servers-using-db2-setup-wizard-linux-unix

https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0092087

❑ How to install MySQL
Linux: https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0092068

❑ How to install MS SQL
Linux: https://docs.microsoft.com/en-us/sql/linux/sql-server-linux-setup?view=sql-server-ver15

https://www.ibm.com/docs/en/db2/11.5?topic=idds-installing-db2-servers-using-db2-setup-wizard-linux-unix
https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0092087
https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0092068
https://docs.microsoft.com/en-us/sql/linux/sql-server-linux-setup?view=sql-server-ver15
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SafeLinx Server Installation (Linux)

15

• Be in the installer directory where SafeLinx 
Server Installer is stored.

• Extract Installer using command 
> tar –xvf HCL-SafeLinx-1300-x86_64.tar.gz

• Switch to directory <inst.images>
# cd inst.images

• Run command #./install_wg 

• Type y to install a Nomad Server 

• Open Nomad Server Guide  to review the 
requirement and pre-requisite as checklist.

https://help.hcltechsw.com/nomad/docwizard/
1.0/index.html
•

Type ‘Y’ to continue with Nomad Server 
Installation

https://help.hcltechsw.com/nomad/docwizard/1.0/index.html
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SafeLinx Server Installation (Linux)

16

• DB2 Server 
DB2 Client is already installed on the SafeLinx machine and detected during the installation of SafeLinx Server to 
connect to Remote DB2 Server.

• Type ‘Y’ to Start SafeLinx
when System reboots.

• Type ‘y’ to install SAML 
Service Provider Support, 
else ‘N’.

✓ This completes HCL SafeLinx Server Installation for DB2 for Linux Environment. 
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SafeLinx Server Installation (Linux)

17

• MYSQL
MySQL Client is already installed on the SafeLinx machine and detected during the installation of SafeLinx Server to 
connect to Remote MYSQL Server.

• Type ‘Y’ to Start 
SafeLinx when 
System reboots.

• Type ‘Y’ to install 
SAML Service 
Provider 
Support, else ‘N’.

✓ This completes HCL SafeLinx Server Installation for MYSQL for Linux Environment. 
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SafeLinx Server Installation (Linux)
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• MSSQL
MSSQL Client is already installed on the SafeLinx machine and detected during the installation of SafeLinx Server to 
connect to Remote MSSQL Server.

• Type ‘Y’ to Start 
SafeLinx when 
System reboots.

• Type ‘Y’ to install 
SAML Service 
Provider 
Support, else ‘N’.

✓ This completes HCL SafeLinx Server Installation for MSSQL for Linux Environment. 
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SafeLinx Administrator Client Installation (Linux)
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• You can manage the SafeLinx Server on Linux using the Administrator Client installed on a Windows Machine.

• To manage the SafeLinx server from Linux OS, you can either install the SafeLinx Administrator client on the same machine 
as the SafeLinx server or on a separate Linux machine.

• If a compatible Java version is not found, the installation fails.

• Run command  >  rpm -ivh HCL-SafeLinx-wgcfg-1.3-0.0.x86_64.rpm

✓ This completes HCL SafeLinx Administrator Client Installation for Linux Environment. 
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SafeLinx Administrator Configuration (Linux)

20

• Note: Before we move to the next step, we need to copy the self-signed SSL certificate file which was created in an earlier 
step. 

• Copy the certificate slselfsign.p12 to the SafeLinx installed directory /opt/hcl/SafeLinx.

• SafeLinx Administrator is installed to the directory of /opt/hcl/SafeLinx/Administrator. 

• Launch SafeLinx Administrator using >./wgcfg or  >./wgcfg &

This will launch the SafeLinx Administrator client to configure the SafeLinx server and Nomad Web proxy. 
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SafeLinx Administrator Configuration (Linux)
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• Enter the values for Login and Host name. 

• Once launched the SafeLinx Administrator client, opens as shown below.

• Add Profile to create a profile to connect to SafeLinx

Example :  
Login Profile Name: safelinx
Host Name: safelinx.acme.com 

• Click OK 



Copyright © 2022 HCL Technologies Limited  |  www.hcltech.com
Copyright © 2022 HCL Technologies Limited  |  www.hcltechsw.com

SafeLinx Administrator Configuration (Linux)
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• Now Select the new profile and click OK to login. • Connect to the host by entering the default 
Administrative ID and password values.  Click Login. 

Administrator ID: admin 
Password: sl4!admin
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Configuring SafeLinx as Nomad Server

23

• There will be prompt to accept the License Agreement. Click on Accept to continue.

• The "SafeLinx Administrator - Help" window appears. 

• After reviewing the initial configuration help, you can close 
this window and continue. 
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Configuring SafeLinx as Nomad Server

24

• First, it will display the “Configure the SafeLinx Access Manager” window.

• Leave the default “An ODBC -compliant relational database”. 

Click Next to continue. 
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Configuring SafeLinx as Nomad Server

25

SafeLinx DB2 client instance ID: 
wgdb

Home directory for DB2 client 
instance ID: /home/wgdb

• DB2 Server

• When the SafeLinx server has been installed with DB2 Client, specify the DB2 client instance ID and path to connect 
to the remote DB2 server.

• Click Next to continue.
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Configuring SafeLinx as Nomad Server
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• SafeLinx server has its own script for DB2 server to create a DB2 database and a user for database administration 
operation.

• Enter the following field values
Database Name: wgdata
Database administrative ID: wgdb
Enter Password: Safelinx@55 
Confirm Password: Safelinx@55

Note: You can have your own password as per your 
requirement.

• The database server is located on: 
Host name : db2.acme.com 
Port Number : 50000

Note: If listening port is other than 50000, change 
the port number accordingly.

• Location of DB2 database: /home/wgdb

• Click Next to continue.



Copyright © 2022 HCL Technologies Limited  |  www.hcltech.com
Copyright © 2022 HCL Technologies Limited  |  www.hcltechsw.com 27

• MySQL Server
When the SafeLinx Server has been installed with MySQL Server, specify the details below to access the database.

Configuring SafeLinx as Nomad Server

• Provide MySQL Server Host information 
where MySQL RDBMS installed

• Click Next to continue.

• Enter the following field values. 

Database name: wgdata
Database administrative ID: wgdb
Enter the password: Safelinx@55 
Confirm the password: Safelinx@55

Note: You can have your own password as per 
your requirement.
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• MSSQL Server
When the SafeLinx Server has been installed with MSSQL Server, specify the details below to access the database.

Configuring SafeLinx as Nomad Server

• The database server is located on: 
SQL Server Instance: mysql.acme.com 
Port Number : 1433

• Click Next to continue.

• Enter the following field values. 

Database name: wgdata
Database administrative ID: wgdb
Enter the password: Safelinx@55 
Confirm the password: Safelinx@55

Note: You can have your own password as per 
your requirement.
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Configuring SafeLinx as Nomad Server

• Set as default “o=local” to save the configuration under 
“local”. Optionally change the “local” name to your 
company or organization name. Click Next to continue.

• Click All to enable all logging

• Click Next to continue
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• Click "Finish" for SafeLinx Access Manager to configure database on MS SQL, IBM DB2 or MySQL based on your configuration. 
It may take a few moments to complete. 

Configuring SafeLinx as Nomad Server

• Click Yes to change the SafeLinx super-user account's 
password.

• After entering the new password, Click OK.
Note: You can have your own password as per your 
requirement
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Configuring SafeLinx as Nomad Server
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• In the “Add a New SafeLinx server” dialog, click Next to continue.

• Enter the current Linux machine host name as the 
SafeLinx server. 

Current host name: server1
SafeLinx server identifier: safelinx.acme.com

• Click Next to continue.

Server identifier name is just a free-form name for recognizing 
this server and it is only used by the administration client.
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Configuring SafeLinx as Nomad Server
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• Keep the default in the below screen “O=local” and click Next to 
continue.

• Click Finish to complete the SafeLinx server configuration.
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Configuring SafeLinx as Nomad Server
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• Click Yes to add a Nomad server

• Click Yes to add an LDAP directory server.

Configure a connection from the SafeLinx server to Domino's LDAP service on port 389.
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Configuring SafeLinx as Nomad Server
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• Enter the details of your Domino LDAP server and click 
Next.

Common Name: Server1.acme.com
Host name or IP address of Service : 192.168.56.109
Base DN : O=Acme

• Set up LDAP Service configuration. Click Next to continue.
Port number of Service: 389 (Default picked)
Administrator's distinguish name (DN): CN=Notes Admin/O=ACME
Enter Password:*****
Confirm the password : *****
Note: The password for the Domino Administrator is stored as the                       
Internet password in its person document in the Domino Directory.
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Configuring SafeLinx as Nomad Server
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• Leave the default and click Finish to save the LDAP directory configurations.

• Message prompt “to add an LDAP bind 
authentication method”.  Click Yes to continue

• In the “Authentication profile” window, add the details as below.
Click Next to continue
Common name: Server1
Descriptive name: DominoLDAP
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Configuring SafeLinx as Nomad Server
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• Some settings are provided automatically, and 
others will need to be entered.  Follow the 
instructions below for the following dialog boxes

• Leave the default and click Next to continue

• Leave the default and click Finish to continue.

For Directory Server select the configured LDAP server.

Add User key field: cn,uid
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Configuring SafeLinx as Nomad Server
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• The next screen allows you to "Add a Nomad Server.  Complete the configuration.

• For this setup, we're using these values:

Service URL (https://): 
https://safelinx.acme.com
TCP port to listen on: 443
PKCS12 keystore file: slselfsign.p12
Keystore password: trusted

Note: For your setup, the values should 
match your own server & TLS config details

• Click Next to continue
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Configuring SafeLinx as Nomad Server
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• Add the below rules. 

NOMAD /nomad file:///usr/local/ 

NOMAD CN=Server1/OU=Srv/O=Acme 
nrpc://server1.acme.com:1352

• These should be as per your server naming 
conventions and nomad web static file path.

• Authentication Profile: Choose the profile 
which was created before from the 
dropdown.

• Session cookie Domain: acme.com 
(set the domain as per your organization)

https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0096064

• Click Finish

https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0096064
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Configuring SafeLinx as Nomad Server
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• Click No for adding another HTTP.

• Click Yes to start the SafeLinx instance.

• Click OK to complete the SafeLinx server and Nomad Web



Copyright © 2022 HCL Technologies Limited  |  www.hcltech.com
Copyright © 2022 HCL Technologies Limited  |  www.hcltechsw.com

Configuring SafeLinx as Nomad Server
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• The “Resources” tab looks as below in the SafeLinx administrator client.

This completes configuration of SafeLinx Server & Nomad web.
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Configuring HCL Nomad for web browsers (End User)
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• Start a browser to test HCL Nomad for web browsers.

• Access HCL Nomad for web browsers using any of 
the below URLs.

https://safelinx.acme.com/

https://safelinx.acme.com/nomad/

https://safelinx.acme.com/nomad/index.html

https://safelinx.acme.com/
https://safelinx.acme.com/nomad
https://safelinx.acme.com/nomad/index.html
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Configuring Nomad for web browsers (End User)
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• Need to specify if the Notes Internet address and password is to be 
entered.

• Start installation process & apply Nomad web's configuration

• Enter for the Notes ID password
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➢ What happens after entering the username and password in Nomad web:

▪ Connect to Server and download additional file. 

▪ Lookup username in IDVault database, It will connect  to the ID vault server. 

▪ Verify the Notes id Credential to authenticate with ID vault server.

▪ When Nomad Web is installed/configured on the workstation it places some files in the browser cache

▪ Exact ID file from Vault 

▪ Configure user ID

▪ Set up NOMAD

▪ Apply Policies.

▪ Update Policies. 

▪ Validate ECL

▪ Configure Recent Applications 

▪ Optional : Please wait panagenda MarvelClient is 

configuring HCL Nomad

HCL NOMAD web application start 

Configuring Nomad for web browsers (End User)
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Troubleshooting 

44

Log collection when reporting a problem to the HCL Support Team

• The date and time of the problem along with screen shots and/or logs.

• Information on your browser environment (what browser and what browser version)

• Information on your server environment (any proxies, any firewalls, Nomad web proxy/SafeLinx, and Domino).

• Reproduce the issue with HCL Nomad. Take screen shots of any errors, unexpected behaviours, etc.

• Log collection :

Help menu - Generate Problem Report.
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Troubleshooting 

45

Data collection when reporting a HCL Nomad Server problem to the HCL Support Team

• If Generate Problem Report is not available, issue nomad.nprDownload() in the browser's console 

Generate the zip file of the logs that you download to your local machine and then provide to support.

• In Firefox : web Console is accessed via the 3 
bar/hamburger button normally found to the right of the 
address bar: 

web Developer > web Console

• In Chrome and Edge :  the Console is accessed via the 3 dot 
button normally found to the right of the address bar: 

More Tools > Developer Tools

If you are running as a Progressive Web Application, use the 
3 dot button 

Select Open in Chrome to get back to Chrome (from which 
you can open the Developer Tools).
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Troubleshooting  

46

Setup Issues : 

• If you are encountering issues with HCL Nomad for web browsers, complete the following steps (in order) to try to resolve 
your issue.

• Double check your browser configuration and re-start the browser.

• If the page does not load, sits at "Starting up" for more than a minute, or you get the Failed to register service worker 
message, check your HTTPS setup and any proxies that exist between the web browser and HCL SafeLinx.

• If you get either the “The information provided by the Nomad proxy server was incomplete or invalid.” OR the “Your 
ID file could not be found on the server. Nomad setup requires that your ID file be available in the ID vault on the 
server.” message during startup, test what the proxy server returns by trying the /nomad/userConfig.json URL. 

• If you get the Failed to install service worker. message during a first-time setup, it is most likely caused by incorrect 
HTTP headers. Without proper headers, service workers are not allowed due to security reasons. 
To resolve this issue, review Hosting the Nomad for web browsers static web files.

• If you get the Failed to install service worker. message outside of a first-time setup, it is most likely caused by a lack of 
disk space on the machine. Check the machine's disk space and ensure at least a few gigabytes are free.
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Troubleshooting  

47

Setup Issues : 

• If your environment is set up for SSO and Nomad is prompting for log in, despite another application in the same browser 
already being logged in (such as Verse, Sametime, Connections, etc.), your LTPA token trust settings in Nomad may not be 
set as desired.

Refer  SafeLinx Troubleshooting  : https://help.hcltechsw.com/nomad/1.0_admin/troubleshooting_safelinx_nomad.html

• In Chrome, if Nomad is not opened in a PWA window, if you do not get the option to "Install HCL Nomad" or "Open in HCL 
Nomad", you may need to close Chrome and delete the following cache files from your system:

For Windows:
C:\Users\<username>\AppData\Local\Google\Chrome\User Data\Default\Cache\*
C:\Users\<username>\AppData\Local\Google\Chrome\User Data\Default\Code Cache\*
C:\Users\<username>\AppData\Local\Google\Chrome\User Data\Default\Storage\*

For Mac:
~/Library/Caches/Google/Chrome/Default/Cache/*
~/Library/Caches/Google/Chrome/Default/Code\ Cache/*
~/Library/Caches/Google/Chrome/Default/Storage/*

https://help.hcltechsw.com/nomad/1.0_admin/troubleshooting_safelinx_nomad.html
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General Issues : 

• Reload the Nomad page.

• Restart the browser and reload the Nomad page.

• Attempt to start from scratch by cleaning up the browser and starting over.

Firefox :
• Click the padlock icon in the address bar Clear Cookies and Site Data > Remove , If you ARE on the Nomad page in a tab
• Click the address bar Preferences > Privacy and Security > Cookies and Site Data > Manage Data > Pick the Site (for example: 

safelinx.acme.com) > Remove Selected > Save Changes > Remove, If you ARE NOT on the Nomad page in a tab

Chrome:
• Click the padlock icon in the address bar Site Settings > Clear data > Clear , If you ARE on the Nomad page in a tab

• Click the address bar Settings > Privacy and Security > Site Settings > View permissions and data stored across sites > Pick the Site (for 
example, mycompany.com) > Pick the Site (for example, mysafelinxserver.mycompany.com) > Clear data > Clear , If you ARE NOT on the 
Nomad page in a tab

Edge : 
• Click Settings > Cookies and Site Permissions > Manage and delete cookies and site data > See all cookies and site data > Cookies and site 

data. 
• Expand the section for the site (for example, safelinx.com) and click the trash icon for the site.
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• HCL Nomad Administration Documentation → https://help.hcltechsw.com/nomad/1.0_admin/index.html

• Configuration options for the Nomad server for Domino → https://help.hcltechsw.com/nomad/1.0_admin/config_options.html

• System architecture → https://help.hcltechsw.com/nomad/1.0_admin/system_architecture.html

• HCL Nomad for web browsers 1.0.x Release Notes → https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0090289

• What's new in HCL Nomad for web browsers → https://help.hcltechsw.com/nomad/1.0_web/nomad_web_new.html

• Nomad for web 1.0.5 is live! → https://support.hcltechsw.com/community?id=community_blog&sys_id=f4a618731b825114534c4159cc4bcbe9

• Nomad Server document guide → https://help.hcltechsw.com/nomad/docwizard/1.0/index.html

• Installing the SafeLinx Administrator on Linux → https://help.hcltechsw.com/safelinx/1.2/adminguide/installing_the_gatekeeper_on_linux.html

• Roadmaps: Installing and setting up SafeLinx→ https://help.hcltechsw.com/safelinx/1.2/adminguide/roadmaps_install_and_initial_config.html

• Step by step: Nomad configuration → https://help.hcltechsw.com/safelinx/1.2/adminguide/stepbystep.html

• Installing and Configuring HCL SafeLinx 1.2 for Nomad web browsers on Windows and Linux (White Paper)
https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0094988

• Webinar : HCL Nomad 1.0.2 Installation & Configuration on Windows → https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0096926

https://help.hcltechsw.com/nomad/1.0_admin/index.html
https://help.hcltechsw.com/nomad/1.0_admin/config_options.html
https://help.hcltechsw.com/nomad/1.0_admin/system_architecture.html
https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0090289
https://help.hcltechsw.com/nomad/1.0_web/nomad_web_new.html
https://support.hcltechsw.com/community?id=community_blog&sys_id=f4a618731b825114534c4159cc4bcbe9
https://help.hcltechsw.com/nomad/docwizard/1.0/index.html
https://help.hcltechsw.com/safelinx/1.2/adminguide/installing_the_gatekeeper_on_linux.html
https://help.hcltechsw.com/safelinx/1.2/adminguide/roadmaps_install_and_initial_config.html
https://help.hcltechsw.com/safelinx/1.2/adminguide/stepbystep.html
https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0094988
https://support.hcltechsw.com/csm?id=kb_article&sysparm_article=KB0096926
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• HCL Nomad for web browsers - Install and Use HCL Nomad web for browsers
https://www.youtube.com/watch?v=3IV3hUMRJ0s

• HCL Nomad for web browsers - Configure Directory Server 
https://www.youtube.com/watch?v=VuXZvHyOi4o

• HCL Nomad for web browsers - Create Authentication Profile
https://www.youtube.com/watch?v=ClqjLQSFDHY

• HCL SafeLinx - How to securely connect to your infrastructure
https://www.youtube.com/watch?v=xGZvS6qzYEM&t=875s

https://www.youtube.com/watch?v=3IV3hUMRJ0s
https://www.youtube.com/watch?v=VuXZvHyOi4o
https://www.youtube.com/watch?v=ClqjLQSFDHY
https://www.youtube.com/watch?v=xGZvS6qzYEM&t=875s
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