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Symptom 

This document will describe the steps necessary to configure SAP Visual Intelligence for use with Windows AD authentication 

 

Environment 

l SAP BusinessObjects Business Intelligence Platform 4.0  
l SAP Visual Intelligence  

 

Resolution 

1. Edit the file: "<InstallDir>\SAPVisualIntelligence\Desktop\SAPVisualIntelligence.ini"  

Add the following lines to the end of the file: 
-Djava.security.auth.login.config=<path-to-bsclogin>/bscLogin.conf 
-Djava.security.krb5.conf=<path-to-kerberos>/krb5.ini 

For example: 
-Djava.security.auth.login.config=C:/Windows/bscLogin.conf 
-Djava.security.krb5.conf=C:/Windows/krb5.ini 

2. Make sure the two files (bscLogin.conf and krb5.ini) are configured for Active Directory authentication with Kerberos. These files are created 
when configuring Windows AD authentication for BI Launchpad and can be copied from the server onto the client machine for use with SAP 
Visual Intellignce. For details on configuring these files, see the section "Using Kerberos authentication for Windows AD" in the SAP 
BusinessObjects Enterprise Administrator's Guide.  
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