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Preface

This guide provides a variety of basic information about Web GUI for the ETERNUS DX60/DX80.
It should be referred to when setting up and maintaining the ETERNUS DX60/DX80.

This guide is specially written for ETERNUS DX60/DX80 Web GUI system administrators and
operators. Knowledge of UNIX or Windows® systems is required.

Second Edition
October 2009

Structure of This Manual
[ B

This manual consists of the following 8 chapters and an Appendix.

Chapter 1 Outline

This chapter describes the outlines, features, operation environment, and operating topology
for GUI.

Chapter 2 Startup and Shutdown

This chapter describes how to start, exit, log on and log off from GUI, and information about
operation screens.

Chapter 3 Initial Setup

This chapter describes the Initial Setup menu.

Chapter 4 Status Menu

This chapter describes the status display menu for the device.

Chapter 5 Configuration

This chapter describes the configuration related menu.
Details for Configuration Wizard, RAID group management, volume management, and
Advanced Copy management are provided.

Chapter 6 Global Settings

This chapter describes the user management, network settings, remote support settings,
system settings, and Host I/F (host interface) management.

Chapter 7 Maintenance

This chapter describes the hardware maintenance procedures.

Chapter 8 Display and Download Information (Diagnosis)

This chapter describes how to display and download ETERNUS DX60/DX80 related
information.
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Preface

Procedures to install the site certificate of the Web site are provided for the Appendix.

Latest Information
[ B

The information in this document is subject to change without notice for functionality expansion
of ETERNUS DX60/DX80 and improvement. The latest version of this document and the latest
information about the ETERNUS DX60/DX80 is released in the following web-site. Access the
following address if needed.

http://www.fujitsu.com/global/services/computing/storage/eternus/products/diskstorage/dx60-
dx80/

Related Materials
L B

Other manuals for the ETERNUS DX60/DX80 are as follows:
» ETERNUS DX60/DX80 Disk storage systems User Guide
« ETERNUS DX60/DX80 Command Line Interface (CLI) User's Guide
« ETERNUS Disk storage systems Server Connection Guide (Fibre Channel) (*1)
* ETERNUS Disk storage systems Server Connection Guide (iSCSI) (*1)
* ETERNUS Disk storage systems Server Connection Guide (SAS) (*1)

*1:  Download the required manuals for your device environment (server OS and Fibre Channel card type,
etc.) from the specified web site. Refer to the Document CD provided with the ETERNUS DX60/DX80
for URLs of the manual download site.
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H———

* Microsoft, Windows, and Windows Server are either registered trademarks or trademarks of
Microsoft Corporation in the United States and other countries.

* UNIX is a registered trademark of The Open Group in the United States and other countries.
* Sun, Sun Microsystems, Sun logo, Solaris, and all Solaris-related trademarks and logos are
trademarks and registered trademarks of Sun Microsystems, Inc. in the United States and

other countries and are used under license from Sun Microsystems Inc.

e AlXis a trademark of IBM Corp.

 Linux is a registered trademark or trademark of Linus Torvalds in the United States and other
countries.

* Red Hat, RPM, and all Red Hat-based trademarks and logos are trademarks or registered
trademarks of Red Hat, Inc. in the United States and other countries.

* HP-UX is a trademark of Hewlett-Packard in the U.S. and other countries.

* Other company names, product names, and service names are registered trademarks or
trademarks of their respective owners.

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

4 Copyright 2009 FUJITSU LIMITED



Preface

Abbreviations
[ B

The following products will be represented throughout this manual by the following abbreviations.

* Microsoft® Windows® 2000 Server operating system and Microsoft® Windows® 2000
Advanced Server operating system are abbreviated as Windows® 2000.

¢ Microsoft® Windows Server® 2003, Standard Edition, and Microsoft® Windows Server®
2003, Enterprise Edition are abbreviated as Windows Server® 2003.

e Microsoft® Windows Server® 2008, Standard Edition, and Microsoft® Windows Server®
2008, Enterprise Edition are abbreviated as Windows Server® 2008.

¢ Windows® Server refers to both the Windows Server® 2003 and Windows Server® 2008.

* Windows® refers to all the Windows products listed here: Windows® 2000, Windows Server®
2003, and Windows Server® 2008.

* Solaris™ Operating System is abbreviated as Solaris OS.

Screen shot(s) reprinted with permission from Microsoft Corporation.
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ETERNUS
Chapter 1  Outline

This chapter describes the outlines, features, operating environment, and operating topology for
ETERNUS DX60/DX80 Web GUI (hereinafter referred to as "GUI").

GUI is installed in controllers of the ETERNUS DX60/DX80 (hereinafter also referred to as "the
device"), and used for performing settings and maintenance via web browser.

1.1 Outline

Use GUI to set the operating environment and check status for the ETERNUS DX60/DX80.
GUI can be operated from a web browser by connecting the PC via a LAN connection.

Operation (]
Server o
| ETERNUS DX60/DX80 !
LAN | |
| [
Management Server PC
Mail Server Program ‘ ‘ Web Browser ‘

*1: Connect the operation server and the ETERNUS DX60/DX80
with a Fibre Channel (FC), iSCSI, or SAS cable.

Refer to "2.1 Startup" (page 13) for details of GUI start up.
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Chapter 1 Outline
> 1.2 Features

ETERNUS

1.2 Features
[ B

The features for GUI are as follows:

Initial and basic settings by the wizard

The wizard enables you to set the minimum requirement to run the ETERNUS DX60/DX80 by
following the instructions on the wizard screen.

System status

This function displays the device installation image.

Disk configuration check function

This function displays a list of disk drives. It is also possible to display the number of
constructible RAID groups by specifying the RAID group configuration requirements.

Checking the extent of a failure

If a disk drive failure occurs, "Host Port", "Affinity Group", "Volume", "RAID group", and
"installation location" can be referenced to determine the extent of the failure.

Easy operation

If a hardware failure is detected, the system administrator can receive a mail containing
detected failure information.

P2X0-0700-02ENZ0
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Chapter 1 Outline

>

1.3 Operating Environment ET E R N u S

1.3

Operating Environment

The following server or PC environment is required for the use of GUI.

Confirmed operating environment Version
Browsers Microsoft® Internet Explorer 6.00r7.0
Mozilla Firefox™ 3.0.x
Image resolution 1024 x 768 or more -
Caution ’ » Set the web browser not to use a proxy server and cache (Temporary
Internet Files).

* Browsers require the following operating environment. Enable the
following functions for each browser.

- JavaScript and Style Sheet
- Cookie

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide
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Chapter 1 Outline
> 1.4 Operating Topology

1.4 Operating Topology

GUI can be operated by a PC or workstation with a web browser installed, that is connected via a
LAN.
Two connection topologies are allowed:

* Direct connection of the PC to the device
* Network connection via an existing LAN

The operating topology diagram below shows a direct connection with a LAN cable.

Setting PC

Set by direct

| ETERNUS DX60/DX80 | "
connection

*1: Connect the setting PC and the ETERNUS DX60/DX80 with a LAN cable.
Either a straight through or crossover LAN cable can be used.

The operating topology diagram below shows operation on an existing network.

Setting PC m

Set via network

i

LAN .

— |Operation serverl ETERNUS DX60/DX80

S

*2: Connects the operation server and the ETERNUS DX60/DX80 using a Fibre Channel (FC), iSCSI, or SAS cable.
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ETERNUS
Chapter 2 Startup and Shutdown

This chapter describes how to start, exit, log on and log off from GUI, and information about
operation screens.

2.1 Startup
H—

Startup the logon screen for GUI.

Connect the PC and the ETERNUS DX60/DX80 using a LAN cable, and display the logon
screen via the web browser.

The procedure to start up the logon screen for GUI is as follows:

Procedure

1 Directly connect the PC and MNT port of the ETERNUS DX60/DX80 via LAN
cable.

2 Set the IP address and subnet mask for the PC to match the ETERNUS DX60/
DX80 network settings.

3 Enter the URL to the address bar in the web browser.
Specify "http://IP address of the device/" or "https://IP address of the device" (Default IP
address is "192.168.1.1").
— The logon screen for GUI is displayed. Refer to "2.2 Logon" (page 15) for detailed
procedure to logon.
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Caution @ The confirmation screens for site certificate may be displayed when
using SSL (https) to start up GUI (the display contents vary

according to your web browser).

However, this should not cause any problems. Accept the site
certificate and continue the process.

The following shows an example when using Internet Explorer 7.

There is a problem with this website's security certificate. The
security certificate presented by this website was not issued by
a trusted certificate authority.

Security certificate problems may indicate an attempt to fool you
or intercept data you send to the server.

We recommend that you close this webpage and do not con-
tinue to this Web site.

This warning will not be displayed after installing the site information.
Refer to "Appendix A Install Site Certificate" (page 236) for
procedure to install the site certificate to the your web browser.

* Refer to "6.2.1 Setup Network Environment" (page 147) for
‘ Note procedure to set the IP address of the MNT port.

* The following ports should be used for http and https connections:

Protocol Port to be used (Default)
http 80
https 443

End of procedure

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide
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Chapter 2 Startup and Shutdown ET E R N u S

> 2.2 Logon

2.2

Logon

Log on to GUI to start the operation. The GUI operation screen appears.

The menu displayed pertains to the logged on user role. An Advanced privilege user (CE) can
access various maintenance/settings menus, a Standard user (SE) has operational access, and
a Monitor user (general user) can access the status display menus.

. The following will cause an error. If this occurs, note the error message and
Caution (2 ) . :
try re-logging on after completing the process.

* Attempting to logon while four users are already logged on.
* Attempting to logon while another application is already logged on.

The procedure for logging on is as follows:

Procedure

1 Select the language (English or Japanese) from the logon screen.

2 Enter the Username and Password, and click the [Logon] button.
The Username and the Password vary depending on which account is being used to
logon.
* Username
root
» Password
root (Default)

‘ Not * Refer to "6.1 User Management" (page 140) for user accounts.
ote

« If the input error occurs, enter the Username and Password again
to log on to the ETERNUS DX60/DX80.
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Chapter 2 Startup and Shutdown

>

2.2 Logon

Username
Password
Language

Storage System Name  ETERNUS_01
Serial Number

ETERNUS DX80

0000000000

[root
I----‘
English =

Copyright © 2008-2009 FUJITSU LIMITED. All Rights Reserved

— The operation screen appears.

Caution (2 )

Up to four users can be logged on concurrently. Logging on five or
more users is not allowed.

Also note that a warning message appears in the following condi-
tions and some functions cannot be used. Confirm the current GUI
usage state and start operation.

* When attempting to logon, another user is already logged on and
performing one of the following operations.

- Applying controller firmware
- Applying disk firmware

- RAID group diagnosis

- Disk diagnosis

End of procedure
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2.3 Logoff

Log off from GUI to finish the operation.
The procedure for logging off is as follows:

Procedure

1 Click the [Logoff] link on the top right of the screen.
—iDix]

Fle Edt View Faverkes  Tooks  Help ‘E'

@Eatk - o - @ @ <h ‘pSEarth *Favunles & 8' ;. 3

Address [{2] hrtp:j/192.168.1.1jeghbinjesp?espid=sWCRWDjecoXduTalbesppags =col_PaDevicestatuscsplang=endt = E

ETERNUS DXBO

[E ETERNUS_01 | Serial Numbar - 0000000000 Date'ZDDErDEVZBWEI'ZTEIZl Help

Status EasySetup Velume Settings  Global Seftings Maintenance Diagnosis
RAID Group Management v | Volume Management v  Advanced Copy Management v

Storage System Status Setup Snap Data Pool
This screen displays the status of the storage systerm. Manage Copy Session tree on the lef-hand side of a screen
|

Register Copy License

— A confirmation screen appears.
2 Click the [OK] button.
x|
\?) Logging off, are you sure?

Cancel

— This completes the logging off process.
The logon screen appears.

End of procedure
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Chapter 2 Startup and Shutdown ET E R N u S

> 2.4 Exit

2.4 Exit

Exit from GUI.
Caution . Make sure to perform "2.3 Logoff" (page 17) operation before exiting GUI.
If exiting GUI without logging off, the logon status is not released.

The procedure to exit is as follows:

Procedure

1 Click the [Close] button for the web browser.

— Exit from GUL.
The logon screen does not appear.

End of procedure

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide
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ETERNUS

2.5 Operation Screens

This section provides a description about GUI operation screens.
Click the [Help] link or [Help] button for a detailed explanation of the functions used during opera-
tion. An explanation (help) screen of the function is displayed.

Caution @ * Be sure to log off after all necessary operations are completed.
* If the operation screen is not updated when accessing the GUI, close

the web browser, and log on again.

251 Screen structures

The following shows the main contents that configure the operation screen. They are always dis-
played.

® Global Header

ETERNUS DX60 or ETERNUS DX80 logo, [Logoff] and [Help] links, general status, device
serial number, and date and time are displayed in the Global Header.
General status of ETERNUS DX60/DX80 is displayed as an image with character strings.

2} ETERNUS DX80 - Microsoft Internet Explorer =] 3]

Fie Edt Yew Favortes Tooks Help ‘ [
: = I ; == e

Qe - ) - [x] B O ‘j_)Seavch 7 Favorites &M SN S

cddvace [B3 binitinn 120 1 1t bin e el T e P S, ~1 A

ETERNUS DXBO

|E| ETERNUS (1 | Serial Number : 0000000000 Date.zuugrusrzsw.21.uz| He

iy [T 4
Storage System Status Setup Snap Data Pool
This sereen displays the status of the storage system, Manage Copy Session tree on the left-hand side of a screen.

Register Copy License |

® Menu Bar

Clicking the tabs in the menu bar displays sub menus related to the selected function.
Clicking the sub menu with the "¥" symbol displays pull-down menu options.

ol
Fle Edt View Favorkss Took Help | & ‘
= = i 50
- - L. i g
eﬁatk O \ﬂ @ Mh‘f)ﬁear[h . Faworites @ 3 dm =
Address |@ http:if192,168.1, 1 /cqi-binfcsp?cspid=eWCRMW0jecaXduT altesppage=cgi_PgDeviceStatusicsplang=end j Go

ETERNUS DXBO

| Normal_| ETERNUS_01 | Serial Number: 0000000000 | Dats : 2008-08-28 10:21:02 Help

Status EasySetup  Volume Settings  Global Seftings Maintenance Diagnosis
RAID Group Managemant ¥ | Volume Management w  Advancad Copy Managemant v

Thig screen displays the status of the storage system, Manage Copy Session ktree on the |efi-hand side of a screen
Register Copy License |
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Chapter 2 Startup and Shutdown
> 2.5 Operation Screens

e Title Bar
The current function name is displayed.
JRI=TEY
Ele Edit ¥iew Favorites Tools Help ‘ :'"

@Ea(k - - \ﬂ @ ‘s ‘ /,]SEamh ¢ Faorites {54 - da (H 3
Address [{2] hitp:j/192.168.1.1jcghbinjcspcspid=eWCRWDjecSKduTalficsppage=cai_PaDeviceStatusécsplang=end

ETERNUS DXBO

|ﬁ ETERNUS_01 | Serial Mumber - 0000000000 | Date : 2008-08-28 10:21:02 Help

Status Easy Setup | Velume Sertings  Global Settings | Maintenance Diagnosis

Storage System Status Setup Snap Data Poal
P ——— hanzna (e S ing

I Register Copy License

252 User Role

The available menus for GUI will differ according to the account type.
The following table shows the difference between user roles.

User role Available functions Default account

Advanced "Advanced" is a maintenance engineer privilege. f.ce
Setting maintenance such as status display, configuration
management, and maintenance functions are available.

Standard "Standard" is a system administrator privilege. root
Functions such as status display and configuration
management are available.

Monitor "Monitor" is a general user privilege. None
Only the status display function is available.

® Settings and functions for an Advanced privilege user

* |nitial Setup
 Status

* Volume Settings
* Global Settings
* Maintenance

* Diagnosis

« Utilities

® Settings and functions for a Standard privilege user

¢ |nitial Setup

 Status

* Volume Settings

* Global Settings

* Maintenance (Add Drive Enclosures)
» Diagnosis

® Settings and functions for a Monitor privilege user

* Status
 Diagnosis (Display Event Log and Display Performance Information)
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Chapter 2 Startup and Shutdown
> 2.5 Operation Screens

The following table shows the availability of functions for each user role.

Chapter Category Function - UserRole
Monitor Standard Advanced
Startup and Logon OK OK OK
Shutdown Logoff OK OK OK
Initial Setup Set Date and Time - OK OK
Set Storage System Name - OK OK
Change Password - OK OK
Setup Network Environment - OK OK
Status Menu Storage System Status OK OK OK
RAID Group Status OK OK OK
Volume Status OK OK OK
Advanced Copy Status OK OK OK
Configuration | Configuration Wizard - OK OK
RAID Group Create RAID Group - OK OK
Management Delete RAID Group - OK OK
Assign Hot Spare - OK OK
Release Hot Spare - OK OK
Logical Device - OK OK
Expansion
Set RAID Group Name - OK OK
Set Eco-mode Schedule | — OK OK
Change CM Ownership - OK OK
Modify RAID Group - - OK
Parameters
Volume Create Volume - OK OK
Management Delete Volume - OK OK
Format Volume - OK OK
Encrypt Volume - OK OK
LUN Concatenation - OK OK
RAID Migration - OK OK
Initialize Snap Data - OK OK
Volume
Modify Cache - - OK
Parameters
Release Reservation - OK OK
Set Volume Name - OK OK
Configure LUN Mapping | — OK OK
Configuration | Advanced Copy | Setup Snap Data Pool - OK OK
Management Manage Copy Session - OK OK
Register Copy License - OK OK
Modify Copy Parameters | — OK OK
Modify EC/OPC Priority | — OK OK
Modify Copy Table Size - OK OK
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. User Role
Chapter Category Function -
Monitor Standard Advanced
Global User Setup User Account - OK OK
Settings Management Change User Password | — OK OK

Initialize User Account - OK OK
Network Setup Network - OK OK
Settings Environment

Setup SNMP Agent - OK OK

Download MIB File - OK OK

Perform SNMP Trap - OK OK

Test

Setup E-Mail Notification | — OK OK

Display SMTP Log - OK OK

Setup Event Notification | — OK OK

Renew SSL Certificate - OK OK
Remote Display Support - OK OK
Support Information

Display Communication - OK OK

Log

Setup Remote Support - OK OK

Update - OK OK

Customer Information

Update Communication - OK OK

Environment Information

Setup - OK OK

Log Sending

Parameters

Stop/Restart Remote - OK OK

Support

Download - - OK

Controller Firmware

Setup Firmware Update | — - OK

from Peer Storage

System
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Chapter Category Function - UserRole
Monitor Standard Advanced
Global System Modify Date and Time - OK OK
Settings Settings Modify Storage System - OK OK
Name
Setup Encryption Mode - OK OK
Change Box ID - OK OK
Setup Power - OK OK
Management
Setup Subsystem - - OK
Parameters
Setup Disk Patrol - - OK
Setup SMI-S - - OK
Environment
Host I/F Set Port parameters - OK OK
Management Setup Host - OK OK
Setup Host Response - OK OK
Modify Reset Group - OK OK
Maintenance Start/End Maintenance - - OK
Hardware Hot Maintenance (') - - -
Maintenance Concurrent - - OK
Preventive Maintenance
Force Disable - - OK
Force Enable - - OK
Add Drive Enclosure - OK OK
Remove Drive - - OK
Enclosure
Add Disk () - - -
Reduce Disk - - OK
Add Controller Module - OK OK
Firmware Apply Controller - - OK
Maintenance Firmware
Register Disk Firmware - - OK
Apply Disk Firmware - - OK
Delete Disk Firmware - - OK
Clear Sense Data - - OK
Diagnosis Display Event Log OK OK OK
Export/Delete Log - OK OK
Export Panic Dump - OK OK
Start/Stop Performance Monitoring - OK OK
Display Performance Information OK OK OK
Display Error Information - OK OK
Export Configuration - - OK
Get G-List - - OK
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Chapter 2 Startup and Shutdown
> 2.5 Operation Screens

. User Role
Chapter Category Function -
Monitor Standard Advanced
Utilities Shutdown/Restart Storage System - - OK
Initialize System Disks - - OK
Cache Manage Pinned Data - - OK
Utilities Force Write Back - - OK
Recovery Apply Configuration - - OK
Utilities Backup Configuration - - OK
Reset Backup/Restore - - OK
Fail
Force Restore - - OK
Reset Machine Down - - OK
Recovery Falil
Reboot All CMs - - OK
Diagnostic Perform Disk Diagnostic | — - OK
Utilities Perform RAID Group - - OK
Diagnostic
OK: Available —: Not available
*1:  Function does not require any operation from GUI.
* Some functions are not displayed for some firmware versions and
‘ Note device model names.

* "5.3.4 Encrypt Volume" (page 99) function will be available after using
the "6.4.3 Setup Encryption Mode" (page 187) function. However, when
the encryption function is not available, the "Setup Encryption Mode" is
not displayed in the menu.
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Chapter 3

ETERNUS
Initial Setup

This chapter describes the Initial Setup menu. This menu supports the initial setup required
before starting operations.

Set Date and Time

This screen is used to set the time/date and time zone (device location) of the internal clock.

Set Storage System Name

This screen is used to set the name, administrator, and installation site of the ETERNUS
DX60/DX80 Disk storage system.
Information registered in this screen is used for the following functions and screens:

- Network management using SNMP
- Storage system name displayed in logon screen and operation screens

- Friendly Name (storage system name)(*” for Virtual Disk Service (VDS)
*1: VDS is a storage management function of the Windows Server®.

Change Password

Change the password for the default account before starting operations.

Setup Network Environment

Set the environment for the ETERNUS DX60/DX80 Disk storage system to communicate on
the network such as IP address and subnet mask.

Note that the value specified in the Initial Setup menu can be changed subsequently. Refer to the
following sections for details.

Initial Setup Refer to:

Set Date and Time

Refer "6.4.1 Modify Date and Time" (page 184)

Set Storage System Name

Refer "6.4.2 Modify Storage System Name" (page 186)

Change Password

Refer "6.1.2 Change User Password" (page 144)

Setup Network Environment

G i

Refer "6.2.1 Setup Network Environment" (page 147)
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>

Start the Initial Setup. The initial setup procedure is as follows:

Procedure

1 Click the [Initial Setup] menu on the [Easy Setup] tab.
— The Start screen of the [Initial Setup] function appears.

2 Click the [Next >] button.

Initial Setup
Initial configuration which is necessary in order to use this storage system is performed with this wizard

# EEE | inormation
SetDate and Time

Set Storage System Name
Change Password

Setup Network Environment Click Next to continue, or Cancel to exit Initial Configuration
Finish

& Initial configuration which is necessary in order to use this storage system is performed with this wizard
Any contents set up here can be changed later.

= Batk Next > Cancel

— Initial Setup starts. The "Set Date and Time" screen appears.

3 Set the following parameters, and click the [Next >] button.

* Date/Time Information
- Current Time
Current date and time setting is displayed.
- Date
To change the "Current Time", input the new date and time.

e Time Zone
Set the time difference (GMT).
- Time Zone
Select the Time Zone from the list box. If the appropriate Time Zone does not exist,
select "Direct Input", and specify the time difference using "+" or "-", hour, and
minute.
* Daylight Saving Time
- Set
Select whether to set the Daylight Saving Time "ON" or "OFF" with the radio button.
- Range
If "Set" is "ON", set the Daylight Saving Time period. Select "by day of the week" or
"by Date" with the radio button, and input the required parameters.
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* NTP Service
- NTP server

Select "NTP enabled" or "NTP disabled" with the radio button. When NTP is
enabled, input the IP address or domain name for the NTP server in the text box.
ETERNUS DX60/DX80 is synchronized with the NTP server in a step mode fashion.

- LAN Port used for NTP

Select the LAN port to be used for NTP connection from "MNT" or "RMT".

- Access Status
Access state to the NTP server is displayed.

‘Note

Click the [Skip >>] button to move on to the next screen without

Setup Network Environment
Finish
Time Zone

GMT+09:00) Tokyo, Osaka, Kyoto, Fukuoka, Sapporo =
Timeloael( = : ky ! eparo B

Daylight Saving Time
Set (" ON @ OFF

setting.
The internal real time clock is configured. Date, Time, and Time zone are set.
v Date/Time Information
P 4 Set Date and Time
Set Storage System Name Current Time 2009-05-15 18:39:27
Change Password Date Year{2009 -Month |5 -Day|15 Hour{18 Minute {39 Secnnd'E4

- bydayofthe start [Janvary 7] -[1st =] -[sundey =] [00 %] :00
i el st 5] -[sundsy 5] [00E] 00
a
5 00 7] -00
by Date —
00 =l :00
NTP Service
" NTP enabled & NTP disabled
NTP server |
LAN Port used for NTP |II1NT ~

Access Status Not yet Set

— A confirmation screen appears.
Click the [OK] button.
x|

\?/I Are you sure?
e
C o D cone

AT TR

— The date and time setting is set, and the "Set Storage System Name" screen appears.

Set the following parameters, and click the [Next >] button.

Values specified in this screen are used for SNMP.
* Name

Enter the storage system name between 1 to 16 alphanumeric characters and symbols

(including blanks).
¢ |nstallation Location

Enter the instillation location of the ETERNUS DX80 or ETERNUS DX60 Disk storage
system between 1 to 50 alphanumeric characters and symboils (including blanks).

¢ Administrator

Enter the name of system administrator between 1 to 50 alphanumeric characters and

symbols (including blanks).
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>

* Description
Enter the description of the ETERNUS DX80 or ETERNUS DX60 Disk storage system
between 1 to 50 alphanumeric characters and symbols (including blanks).

The name of the Storage System, Location, Administrator name and other attributes aboutthe starage system are defined and modified here.

i start Set the Name of this Storage System
[’ SetDate and Time
' Set Storage System Name Name ETERNUS_01 (1-16 characters(alphanumeric character blanc sign))

Change Password Installation ISemer Center
Setup Network Enviranment Location
Finish

(1-50 characters(alphanumeric
character blanc sign})
|Fumsu Taro (1-50 characters(alphanumeric
character blanc sign))

Administrator

Description [Test (1- 50 characters(alphanumeric
character blanc sign))

<Back Next > SKip ==

— A confirmation screen appears.
6 Click the [OK] button.
x|

\?,) Are you sure?
e
C = D o

— The storage system name is set, and the "Change Password" screen appears.

7 Setthe following parameters, and click the [Next >] button.

e User Name
The current (your) user account name is displayed.
* User Role
The current (your) user role is displayed.
¢ Old Password
Enter the current password.
* New Password
Enter the new password between 4 to 16 characters.
Alphanumeric characters and symbols (['], [-], [_], [.]) can be used.
* Confirm New Password

Enter the same character strings as the value entered in the "New Password" field for
confirmation.
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>

Caution (2 )

ETERNUS

When changing a user password, an error occurs in the following

conditions.

* When the "Old password" does not match the current password
* When the "Old password", "New Password", and/or "Confirm

New Password" is not entered

* When the password does not match the confirmation password
* When the password is less than 4, or more than 16 characters (If

17 or more characters are entered, ETERNUS DX60/DX80
ignores the 17th and later characters, and the password is regis-

tered using the first 16 characters only)

* When the password includes characters other than alphanumeric

characters and symbols (['], [-], L1, [.])

Initial Setup
The password associated with currently active session will be changed

v

v

¥4 Set Storage System Name

VY g Pasowors |
Setup Network Envirenment
Finish

Set Password.
User Name fece
User Role
Old Password ~ [essss

Advanced
(4-16 characters)
New Password ~ [eesee (4-16 characters)

Confirm New Password [eeses (4 - 16 characters)

— A confirmation screen appears.
Click the [OK] button.
x|

\?/ Are you sure?
g N
o D) e

\ | ek QL hext> B siip - |

— The password is changed, and the "Setup Network Environment" screen appears.
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>

9 Set the following parameters, and click the [Next >] button.

* Select Network Port
Select the port to be used from the "MNT" or "RMT".

¢ Interface

- Speed and Duplex
Select the communication speed and mode from the following. The default setting is
[Auto Negotiation].
» Auto Negotiation
* 1Gbps
* 100Mbps Half
» 100Mbps Full
+ 10Mbps Half
» 10Mbps Full
- Master CM IP Address
Enter the IP address (0 to 255) for the Master CM in the ETERNUS DX60/DX80
Disk storage system.
- Slave CM IP Address
Enter the IP address (0 to 255) for the Slave CM in the ETERNUS DX60/DX80
Disk storage system. This setting is required to duplicate LAN path.

When the ETERNUS DX60/DX80 has only one CM, a Slave IP
‘ Note address cannot be specified.

- Subnet Mask
Set the Subnet Mask (0 to 255) for the ETERNUS DX60/DX80 Disk storage system.
- Default Gateway
Set the Gateway address (0 to 255) for the ETERNUS DX60/DX80 Disk storage
system.
- Primary DNS
Set the IP address for the Primary DNS server (0 to 255) for the ETERNUS DX60/
DX80 Disk storage system.
- Secondary DNS
Set the IP address for the Secondary DNS server (0 to 255) for the ETERNUS
DX60/DX80 Disk storage system.
* Allowed IP List
The value entered in this field is enabled when the Gateway has been set.
Set the destination network address (IP address and Subnet Mask).
Up to 16 addresses can be set. Make sure to set the IP address and Subnet Mask in
pairs.
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>

Caution (2 )

Note the following when specifying the IP address and Subnet Mask.

» Specify the IP address using IPv4 notation (character string in
d.d.d.d format based on the 256 radix system).

* RMT port is used when it is required to use the dedicated network
for Remote Support. IP addresses for the RMT port and MNT port
must be in different subnets.

* "Slave CM IP Address" is specified when connecting to the Slave
CM. IP addresses for the Slave CM and Master CM must be in
the same subnet.

* Specify the IP address of "Default Gateway" when allowing
access from outside of the subnetwork. The IP address must be
in the same subnetwork as the port.

* For "Allowed IP List", specify the IP address or network address
that allows access to the ETERNUS DX60/DX80. These settings
are not required for access from the network address (same sub-
network) which the ETERNUS DX60/DX80 belongs to.

For the two CMs in the ETERNUSDX60/DX80, the CM that has the
priority to manage the device is called the Master CM, and the other
is called the Slave CM. If a CM or LAN failure occurs, ETERNUS
DX60/DX80 changes the Master CM automatically. The IP address
for prior Master CM is taken over to the new Master CM. Specifying
an IP address for the Slave CM enables forcible changing of the
Master CM. When an error occurs and access to the Master CM is
disabled, users can access the Slave CM and change the Master

CM.

Initial Setup

v EE

U4l Set Date and Time

[dl set Storage System Name

v
'Y Sctup ietwort Envranmen]

Finish

Network environment for the storal

e system management interface ports are sefup

Select Network Port
@ MNT " RMT

Interface

Speed and Duplex Auto Negotiation »
Master CMIP Address [192 168 [1

Slave CMIP Address |0 0 o

Subnet Mask. = =
Default Gateway P
Primary DNS P
Secondary DNS [

Allowed IP List

No. IP Address Subnet Mask

— A confirmation screen appears.
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10 Click the [OK] button.
x
\?() Are you sure?
- Cancel |

— The Network Environment is set, and the "Finish" screen appears.

11 Click the [Finish] button.

Initial Setup
Initial configuration which is necessary in order to use this storage system is performed with this wizard
v Information
gl SetDate and Time e — —
SelBtoia0E SRR NAME nitial configuration was completed.
3 “a xa0e D Please continue to next step using the “Configuration Wizard™ in order to perform steps to enable storage access
3 Change Password
Il Setup Network Environment Click [Finish] to exit this wizard and return to “Storage System Status”™
P 4 Finish

— The [Initial Setup] completes.

Device setting operation cannot be continued if the IP address is
‘ Note changed. Logon again with the new IP address is required.

End of procedure
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Chapter 4 Status Menu

ETERNUS

4.1

® General Status

) ETERNUS DX80 - Microsoft Internet Explorer

File  Edit View Favorss ook Help

This chapter describes the status display menu for the storage system, RAID groups, volumes,
and Advanced Copy function.

Storage System Status

This function is used to check the status of components configuring the ETERNUS DX60/DX80.
Status of each component in the ETERNUS DX60/DX80 is monitored periodically, and the result
is displayed as a general status image with character strings.

The general status of ETERNUS DX60/DX80 is displayed as an image with character strings
in the Global Header.

The general status is determined by each component status.

Q-0 X5 O

h *Favunles @| D’,zv i

Address [{2] hitp://192.168.1,jegrbinjcspic

ETERNUS DXBO

ETERMNUE_01 Serial Mumber: 0000000000

spid=eWCRWDjec3XduTalfesppage=cgi_PgDevi

User: root | Logoff

Date : 20058-08-28 10:19:63

EasySetup  Wolure Seftings Global Seftings | Maintenance Diaghnosis
Storage System Status RAID Group Status Yolume Status  Advanced Copy Status
Storage System Status

This screen displays the status of the storage systermn. Select the parts status to be displayed by using the tree on the left-hand side of a screen

A "Normal (green)" general status image indicates normal status, while other color images
indicate a failure.

The following table shows an each status images.

Image

Description

R

ETERNUS DX60/DX80 is in normal state.

(ot neady |0

"Not Ready" is a status where an abnormality is detected at a
power-off, and I/O access from the host cannot be received.

(e

ETERNUS DX60/DX80 is in error state.

aintenance|

ETERNUS DX60/DX80 is under maintenance.

(Orange)
—_— ETERNUS DX60/DX80 is in warning state.
| Warning J
e (Yellow)
— The component is installed in the ETERNUS DX60/DX80, but not
=" (Gray)
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® General status image display priority

A general status image is determined by integrated status of components such as Controller
Enclosure, Drive Enclosure, and cables, which configures the ETERNUS DX60/DX80.
The following shows the general status display priority.

High « (Red: Not Ready) - |(EZa (Red: Error) — |(mantenance) (Orange: During
maintenance work) — | warming | (Yellow: Warning) — ([nemmal | (Green: Normal) — [ offiine

(Gray: Installed, but not used) — Low

When the general status is changed, check the component status. Expand the device tree in the
[Storage System Status] menu on the [Status] tab, and select the target component.

® Component Status

Status of each component is displayed as a status symbol in the device tree of [Storage
System Status] menu on the [Status] tab.
The following table shows the component status symbols.

Symbol Description
& The component is in normal status.
(Green)
ﬁ An error occurs in the component.
(Red)

i The component requires the preventive maintenance.
~5% (Yellow)

Ay The component is under maintenance.

L (Orange)

D The component is installed, but not used.

(Blue) (Caution)

If a disk is in this state, "Normal (green)" is displayed instead of "Warning
(yellow)" as a general status.

ﬂ (Gray) Status other than described above is detected in the component.

® Component list

The following table shows the each component name in the device tree displayed on the left
of the [Storage System Status] menu.

Component name Description Remarks

Enclosure Storage system name -
(Storage system name
registered in the "Chapter 3
Initial Setup" (page 25) or
"6.4.2 Modify Storage Sys-
tem Name" (page 186))

Controller Enclosure Controller enclosure -

Drive Enclosure Drive enclosure -

Controller Module Controller module Displayed under the "Controller
Enclosure".

Expander Expander Displayed under the "Drive
Enclosure".
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Component name Description Remarks

Port Host I/F port Displayed under the "Controller
Module".

Power Supply Unit PSU (Power Supply Unit) Displayed under the "Controller

Disks All disks in the device Enclosure” and "Drive
Enclosure”.

Disk Each disk in the controller Displayed under the "Disks".

enclosure or drive enclosure
SAS Cable SAS cable -

The procedure to display the storage system status is as follows:

Procedure

1 Click the [Storage System Status] menu on the [Status] tab.

— The [Storage System Status] screen appears.
The device tree in the left of the screen displays the components that configure the
ETERNUS DX60/DX80.

Storage System Status
This screen displays the status of the storage system. Select the parts status to be displayed by using the tree on the left-hand side of a screen.

& Qaenreter Encosre T
R "
&Drive Enclasurcd? Model Name ETOEFZ2AU
& 0rive Enclosure#t Serial Number 0000000000 !
@49 Drive Enclocurs#h Status Normal "
Cache Mode Write Back Mode .
Remote Support Not Configured
‘Operation Mode Active .
Controller Module connected to the GUI  CM#0
Firmware Version Y10L20-0000 ||
Controller Enclosure Undefined
Drive Enclosure#1 Normal
Drive Enclosure#2 Normal
Drive Enclosure#3 Normal
Drive Enclosure#d Normal
Drive Enclosure#5 Normal
System Messages
No. Message

I ——— ]
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2 Click the component icon to display the status.
— Detailed information of the selected component is displayed on the right of the screen.

Storage System Status
Thig screen digplays the status ofthe storage systern. Select the parts status to be digplayed by using the tree on the lefi-hand side of a screen.

) Cantroller Enclosure

- sl
2 Controller Module®1
g Power Supply Unitto
i € Power Supply Unitl
B Disks

-4 Drive Enclosure#

{2 Drive Enclosure#2 Rear View
2 Drive Enclosure#3
-3 Drive Enclosure#4
-4 Drive Enclosure#s

1 Controller Enclosure Display =

Front View

Information

CE Information

Location Status Error Code
Intake Temp Marmal 00000
Exhaust Temp Morrnal 030000

Front View
Parts Status Capacity Speed{rpm) Type Usage
Disk#d  Available 300GH 15000 35" 8AS  System
Diskz#  Available 300GE 15000 35" 5AS  Svstem

Disk#2  Present 300GH 15000 35" 8A5  Dala
Digk#3 Present 300GE 15000 35"5AS Data
Disk#d4  Present 300GH 15000 35" 8A5  Dala
Digk#5__Present 300GE 15000 35" 5AS  Dala =

For details about displayed information, refer to the following sections.

When clicking the [Turn on locator beacon] button, "IDENTIFY LED"
‘ Note on the ETERNUS DX60/DX80 front cover blinks blue or turns off.
This button is used to identify the target controller or drive enclosure.

End of procedure

4.1.1 Storage System

Detailed information of the ETERNUS DX60/DX80 is displayed.

® Enclosure Status Display

The following contents are displayed for the enclosure status display.

Display contents Description
Enclosure View

Name Storage system name ("Friendly Name" for the VDS ("))
Refer to "6.4.2 Modify Storage System Name" (page 186) for detailed
procedure to register the storage system name.

Model Name Model of the ETERNUS DX60/DX80

Serial Number Serial number of the ETERNUS DX60/DX80

Status General status of the ETERNUS DX60/DX80

Cache Mode Operational state of the cache (factor of "Write Through" state)

(Write Back Mode/Write Through Mode (Pinned Data/Battery/
Maintenance))

Remote Support Status of the remote support
(Operating/Stopping/Maintenance/Not Configured)
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Display contents Description

Operation Mode Operational state of the ETERNUS DX60/DX80
(Active/Maintenance)

Controller Module Controller module that can be controlled via GUI
connected to the GUI

Firmware Version Current controller firmware version

Controller Enclosure Status of the controller enclosure

Drive Enclosure Status of the drive enclosure

System Message

No. Number of the system message

Message Details of the system message

*1: Virtual Disk Service (VDS) is a storage management function of the Windows Server®.

41.2 Controller Enclosure

This screen shows the status of controller enclosure and its components.

e Controller Enclosure Status Display

The following contents are displayed for the Controller Enclosure status display.

Display contents Description

Controller Enclosure Display

Front View Installation diagram for the front of the ETERNUS DX60/DX80
Rear View Installation diagram for the rear of the ETERNUS DX60/DX80
Information

CE information

Serial Number Serial number of the controller enclosure

Other Information Other information for the controller enclosure
External temperature of the ETERNUS DX60/DX80

Iniake Temp (Normal/Error/Warning)
Exhaust Tem Internal temperature of the ETERNUS DX60/DX80
P (Normal/Error/Warning)
Front View

Status, Capacity, Speed (rpm), Type, Usage, and RAID group of each component (disk)

Rear View

Status and Expanded Information of each component (CM and PSU) are displayed
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® Controller Module Status Display

The following contents are displayed for the Controller Module status display.

Display contents ‘ Description
CM Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80

CM Information

CM Information

Location

Number of the controller module

Status

Status of the controller module
(Normal/Maintenance/Error/Check1/Undefined/Unconnected/
Unmounted/ Warning)

Status Code

Status code of the controller module

Error Code

Error factor of the controller module

Memory Size (GB)

Cache memory capacity of the controller module (GB)

Type

Type of the Host I/F port installed in the controller module (Fibre
Channel (FC) model/iISCSI model/SAS model)

WWN (for FC model
or SAS model)

WWN of the controller module

Part Number

Component number of the controller module

Serial Number

Serial number of the controller module

Hardware Revision

Hardware revision of the controller module

CPU Clock Clock frequency of the CPU in the controller module

(MHz/GHz)

Active EC Edition Control (EC) number of the currently running firmware

Next EC EC number of the firmware that is to be run after the next power-on

CM Internal Parts Information

Status, Error Code, and Note for the following Parts (components) are displayed.

- [for FC model/iSCSI model/SAS model]
* Memory
* BE Expander
* BE EXP Port
* DI Port
* SCU
* NAND Controller
Flash ROM

- [for FC model only]
* SAS Cable
* FC Port
- [for iISCSI model only]
* SAS Cable
* iSCSI Port

- [for SAS model only]
* SAS Port
* FE Expander
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® Port Status Display (for FC model)

The following contents are displayed for the FC port status display.

Display contents ‘ Description
CM Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80
CM Port Information
Location Number of the port
Status Status of the port

(Normal/Maintenance/Error/Undefined)

Status Code

Status code of the port

Error Code Error factor of the port

Type FC port type

Connection Connection method to the host
(Loop/Fabric)

Loop ID Allocated ID when the fixed Loop ID is used

(0x00 — Ox7D)

Transfer Rate

Port transfer rate
(For 4Gbps model: 4Gbps/2Gbps/1Gbps/Auto Negotiation)
(For 8Gbps model: 8Gbps/4Gbps/2Gbps/Auto Negotiation)

Link Status

Link status

(For 4Gbps model: 4Gbps Link Up/2Gbps Link Up/1Gbps Link
Up/Link Down)

(For 8Gbps model: 8Gbps Link Up/4Gbps Link Up/2Gbps Link
Up/Link Down)

WWN

WWN of the port

Host Affinity

Current Host Affinity function setting (enabled or disabled)

Host Response

Host response allocated to the port when the Host Affinity
function is not used.

Part Number

Component number of the port

Serial Number

Serial number of the port

Hardware
Revision

Hardware revision of the port

e Port Status Display (for iSCSI model)

The following contents are displayed for the iSCSI port status display.

Display contents ‘ Description
CM Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80
CM Port Information
Location Number of the port
Status Status of the port

(Normal/Maintenance/Error/Undefined)

Status Code

Status code of the port

Error Code

Error factor of the port

Type

iSCSI port type

Transfer Rate

Port transfer rate (1Gbps)
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Display contents Description

Link Status Link status
(1Gbps Link Up/Link Down)

iSCSI Name iSCSI name of the port

iSCSI Alias Name | iSCSI alias name of the port

Host Affinity Current Host Affinity function setting (enabled or disabled)

Host Response Host response allocated to the port when the Host Affinity
function is not used.

e Port Status Display (for SAS model)
The following contents are displayed for the SAS port status display.

Display contents ‘ Description
CM Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80
CM Port Information

Location Number of the port

Status Status of the port
(Normal/Maintenance/Error/Undefined)

Status Code Status code of the port

Error Code Error factor of the port

Type SAS port type

Transfer Rate Port transfer rate (3Gbps)

Link Status Link status
(Phy#0: 3.0Gbps Link Up/1.5Gbps Link Up/Link Down)
(Phy#1: 3.0Gbps Link Up/1.5Gbps Link Up/Link Down)
(Phy#2: 3.0Gbps Link Up/1.5Gbps Link Up/Link Down)
(Phy#3: 3.0Gbps Link Up/1.5Gbps Link Up/Link Down)

SAS Address SAS Address of the port

Host Affinity Current Host Affinity function setting (enabled or disabled)

Host Response Host response allocated to the port when the Host Affinity
function is not used.

® SAS Cable Status Display

The following contents are displayed for the SAS cable status display.

Display contents ‘ Description

CM Display

Rear View ’ Installation diagram for the rear of the ETERNUS DX60/DX80
CM SAS Cable Information

Status Status of the SAS. cable -

(Normal/Error/Maintenance/Warning)
Status Code Status code of the SAS cable
Error Code Error factor of the SAS cable
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® Power Supply Unit Status Display
The following contents are displayed for the Power Supply Unit (PSU) status display.

Display contents ‘ Description
CE PSU Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80
CE PSU Information
Location Number of the power supply unit
Status Status of the power supply unit
(Normal/Error/Maintenance)
Status Code Status code of the power supply unit
Error Code Error factor of the power supply unit
Part Number Component number of the power supply unit
Serial Number Serial number of the power supply unit
Hardware Hardware revision of the power supply unit
Revision

® Disks Status Display

The following contents are displayed for the Disks status display.

Display contents ‘ Description

Controller Enclosure Display
Front View ‘ Installation diagram for the front of the ETERNUS DX60/DX80
Information

Front View

Status, Capacity, Speed (rpm), Type, Usage, and RAID group for each component
(disk) are displayed

® Disk Status Display

The following contents are displayed for the Disk status display.

Display contents ‘ Description
Controller Enclosure Disk Display
Front View ‘ Installation diagram for the front of the ETERNUS DX60/DX80
Information
Location Disk slot number
Status Status of the disk

(Unknown/Available/Broken/Not Available/Not Supported/
Present/Readying/Rebuild/Copyback/Failed Usable/Spare/
Formatting/Not Format/Not Exist/Redundant Copy)

Status Code Status code of the disk

Error Code Error factor of the disk

Capacity Disk capacity (GB/TB)

Type Disk size (3.5") and type (SAS/SSD)
Speed (rpm) Speed of the disk

Usage Usage of the disk

(Data/System/Spare/-)

RAID Group RAID group where disks are registered
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4.1.3

Display contents

Description

Motor Status Status of the disk motor
(Active/In the Boot Process/Idle/In the Stop Process)

Rebuild/ Rebuild/Copyback progress (%)

Copyback

Progress

Vender ID Vendor ID of the disk

Product ID Product name of the disk

Serial Number Serial number of the disk

WWN WWN for the disk

Firmware Disk firmware version

Revision

Drive Enclosure

This screen shows the status of drive enclosure and its components.

® Drive Enclosure Status Display

The following contents are displayed for the Drive Enclosure status display.

Display contents

Description

Drive Enclosure Display

Front View Installation diagram for the front of the ETERNUS DX60/DX80
Rear View Installation diagram for the rear of the ETERNUS DX60/DX80
Information

DE Information

Serial Number

Serial number of the drive enclosure

Other Other information for the drive enclosure
Information
Intake Tem External temperature of the ETERNUS DX60/DX80
P (Normal/Error/Warning)
Exhaust Tem Internal temperature of the ETERNUS DX60/DX80
P (Normal/Error/Warning)
Front View

Status, Capacity, Speed (rpm), Type, Usage, and RAID group of each component (disk)

Rear View

Status and Expanded Information of each component (EXP and PSU) are displayed

® Expander Status Display

The following contents are displayed for the Expander status display.

Display contents

‘ Description

Drive Enclosure Display

Rear View

‘ Installation diagram for the rear of the ETERNUS DX60/DX80
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Display contents Description
DE EXP Information
DE EXP Information

Status Status of thg expander . -
(Normal/Maintenance/Error/Undefined/Warning)

Status Code Status code of the expander

Error Code Error factor of the expander

WWN WWN of the expander

Part Number Component number of the expander

Serial Number Serial number of the expander

Hardware Hardware revision of the expander

Revision

Active EC EC number of the currently running firmware

Next EC EC number of the firmware that is to be run after the next power-on

DE EXP Internal Parts Information
Status and error code of each component (SAS Cable) are displayed

® SAS Cable Status Display

The following contents are displayed for the SAS cable status display.

Display contents ‘ Description

Drive Enclosure Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80
DE EXP SAS Cable Information

Status Status of the SAS cable
(Normal/Error/Maintenance/Warning)

Status Code Status code of the SAS cable

Error Code Error factor of the SAS cable

® Power Supply Unit Status Display
The following contents are displayed for the Power Supply Unit (PSU) status display.

Display contents ‘ Description
DE PSU Display
Rear View ‘ Installation diagram for the rear of the ETERNUS DX60/DX80
DE PSU Information
Location Number of the power supply unit
Status Status of the power supply unit
(Normal/Error/Maintenance)
Status Code Status code of the power supply unit
Error Code Error factor of the power supply unit
Part Number Component number of the power supply unit
Serial Number Serial number of the power supply unit
Hardware Hardware revision of the power supply unit
Revision
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® Disks Status Display

The following contents are displayed for the Disks status display.

Display contents ‘ Description

Drive Enclosure Display
’ Installation diagram for the front of the ETERNUS DX60/DX80

Front View

Information

Front View

Status, Capacity, Speed (rpm), Type, Usage, and RAID group for each component (disk)
are displayed

e Disk Status Display

The following contents are displayed for the Disk status display.

Display contents ‘ Description

Drive Enclosure Disk Display

Front View ‘ Installation diagram for the front of the ETERNUS DX60/DX80
information

Location Disk slot number

Status Status of the disk

(Unknown/Available/Broken/Not Available/Not Supported/Present/
Readying/Rebuild/Copyback/Failed Usable/Spare/Formatting/
Not Format/Not Exist/Redundant Copy)

Status Code

Status code of the disk

Error Code Error factor of the disk
Capacity Disk capacity (GB/TB)
Type Disk size (3.5") and type (SAS/SSD)

Speed (rpm)

Speed of the disk

Usage

Usage of the disk (Data/System/Spare/-)

RAID Group

RAID group where disks are registered

Motor Status

Status of the disk motor
(Active/In the Boot Process/Idle/In the Stop Process)

Rebuild/ Rebuild/Copyback progress (%)
Copyback

Progress

Vender ID Vendor ID of the disk

Product ID Product name of the disk

Serial Number

Serial number of the disk

WWN WWN for the disk
Firmware Disk firmware version
Revision
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4.2 RAID Group Status

ETERNUS

The [RAID Group Status] displays the status of RAID groups registered in the ETERNUS DX60/

DX80.

The procedure to display the RAID group status is as follows:

Procedure

1 Click the [RAID Group Status] menu on the [Status] tab.
— The [RAID Group Status] screen appears.

The tree and list of the registered RAID groups are displayed.

2 Click the target RAID group icon in the tree or link in the "RAID Group List" to

display detailed information.

RAID Group Status

RAID Group Status is displayed in this screan. RAID Group can be selected from the device free on the |eft side ofthe screen

Assigned Rebuild/Copyback Expansion

GETERNUS 01 RAID Group List
E-42' RAID Groups
a4 No. Name Status i ‘T?Zmﬂlﬁilv [ e
: Level b Space (MB) €M
mB)
0 RAD_M Available RAID1 67328

Bl =] oam B A meecfar F

Usage
Progress o

open
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ETERNUS

— The detailed information of the RAID group is displayed.

RAID Group Status

RAID Group Statug iz displayed in this screen. RAID Group can be selected from the device tree on the [eft side of the screen.

EETERNUS_01
=€ RAID Groups
SHORAD_01

RAID Group 0
No.
Name
Status
RAID Level
Total Capacity (MB)
Total Free Space (MB)
Assigned CM
Rebuild/Copyback Progress
Expansion Progress

[t}
RAID_O1
Pvailable
RAID1
67328
55040
ChiFd

Volume List

MNo. Name Status Type Capacity
0 volume D0 Available  Open

1 WVolurme_01  Awailable  Open

2 WVolurme_02  Awailable  Open

2 Yolume_03  Awailable  Open

1 WVolume_04  Awailable  Open

5 WVolume_05  Awailable  Open

& Volume 0B Available  Open

I Wolume 07  Available  Open

& Wolume_ 08 Awailable  Open

9 volume 08 Available  Open

10 volume_10  Available  Open

11 Volume A Awailable  Open

Disk List

Disk Status Capacity  Speed (rpm)
CE-Diska#l]  Available  300GB 15000
CE-Diskd#!  Available  300GB 15000

(mMB)
1024
1024
1024
1024
1024
1024
1024
1024
1024
1024
1024
1024

Usage Type Mirroring Pair

System  3.5"8AS O
System  3.5"5AS O

End of procedure
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4.3 Volume Status

The [Volume Status] displays the status of volumes registered in the ETERNUS DX60/DX80.
The procedure to display the volume status is as follows:

Procedure

1 Click the [Volume Status] menu on the [Status] tab.
— The [Volume Status] screen appears.
The tree and list of the registered volumes are displayed.

2 Click the target volume icon in the tree or link in the "Volume List" to display
detailed information.

Volume Status

Volume Status is displayed in this screen. A specific Volume can be selected from the device tree on the left side of the screen
CIETERNUS = Volume List
-2 Volumes
¢ 0-Volume0 No. HName Status Type Capacity (MB) RAIDGroup Formatting Progress Migration Progress
42 1Volume1 o Volume0 Available Open 2048 ORAID 01 = =
2 2Volume?2 | Volume1 Available Open 1024 O.RAID 01
-3 Volume3 4 Volume2 Available Open 1024 O.RAD 01
& 4volumed 3 Volume3 Available Open 1024 ORAID 01
& 5volumes 4 Volume4 Available Open 1024 ORAID 01
&) B:volume6 5 Volume5 Available Open 1024 (ORAID 01
& 7Volume7? 5 Volume6 Available Open 1024 ORAID 01
& 8Volumes rd Volume7 Available Open 1024 OQRAID 01
& 9volumaa 8 Volume8 Available Open 1024 QRAID 01
& 10volumed 3 Volume®  Available  Open 1024 OQRAD 01
31;:2::2: i ] amzas = H| eec[a -
-2 13volume3
€ 14volumed
-4 15:volumes
4@ 16:volumes
& 17volume7
2 18volumed
-2 19volumed
2 20volume00
& 21volumed1 1]
~€222volume02
£ 23volume03
&9 24volumedd
-4 25 volume000
9 26 v0lumeD000
Twolume001
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— Detailed information of the volume is displayed.

Volume Status

Volume Status is displayed in this screen. A specific Volume can be selected from the device tree on the left side of the screen.
&ETERNUS = Nowmai
& Volumes

& 0:Volumed No. 1

-4 1Nolume1 Name Volume!
©2volume2 Status Available
£ 3Volume3 Type open
- 4Nolumed 5

&) 5volumes Eypacis) o2
&6:Volumes Encryption OFF
-3 7:Volume7 Encryption Progress -
Q_s.vmumes RAID Group :RAIDO1
gi:m'imaaﬂ Formatting Progress -

- volume ——

©11volume1 i

@ 12volume2 LUN Mapping List
~$213volume3 Host/Port  LUN

& 14volumes

&3 15volumes

42 16:volume6

& 1Tvolume7?

42 18volumes

€4 19volumeg

-4 20volume00

& 21volumed 5]

-2 22-volume02

¢4 23 volume03

& 24 volume04

& 25v0lume00n
-4 26:volume0000

& 27volume001

The volume number and the location of the volume in the RAID
‘ Note group may be different.

End of procedure
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4.4 Advanced Copy Status

The [Advanced Copy Status] displays the Advanced Copy related status.
The procedure to display the Advanced Copy status is as follows:

Procedure

1 Click the [Advanced Copy Status] menu on the [Status] tab.
— The [Advanced Copy Status] screen appears.

Current Advanced Copy status and list of sessions are displayed.

Displays the status and various properfies of active Advanced Copy Sessions

Advanced Copy Status
Advanced Copy License Registered

Session Type All -

Advanced Copy Property

ECIOPC Priority Automatic Priority
Advanced Copy Table Size (MB) 32

EC Sessions o

OPC Sessions

QuickOPC Sessions

SnapOPC+ Sessions
Monitor Sessions

o s e o

List of Advanced Copy Sessions.

e Destination Session Error B Dataed ;:‘t:l IDI::: 08 Copy R tor
Volume Type  Generation Status Phase Time - ; ) Used e
Volume No. 1D Code Size Size  Size Resolution  Information
Ho. (sec.) (MB)
(MB)  (MB) (MB)

0 20 020000 SOPC+ n Active = 0x00 48 0 1024 = Q 1 GuIcL j

! | Rorresn_|

End of procedure
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Chapter 5 Configuration

5.1

This chapter describes the ETERNUS DX60/DX80 configuration related menu.
The following menus are provided:

e Configuration Wizard

* RAID Group Management

* Volume Management

* Advanced Copy Management

Configuration Wizard

The [Configuration Wizard] function provides series of settings required for ETERNUS DX60/
DX80 operation on the wizard screen.

This function provides configurations in the following order: Create RAID Group, Create Volume,
Define Host, Configure Affinity Group, and Define LUN Mapping.

Also, adding volumes and changing settings for existing RAID groups are available.

Caution @ * The value specified in each screen is immediately reflected to the
ETERNUS DX60/DX80. Even if the operation is canceled in the middle

of it, the specified contents cannot be canceled.

e Perform "6.5.1 Set Port Parameters" (page 195) before starting the
Configuration Wizard. When using the Host Affinity functions, make sure
to "Enable" the Host Affinity setting of the port.

Refer to "6.5 Host I/F Management" (page 193) for details about the
host affinity

Create RAID Group
Create a RAID group (group of disks configuring RAID in the device) on this screen.

Create Volume

Create volumes (disk area in the RAID group) on this screen. The server recognizes the
volume as units of RAID configuration.

Define Host

Register the server information to be connected to the ETERNUS DX60/DX80 via a port.
This setting is not needed when the Host Affinity function is not used.
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® Configure Affinity Group

Creates the group of volumes to be recognized from the server (affinity group).

Associate a server recognized Logical Unit Number (LUN) and volume numbers.

The server recognizes the affinity group using the Host Affinity setting that allocates the
affinity group to the server.

This setting is not needed when the host affinity function is not used.

® Define LUN Mapping

Specify the volume to be recognized from the server.
* When the host affinity function is used
Allocate the affinity group for each server connected to the port (Host Affinity setting).
* When the host affinity function is not used
Allocate the volume number managed in the ETERNUS DX60/DX80 and server recognized
LUN for each port (LUN mapping setting).

Note that the value specified in the Configuration Wizard menu can be changed subsequently.
Refer to the following sections for details.

Configuration Wizard Refer to
Create RAID Group

"5.2.1 Create RAID Group" (page 69)

Create Volume "5.3.1 Create Volume" (page 93)

Define Host "6.5.2 Setup Host" (page 202)

Configure Affinity Group

"5.3.10 Configure LUN Mapping" (page 112)

Define LUN Mapping

The following shows the procedure of configuration wizard:

Procedure

1 Click the [Configuration Wizard] button on the [Easy Setup] tab.
— The [Configuration Wizard] menu appears.
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2 Click the [Start] button.

Series of procedures required to provision storage.

Start Configuration Wizard
This wizard will guide the user through the following configuration taske. Configuration options selected here can he modified individually 1ater.
1) Create RAID Group
Anew RAID Group is created or an existing RAID Groups is selected in order to create a new Logical Yolume.

2) Create Volume
Create Volume in Greated/Selected RAID Group.

3) Configure Host Access
Configure Host Access connection

4) Set Affinity Group
Create or Modify Affinity Group

5) Define LUN Map
Specify LUN Map for access by Host(s) connected to each Port

Click [Start] to start the Configuration Wizard

——
| Start

— The Configuration Wizard starts. The [Create RAID Group] screen appears.

3 Set the following items, and click the [Next >] button.
Select the RAID group creating method from the following:
* Create RAID Group (Disks are assigned automatically)
Creates a RAID group with an automatically selected disk.
e Create RAID Group (Disks are selected manually)
Creates a RAID group with a user specified disk.
* Select existing RAID Group
Creates volumes in an existing RAID group of ETERNUS DX60/DX80.
When this item is selected, the "Select Target RAID Group" field is displayed. Select
the RAID group to create volumes. Note that Step 4 and Step 5 of in the following
procedure are skipped in this method.

- Create RAID Group (Disks are assigned automatically)

Configuration Wizard
Create RAID Group ~ p Create Volume » Define Host » © Configure Affinity Group " p © Define LUN Mapping

Create RAID Group
Create new RAID Groups. SelectWay to create RAID Group, or Select existing RAID Group

Specify how the new RAID Group is to be created.
@& Create RAID Group (Disks are assigned automatically)
€ Create RAID Group (Disks are selected manually)
" Select existing RAID Group

Gl TR T
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- Create RAID Group (Disks are selected manually)

Create RAID Group » Create Volume » Define Host » | Configure Affinity Group — p Define LUN Mapping

Create RAID Group
Create new RAID Groups. SelectWay fo create RAID Group, or Select existing RAID Group

ETERNUS

Specify how the new RAID Group is 10 be created.
€ Create RAID Group (Disks are assigned automatically)
@& Create RAID Group (Disks are selected manually)
€ Select existing RAID Group

a0 0000000000002 =whe T
- Select existing RAID Group

Configuration Wizard

Create RAID Group » Create Volume » Define Host » | Configure Affinity Group — p Define LUN Mapping

Create RAID Group
Create new RAID Groups. SelectWay fo create RAID Group, or Select existing RAID Group

Specify how the new RAID Group is 10 be created.
€ Create RAID Group (Disks are assigned automatically)
€ Create RAID Group (Disks are selected manually)
& Select existing RAID Group

Select Target RAID Group
No. HName Status RAID Level Total Capacity (MB) Total Free Space (MB) Assigned CM
@ a RAIDOY Available RAID1 67328 58112 CM#D

EE

Help Cancel

— When "Create RAID Group (Disks are assigned automatically)" or "Create RAID Group

(Disks are selected manually)" is selected: Move on to Step 4.
When "Select existing RAID Group" is selected: Move on to Step 6.
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4 Specify the following items, and click the [Create] button.

RAID Group Name
Enter the RAID group name to be created.
Up to 16 alphanumeric characters and symbols (including blanks) can be used
(required).
RAID Level
Select the RAID level from the following:
- RAIDO
- RAID1
RAID1+0
RAID5
RAID6
RAID5+0
Disk Capacity
Select the capacity and number of disk to be used in the RAID group.
Available disk capacity is as follows:

- 300GB SAS
450GB SAS
750GB SAS
- 1TB SAS

- 100GB SSD

- 200GB SSD
Available number of disks varies depending on the specified RAID level.

RAIDO: 2 - 16

RAID1: 2

RAID1+0: 4 — 32 (even number)
RAID5: 3 - 16

- RAID6: 5 - 16

- RAID5+0: 6 — 32 (even number)

Assigned CM

Select the assigned CM for the RAID group from "Automatic”, "CM#0", or "CM#1".
Normally, select the "Automatic”. When the "Automatic” is selected, the control CM to
be assigned varies according to the RAID group number. If the RAID group number is
an even number, CM#0 is assigned to the new RAID group. For an odd number RAID
group, CM#1 is assigned to the new RAID group.

‘ N When the ETERNUS DX60/DX80 has only one CM, CM#1 cannot be
ote

specified as the Assigned CM.

Select Disk
When "Create RAID Group (Disks are selected manually)" is selected in Step 3, select
the disks to be registered in the RAID Group (required).
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Caution @ * A RAID group name that is already registered in the ETERNUS
DX60/DX80 cannot be specified.

¢ It is not possible to select more than, or less than, the specified
number of configuration disks for each RAID level.

* RAIDO has no data redundancy. RAID1, RAID1+0, RAIDS5,
RAID6, and RAID5+0 are recommended for the RAID level.

* If disks of different capacities exist in a RAID group, the smallest
capacity becomes the standard, and all other disks are regarded
as having the same capacity as the smallest disk. In this case, the
remaining disk space will NOT be used.

« Different disks and types (SAS/SSD) cannot exist together in one
RAID group.

______________________________________________________________________________________________________________________________|
- Create RAID Group (Disks are assigned automatically)

Configuration Wizard
Create RAID Group » Create Yolume 3 Define Host » “Configure AMnity Group™ p & Define LUN Mapping

Create RAID Group
MNew RAID Groups are created using this screen. Please select the RAID Level and specify the constituent disks ofthe new RAID Group

New RAID Group
RAID Group No. a

RAID Group Name [RAIDOT (1- 16 characters(alphanumeric character blank signj)
RAID Level RAIDT ¥

Disk Capacity 300GB SAE | = |2 >

Capacity (MB)  135836MB

Assigned CM Automatic ¥
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- Create RAID Group (Disks are selected manually)
Configuration Wizard
Create RAID Group » Create Volume » Define Host » | Configure Affinity Group — p Define LUN Mapping

Create RAID Group
Mew RAID Groups are created using this screen. Please select the RAID Level and specify the constituent disks of the new RAID Group

New RAID Group
Controller Enclosure

RAID Group No. 0

Djrea |Direa |Drem |h[rem
RAID Group RAIDOY {1-16 characters{alphanumeric = = = =
Name Sharater blank signp) Djrea |Direa |Drem |h[rem
FATS (Rt B DIFea |)Fow |)ir 6 |[ir oa
Assigned CM | Automatic =

[ Qo creme P ool

Help

— A confirmation screen appears.
5 Click the [OK] button.
x|

\?) Are you sure?
gE——
" Cancel |

— A RAID Group is created. Move on to the [Create Volume] screen.

Change CM Ownership" (page 91) to change the setting items after
creating the RAID group.

‘ N Refer to "5.2.5 Logical Device Expansion" (page 80) or "5.2.8
ote

6 Specify the following items, and click the [Create] button.

* Volume Name
Enter the volume name to be created.
Up to 16 alphanumeric characters and symbols (including blanks) can be used
(required).
* Type
Select the volume type (Open or SDV).
 Size (MB)
Specify the volume capacity to be created in units of MB.
Set the value between 24 to 8,388,607 (MB), or maximum capacity of the RAID group.
]

Caution @ When creating an SDV, the total SDV capacity (MB) and 0.1% of
the copy source volume capacity is secured in the ETERNUS

DX60/DX80. 0.1% of the copy source volume is the capacity used
for the controlling information area in the SDV.
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Source Volume Size (MB) (SDV only)

When SDV is selected for "Type", specify the total capacity of the copy source volume
in units of MB.

Encryption

This item is displayed only when encryption mode is enabled.

Select whether to "Enable" or "Disable" encryption mode for the new volume.

An encrypted volume cannot be changed to a non-encrypted volume.

Refer to "6.4.3 Setup Encryption Mode" (page 187) and "5.3.4 Encrypt Volume" (page
99) for details.

Number of Volumes

When creating multiple volumes with the same type and capacity, enter the number of
volumes to be created.

Note that all the volumes are created with the same name. Change the volume name
(refer to "5.3.9 Set Volume Name" (page 111)) if needed.

Configuration Wizard

Create RAID Group Create Volume > Define Host »  Configure Afiinity Group * p © Define LUN Mapping

Create Volume

Create Yolume(s) in selected RAID Group,

RAID Group 0 Information

New Volume
Volume Neo. o
Volume Name foume @ (- 16 characters(ASCH code(0x20 - DTEND)
Type @ Open SOV (SDV is the Snap Data Yolume is reguired far SnapOPC+)
Capacity (MB) fioza (3pacitythe volume capacityto be craatad in units of (24 to 5,385,607) M ofthe masimum capacity of the RAID group)
‘S;I;'\r’c‘::’:;h““e Capacity (ME) l— (Specify the total capacity of the copy source for SOV in units of MB)
Number of Volumnes lﬁ— {1-128) (Setthe number of volumes ofthe same type and capacity to be created)

RAID Group No. 0
Name RAIDO1
RAID Level RAIDT
Total Capacity (MB) 67328
Total Free Space (MB) 67328

Largest Free Space (MB) 67328

Volume List
No. Name Type Capacity (MB) Source Volume Capacity (MB)

— A confirmation screen appears.
7 Click the [OK] button.
x|

\?/I Are you sure?
Cancel |

— Volumes are created. Move on to the [Define Host] screen.
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8 Click the [Add] button.

Caution @ This setting is not needed when the host affinity function is not used.

e For FC host

Configuration Wizard

Create RAID Group » Create Volume » “Configure Afimity Group™" p “ Define’ LUN Mapping

Setup FC Host
Hast Information used to enable access for FC interfaces is defined here

Notice

L. If any information regarding active hosts is being modified or deleted please stop any access fram the comespending host servers

Registered FC Host List

Name WWN Host Response Status
r O:server1 00000000C9457CA8 0:Default Inactive

Tsever2 00000000C9457CAT 0:Default Inactive
T X Celete | pelste Al

— The "Add New FC Host" field is displayed.
* For iSCSI host

Configuration Wizard

Create RAID Group » Create Volume Define Host » | Corfigure Affinity Group — p Define LUN Mapping

Setup iSCS| Host
Host Infarmation used to enahle access foriSCE| interfaces is defined here,

Notice

AL Ifany information regarding active hosts is heing modified or deleted please stop any access from the corresponding host servers.

Registered iSCSI Host List
Name ISCSI Name IP Address HostResponse  Alias Name  CHAP UserID  Status

Jeorver!  1gn.2008-10.5ample.comiscsl 123412341 2341234123410 162168148 0:Dafaul Inaciive
C w0t | oo | Deletes

— The "Add New iSCSI Host" field is displayed.
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¢ For SAS host

Configuration Wizard
Create RAID Group » Create Volume » Define Host » | Configure Affinity Group — p Define LUN Mapping

Setup SAS Host
Host Information used to enable access for SAS interfaces is defined here

ETERNUS

Notice

A&, Ifany information regarding active hosts is heing modified or deleted please stop any access from the corresponding host semers

Registered SAS Host List

Name SAS Address Host Response Status

dI XD Delete | [ DeietE Al

— The "Add New SAS Host" field is displayed.

9 Specify the following items, and click the [OK] button.

¢ For FC host
- FC Port

The list of FC ports that exist in the ETERNUS DX60/DX80 is displayed.

Caution @ When the fibre channel switch is connected to the
ETERNUS DX60/DX80, settings between the fibre channel

switch and server (FC host) must be completed in advance.

WWN

Select the WWN, or directly input a WWN (required). 16 capital letters and numerals
can be used.

Name

Input the FC Host Name (required). Up to 16 alphanumeric characters and symbols
(including blanks) can be used.

Host Response

Specify the host response for the target host (required). Refer to "ETERNUS Disk
storage systems Server Connection Guide (Fibre Channel)" for details.
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Configuration Wizard

Create RAID Group ' p Create Volume » Define Host » | Configure Afiinity Group * b Define LUN Mapping

Setup FC Host

MNotice

Hast Information used to enable access for FC interfaces is defined here.

A If any information regarding active hosts is being modified or deleted please stop any access from the corresponding host servers.

Registered FC Host List

Name WWN Host Response Status
It Dsenert 00000000C9457CA8 0.Default Inactive
It Tsener2 00000000C9457CAT 0.Default Inactive
Add || Edit || Defete || Delete A
Add New FC Host

FC Port CUI0 Port#0 v

00000000C8457CA8 = Ro-Discover WWN
wwn -

[povanonocasszCAs (16 characters)
Name [senera (1-16 characters(alphanumeric character blank sign))

Response * |0:Default =
a” Cancel

— The target FC host is displayed in the "Registered FC Host List" field.
* For iSCSI host

iISCSI Port

The list of iISCSI ports that exist in the ETERNUS DX60/DX80 is displayed.

iISCSI Name

Select the iISCSI Name, or directly input the iSCSI Name. Between 4 and 223
alphanumeric characters and symbols (required) can be used.

Caution @ In the fqllowing conditions, iISCSI Name cannot be obtained
automatically:

* When the [Discover] button is inactivated

¢ When "Disable" is selected for the "iISNS server" in the "Set
iSCSI Port Parameters"

IP address
Specify the IP address of the target host (iISCSI port) (required).

Name
Specify the target host (iISCSI port) name (required). Between 1 and 16
alphanumeric characters and symbols (including blanks) can be used.

Host Response

Specify the host response for the target host (required). Refer to "ETERNUS Disk
storage systems Server Connection Guide (ISCSI)" for details.

Alias Name

Specify the alias name of the target host (iSCSI port). Up to 31 alphanumeric
characters and symbols can be used.

CHAP User ID

Specify the user ID that accesses the target host (iSCSI port). Up to 255
alphanumeric characters and symbols can be used.

It is not necessary to set this item if CHAP Authentication is not performed.

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

60 Copyright 2009 FUJITSU LIMITED



Chapter 5 Configuration
> 5.1 Configuration Wizard

- CHAP Password
Specify the password to access the target host. Between 12 and 100 alphanumeric
characters and symbols can be used (required).

Caution @ Make sure to set the user name and password in pairs.

- Confirm CHAP Password
Enter the same password as in the CHAP Password field (required).

Configuration Wizard

Create RAID Group » Create Yolume 3 Define Host » “Configure AMnity Group™ p & Define LUN Mapping

Setup iSCSI Host
Hast Infarmation used to enable access foriSCS| interfaces is defined here

Notice I~

AL If any information regarding active hosts is being maodified or deleted please stop any access fram the correspanding host servers

Registered iSCSIHost List

Name iSCSIName IP Address Host Response  AliasName  CHAP UserID  Status
I~ Oserer!  ign.2009-10.sample.com.iscsi12341234123412341234-10 192168148 ODefault Inactive

FEe| e | e

Add New iSCSI Host

IScsi Port CH#D Pori#d ¥

iSCSIName * I d w‘
iqn.2008-10.sample.com.iscsi 122 (4 - 223 characters(alphanumeric character sign})

1P Address * [ TE

Name * server?

Host Response * [vDemun =]

Alias Name [ w3 characters)

CHAP User ID [ (w255 characters)

CHAP Password * (12- 100 characters(alphanumeric character sign))

glirm CHAP Password * (12- 100 characters(alphanumeric character sign))
‘ ancel

&l

Help = BHach I Next > I Cancel I

— The target iSCSI host is displayed in the "Registered iSCSI Host List" field.
e For SAS host

- SAS Port
The list of SAS ports that exist in the ETERNUS DX60/DX80 is displayed.

- SAS Address
Select the SAS address, or directly input a SAS address (required). 16 capital
letters and numerals can be used.

- Name
Specify the target host (SAS port) name (required). Up to 16 alphanumeric
characters and symbols (including blanks) can be used.

- Host Response
Specify the host response for the target host (required). Refer to "ETERNUS Disk
storage systems Server Connection Guide (SAS)" for details.
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Configuration Wizard

Create RAID Group Create Yolume Define Host »  Configure Afiinity Group * p © Define LUN Mapping

Setup SAS Host
Host Infarmation used to enable access for SAS interfaces is defined here.

Notice

AL Ifany information regarding active hosts is being modified or deleted please stop any access fraom the corresponding host semers

Registered SAS Host List
Name SAS Address Host Response Status
el | [ a0 o | [ EeE A

Add New SAS Host

SAS Port Ch#D Port#) =

~| Discover
SAS Address’
500605B0000604F4 (16 characters)

Hame* servert (1- 16 characters(alphanumeric character blank signj)

Response' | 0:Default =
@ ancel

— The target SAS host is displayed in the "Registered SAS Host List" field.
10 Click the [Next >] button.
* For FC host

Configuration Wizard

Create RAID Group ' p Create Volume » | Configure Afiinity Group * b Define LUN Mapping

Setup FC Host

Hast Information used to enable access for FC interfaces is defined here.
MNotice

AL If any information regarding active hosts is being modified or deleted please stop any access from the corresponding host servers.
Registered FC Host List

Name WWN Host Response Status

r O:server1 00000000C9457CA8 0:Default Inactive

r 1:sener2 00000000C9457CAT 0:Default Inactive

r 2:sener3 00000000C9457CAB 0:Default Inactive

Add | Edit Delete Delete All
Help = Back Next > Cancel
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¢ For iSCSI host

Configuration Wizard

Create RAID Group » Create Volume

Define Host

» | Configure Affinity Group — p

ETERNUS

Define LUN Mapping

Setup iSCS| Host
Host Information used to enahble access for iSCS| interfaces is defined here

Notice

Registered iSCSIHost List

¢ For SAS host

Configuration Wizard

Create RAID Group » Create Volume

Setup SAS Host

Name iSCSI Name
I~ Oservert iqn.2009-10.eample.com.iscsi. 1234123412341 2341234-10
I tserver?  ign.2009-10.sample.com.iscsil 2341234123412341234-11
Add | Edit Delete: Delete All

Define Host

A&, Ifany information regarding active hosts is heing modified or deleted please stop any access from the corresponding host semers

IP Address Host Response
192.168.1.48  0:Default
192.168.1.50  0:Default

» | Configure Affinity Group — p

Alias Name  CHAP User ID  Status
Inaciive

Inaciive

Cancel

Define LUN Mapping

Host Information used to enahle access for SAS interfaces is defined here

Notice

Registered SAS Host List

Name SAS Address
r Oizervert 500605B0000604F4
Add | Edit [DE|EfE Delete All

Help

— A confirmation screen appears.

11 Click the [OK] button.

Microsoft Internet Explo x|
? ) Are you sure?

Cancel

d

A&, Ifany information regarding active hosts is heing modified or deleted please stop any access from the corresponding host semers

Host Response
O:Default

Status
Inactive

— The specified host setting is registered. Move on to the [Configure Affinity Group]

screen.
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12 Click the [Create] button.

Caution @ This setting is required when using the host affinity function. When
the host affinity function is not used, click the [Next >] button to move

on to the " Configure LUN Mapping" setting menu.
Also, this setting is not required when using an existing affinity group
(displayed in the "List of Affinity Group(s)" field).

When using the existing affinity group, select the target group from
‘ Note the "List of Affinity Group(s)" field and click the [Edit] button.

Affinity Group Sefting
Craate ar Madify Afnity Group Sefing. Are ready bo continue?

Lis1 of Affinity Geoupds)
2) Mot yef Bet

e @ cwso )
~—

Help -85 | news | canem |

— The "Affinity Group Setting" and "Define LUN Mapping" fields are displayed.

1 3 Enter the affinity group name and specify a volume number corresponding to the
LUN number, and click the [Set] button.

Configuration Wzard

Affinity Group Sefting

Speciy Mama for this AMney Grawa and dening the LN map for fie hosts
Affininy Group Setting =
Mo. ]
Noma | (1 - 16 charactars(alghanumens charactar blank sipnj)
Humber of LUMs) 3
Drarfinee: LUN Mapping
LU ke Ne, Waolumne Hanve Capacity (MB)
i T Volurne_00 1024 f’
1 1 Wolurne_01 1024
2 2 voluma_02 1024
1
B
7
B
=
Bpecify Range Clear |
—— hd
Help [ <o @ v J oo |

— A confirmation screen appears.
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14 Click the [OK] button.
x|

? ) Are you sure?

Cancel

15 Click the [Next >] button.

Configuration Wizard

Create RAID Group b Create Volume > Define Host » Configure Affinity Group ~ »

Affinity Group Setting

ETERNUS

Define LU Mapping

Create or Modify Affinity Group Setting. Are ready to continue?

List of Afinity Group(s)
No. Name Number of LUN{s)
i« ] hast_1 3

Edit Create

— Move on to the [Define LUN Mapping] screen.

(L

16 Select the port that is connected to the target server from the "Port List" field.

m When using the Host Affinity function:
(1)Click the [Edit] button.

Configuration Wizard

Create RAID Group ' p Create Volume » Define Host » | Configure Affinity Group b

Configure LUN Mapping

Define LUN Mapping

Assign LUNs to each port accessing from hests. Click [Exit] to complete Configuration Wizard

Port List
Port Host Affinity Number of LUN(s)
@ CM#0 Port#0 Enable -
& CM#0 Port#1 Enable
& CM#1 Port#0 Disable 2
& CM#1 Port#t Disable

— The "Host Affinity Setting" field is displayed.

Humber of Host{s)
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ETERNUS

(2)Assign the affinity group to the server, and click the [Set] button.

Configuration Wizard

Create RAID Group

3 Create Volume 3 Define Host

Configure LUN Mapping

Port Setting

Port
Host Affinity

Defining Affinity Group for access by Host(s) connected to this port

» " Configure Afiinity Group ' p

Define LUN Mapping

CM#0 Port#0
Enable

Number of Host(s) 3

Host Affinity Setting
Host
Oiservert
Tserver2

Affinity Group
Ohost_1 =
Disable >

Clear

Help

— A confirmation screen appears.
(3)Click the [OK] button.

Windows Internet Explol
\?) Are you sure?
Ok

X

1—’ Cancel |

— Returns to the "Port List" screen.

Configuration Wizard
Create RAID Group 3

Configure LUN Mapping

Port List

Port

CW&#D Port#0
CWM&D Port#1
CM#&1 Port¥0

AW

CM#&1 Port#1

Edit Copy

Assign LUNs to each port accessing from hosts. Click [Exit] to complete Configuration Wizard

Create Volume 3 Define Host » " Configure Afiinity Group ' p

= Back Set Cancel

Define LUN Mapping

Host Affinity
Enable
Enable
Disable 2

Number of LUN(s)

Disable

Humber of Host{s)
3

< Back I

Finish

Cancel
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m When the Host Affinity function is not used:

(1)Click the [Edit] button.

Click the [Copy] button to copy the LUN mapping information from
‘ Note the other port.

Configuration Wizard
Create RAID Group » Create Volume » Define Host » | Configure Affinity Group ~ p Define LUN Mapping

Configure LUN Mapping
Assign LUNSs to each port accessing from hosts. Click [Exit] o complete Configuration Wizard

Port List
Port Host Affinity Number of LUN(s) Humber of Host(s)
[l CM#D Port#0 Enable
[al CM&D Port#1 Enable
g CW#1 Port#0 Disable
[al CM&1 Port#1 Disable

— The [Define LUN Mapping] field is displayed.

(2)Adjust the LUN mapping information for the target port, and click the [Set] button.

Create RAID Group » Create Volume 3 Define Host » " Configure Afiinity Group ' p

Configure LUN Mapping
Defining LUN Map for access by Host(s) connected to this port

Port Setting =
Port CM#1 Port#0
Host Affinity Disable

Number of LUN(s) 2

Define LUN Mapping

LUN Volume Ho. Volume Name Capacity (MB)

3 Volume_D3 1024 ﬂ
4 Volume_04 1024

© @ o om o B oW N Ao

=
Specify Range Clear -

= Ssss—— -

— A confirmation screen appears.
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(3)Click the [OK] button.
x|

\?) Are you sure?
e —
" Cancel |

— Returns to the "Port List" screen.

Configuration Wizard

Create RAID Group ' p Create Volume » Define Host »  Confoue ATl Croup b Define LUN Mapping

Configure LUN Mapping
Assign LUNs to each port accessing from hests. Click [Exit] to complete Configuration Wizard

Port List
Port Host Affinity Number of LUN(s) Humber of Host{s)
@ CM#0 Port#0 Enable -
& CM#0 Port#1 Enable
& CM#1 Port#0 Disable 2
& CM#1 Port#t Disable
Edit Copy

17 Click the [Finish] button.
— A confirmation screen appears.

18 Click the [OK] button.
x|

\?) Finishing the Configuration YWizard,

Are you sure?

Cancel |

— The Configuration Wizard screen is closed.

End of procedure
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5.2 RAID Group Management

The following settings are available for RAID group management.
* Create/Delete RAID Group
* Assign/Release Hot Spare
* Logical Device Expansion

Set RAID Group name
Set Eco-mode Schedule

* Change CM Ownership

5.2.1 Create RAID Group

The RAID groups are usually set at the time of shipping. However if you wish to change the RAID
settings or add extra disks, then you need to create new RAID groups. You can confirm the
groups that are created from the [RAID Group Status] menu on the [Status] tab.

® Number of disks that can be set for each RAID level

The number of disks that can be set for each RAID level is as follows.
The available number of disks varies according to ETERNUS DX60/DX80.

RAID level Number of disks that can be created Recommended number of disks
ETERNUS DX60 ETERNUS DX80

RAIDO 2-16 2-16 -

RAID1 2 2 2(1D+1M)

RAID1+0 4-24 4-32 4(2D+2M), 6(3D+3M),
8(4D+4M), 10(5D+5M)

RAID5 3-16 3-16 3(2D+1P), 4(3D+1P),
5(4D+1P), 6(5D+1P)

RAID6 5-16 5-16 5(3D+2P), 6(4D+2P),
7(5D+2P)

RAID5+0 (B3-12)x2 (3-12)x2 3(2D+1P) x 2, 4(3D+1P) x 2,

5(4D+1P) x 2, 6(5D+1P) x 2
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® The maximum number of RAID groups that can be set to each RAID level

The maximum number of RAID groups that can be created is 12 for the ETERNUS DX60, and
60 for the ETERNUS DX80.

The maximum number of RAID groups that can be set for each RAID level is as follows.

The available number of RAID groups varies according to each device.

RAID level Number of RAID groups that can be created
ETERNUS DX60 ETETRNUS DX80
RAIDO 12 60
RAID1 12 60
RAID1+0 6 30
RAID5 8 40
RAID6 4 24
RAID5+0 4 20

® The maximum number of volumes that can be set

The maximum number of volumes that can be set for each RAID group and device is as
follows.
The available number of volumes varies according to each device.

Device name per RAID group per device
ETERNUS DX60 Up to 128 Up to 512
ETERNUS DX80 Up to 128 Up to 1,024
Caution @ . RAID_ groups can be created when the disk satisfies all the following
conditions:

- The disk is not one that configures a RAID group
- The disk is not specified as a hot spare
- The disk status is "Available" or "Present"
* In the following conditions, RAID groups cannot be created:
- There are no disks to configure the RAID group

- When the maximum number of RAID groups has already been
created

‘ N Creating RAID groups is required before creating volumes.
ote

The procedure to create a RAID group is as follows:

Procedure

1 Click the [Create RAID Group] under the [RAID Group Management] menu on
the [Volume Settings] tab.
— The [Create RAID Group] screen appears.
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2 Specify the following items, and click the [Next >] button.
Select one of the following items:

* Create RAID Group (Disks are assigned automatically)
Creates a RAID group with automatically selected disks.

e Create RAID Group (Disks are selected manually)
Creates a RAID group with user specified disks.

- Create RAID Group (Disks are assigned automatically)

Create RAID Group
New RAID Groups are created using this screen. Please select the RAID Level and specify the constituent disks of the new RAID Group.

Specify how the new RAID Group is to be created.

@ Create RAID Group (Disks are assigned automnatically)
" Create RAID Group (Disks are selected manually)

- Create RAID Group (Disks are selected manually)

Create RAID Group
New RAID Groups are created using this screen. Please select the RAID Level and specify the constituent disks of the new RAID Group.

Specify how the new RAID Group is to be created.

" Create RAID Group (Disks are assigned automatically)
= Create RAID Group (Disks are selected manually)

— The "New RAID Group" field is displayed.
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3 Specify the following items, and click the [Create] button.

RAID Group Name
Enter the RAID group name to be created.
Up to 16 alphanumeric characters and symbols (including blanks) can be used
(required).
RAID Level
Select the RAID level from the following:
- RAIDO
- RAID1
RAID1+0
RAID5
RAID6
RAID5+0
Disk Capacity
When selecting "Create RAID Group (Disks are assigned automatically)" in Step 2,
select the capacity and number of disks to be used in the RAID group.

- 300GB SAS
450GB SAS
750GB SAS
- 1TB SAS

- 100GB SSD

- 200GB SSD
Available number of disks varies depending on the specified RAID level.

RAIDO: 2 - 16

RAID1: 2

RAID1+0: 4 — 32 (even number)
RAID5: 3 - 16

- RAID6: 5 - 16

- RAID5+0: 6 — 32 (even number)

Assigned CM

Select the assigned CM for the RAID group from "Automatic”, "CM#0", or "CM#1".
Normally, select the "Automatic”. When the "Automatic" is selected, the control CM to
be assigned varies according to the RAID group number. If the RAID group number is
an even number, CM#0 is assigned to the new RAID group. For an odd number RAID

group, CM#1 is assigned to the new RAID group.

‘ Not When the ETERNUS DX60/DX80 has only one CM, CM#1 cannot be
ote

specified as the Assigned CM.
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 Select Disk
When "Create RAID Group (Disks are selected manually)" is selected in Step 2, select
the disks to be registered in the RAID Group (required).

ETERNUS

Caution (2 )

* A RAID group name that is already registered in the ETERNUS

DX60/DX80 cannot be specified.

It is not possible to select more than, or less than, the specified
number of configuration disks for each RAID level.

RAIDO has no data redundancy. RAID1, RAID1+0, RAIDS,
RAIDG6, and RAID5+0 are recommended for the RAID level.

If disks of different capacities exist in a RAID group, the smallest
capacity becomes the standard, and all other disks are regarded
as having the same capacity as the smallest disk.

In this case, the remaining disk space will NOT be used.

The different disks and types (SAS/SSD) cannot exist together in
one RAID group.

. _________________________________________________________________________________________________________________________________|
- Create RAID Group (Disks are assigned automatically)

Mew RAID Group
FRAID Group No.

RAID Leval

Disk Capacity
Capacity (ME)
Aasigned CH

Create RAID Group
hoew RARD Groups are created using if reen Fleans sele R

2

RAID Group Name [ﬁ—'«n_.‘: (1- 15 characters{alphanumersc charactes blank signi)

RAD1 =
00GasAs =] «[25]
IT4528MB

Automatc vI

1 the RAID Level and spely ihe conzlilvent disks of ihe new RAID Groug

o e
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- Create RAID Group (Disks are selected manually)

Create RAID Group
New RAID Groups are created using this screen. Please select the RAID Level and specify the constituent disks of the new RAID Group.

RAID Group
Name

RAID Level
Assigned CM

Kl

Hew RAID Group

RAID Group No. 1

RAID_2 (1- 16 characters(alphanumeric character blank

sign))

RAD1 =
Automatic =

— A confirmation screen appears.
4 Click the [OK] button.
x
\?) e you sure?

Cancel |

— The RAID group is created.

ETERNUS

Controller Enclosure
Dron |)rex |J-res |D|-ou
Dirow |)rex |res |D|-o=
EECER RECER RN -
»
[ o R creme 3

‘Note

Refer to "5.2.5 Logical Device Expansion" (page 80) or "5.2.8

creating the RAID group.

Change CM Ownership" (page 91) to change the setting items after

5.2.2

Delete RAID Group

End of procedure

The [Delete RAID Group] function deletes the registered RAID groups. When a RAID group is
deleted, the status of the disks that configured the RAID group change to data disks that are not

used by any RAID group.

Caution (2 )

RAID groups that have volumes registered cannot be deleted. All volumes
must be deleted before deleting a RAID group. Refer to "5.3.2 Delete Vol-

ume" (page 96) for procedure to delete volumes.
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The procedure to delete RAID group is as follows:

Procedure

1 Click the [Delete RAID Group] under the [RAID Group Management] menu on
the [Volume Settings] tab.
— The [Delete RAID Group] function screen appears.

2 Select the target RAID group, and click the [Delete] button.

Selected RAID Group(s) will be deleted. Please select the RAID Group(s) to be deleted.

ZETERNUS_01 RAID Group List
E-$# RAID Groups
€ O0RAD_1 o e B R Total Capacity Assigned RebuildiCopyback Expansion
-1 RAID_2 Level (MB) cm Progress Progress.
2RAD_3 T 0 RAD_1 Available RAID1 279040 CM#0
T 1 RAD_Z Avalable RADI 67328 CM#
P 2 RAD_3 Avalable RADI 374528 CMED

selectal | |Reset| [ | am | F| Fiker[an -

— A confirmation screen appears.
3 Click the [OK] button.
x|

\?/I Are you sure?

— The selected RAID group is deleted.

End of procedure

5.2.3 Assign Hot Spare

The [Assign Hot Spare] function registers a hot spare, which enables automatic data copy
(Rebuild) in the background when a disk failure occurs.
Hot spare is a disk that is available as a substitute for a failed disk.
There are two types of hot spare as follows:
* Global Hot Spare
Hot spare used by all the RAID groups

* Dedicated Hot Spare
Hot spare used by the dedicated RAID group (one specific RAID group)

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

75 Copyright 2009 FUJITSU LIMITED



Chapter 5 Configuration

>

5.2 RAID Group Management

M Note the following items when adding a hot spare:
* A system disk (Slot#0 to Slot#1 of the controller enclosure) cannot be

specified as a hot spare.

* A hot spare that substitutes for a failed disk must have the same or a
larger capacity than the data disk. If the hot spare capacity is smaller
than the data disk, the disk does not work as the hot spare.

* A hot spare can be specified for any disk with the exception of the
system disks.

* When switching in a hot spare for a failed disk, a hot spare with the
same capacity as the failed disk will be used first. If such a hot spare
does not exist, a large capacity hot spare will be used (when there are
multiple numbers of such disks, the smallest capacity hot spare among
them is used). Note that a Global Hot Spare is used in this situation.

* When you replace a failed disk, the data is copied back from the hot
spare that is substituting for the failed disk, and the hot spare disk then
returns to a spare disk.

* When a mix of SAS disks, Nearline SAS disks, and SSDs are installed
together in the ETERNUS DX60/DX80, hot spare of each type is
required. Install the hot spare that has the same capacity as the largest
capacity disks of the same type installed in the ETERNUS DX60/DX80.

The procedure to assign a hot spare is as follows:

Procedure

1 Click the [Assign Hot Spare] under the [RAID Group Management] menu on the
[Volume Settings] tab.
— The [Assign Hot Spare] screen appears.

2 Specify the following items, and click the [Assign] button.

* Hot Spare Type
Select from the following items:
- Global Hot Spare
Global hot spare is shared by any RAID group in the device.
- Dedicated Hot Spare
Dedicated hot spare is used by specified RAID group.
* Select an existing RAID Group
When selecting the "Dedicated Hot Spare", specify the target RAID group.
 Select Disk
Select the disk to be used as hot spare.
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- When adding "Global Hot Spare™

Assign tiot Spare

ETERNUS

Salgct the disk drive 10 be Z5sagnad ko one of ihe two pes of hot spare pools

ooy | es

Hot Spare Type
Contro@ar Enclosire

Hot Spare Type # Global Hot Spare ¢ Dedicated Hot Spars | - 03 | - 0@ i I-0a |- 0w
J | ]
[Mrou |iren |ren |[irex

Jreu |jrea |

T T
- When adding "Dedicated Hot Spare"
Hot Spara Type
= 3 . _cmm:mmsm

Hot Spare Type  Global Hot Spare @ Dedicated Hot Spars _’i'— ou i roa |[roa I Y
Select an axisting RAID Group Mron |Lren |Lirea |liren

Yol | 14 on | &u_|Qjrea |Direm |

Free Assigned s Lide
Ho.  Nams Status Lot Capacity space €M
imay 8

o

| e

I

RAD_1 Aatable  RAD1

279040 269824 CMwO

— A confirmation screen appears.
3 Click the [OK] button.
x|

\?() Are you sure?
: Cancel |

— The hot spare is added.

[ Rese @ ssuon g
‘

End of procedure
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524 Release Hot Spare

The [Release Hot Spare] function deletes a registered hot spare. A released disk can be used as
a data disk after it is registered in a RAID group.

Caution @ Hot spare cannot be deleted in the following conditions:
* When the usage of the hot spare is other than "Spare”

* When the status of the hot spare is other than "Present"
* When one of the following operations is in progress:
- Registering controller firmware
- Applying controller firmware
Registering disk firmware
Applying disk firmware
During the RAID group diagnosis
During the disk diagnosis
. ____________________________________________________________________________________________________________________________________|
The procedure to delete hot spare is as follows:

Procedure

1 Click the [Release Hot Spare] under the [RAID Group Management] menu on
the [Volume Settings] tab.
— The [Release Hot Spare] screen appears.

2 Specify the following items, and click the [Release] button.

e Hot Spare Type
Select one of the following as a condition of the hot spare to be released.
- Global Hot Spare
Global hot spare is shared by any RAID group in the device.
- Dedicated Hot Spare
Dedicated hot spare is used by a specified RAID group.
* Criteria for Target Disk
This field is displayed when selecting the "Dedicated Hot Spare". If the "Specify RAID
Group" checkbox is checked, the target RAID group can be specified.
 Select Disk
Select the disk to be released as hot spare.
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- When releasing "Global Hot Spare"

Selected Hot Spare Diskis) will be

released_ Flaase sekect which type of Het Soare io be released t Spal
Marrow Target isk Criterin
Controliar
g G 5 Hat 5 ; o
Hot Spare Type & Global Hot Spare  Dedicated Hal Spare |_. 04 |"| oL B ou ] 0u
Dren | en |ol oa | em
DL e ol ex ol eu || om

- When releasing "Dedicated Hot Spare"

Marrow Target Disk Criteria

Hit Spare Type " Global Hot Spare @ Decicated Hot Spars
Criteria for Target Disk |7 Specify RAID Group

Salect RAID Group
Touwl
Total
Noo Heme  Ststus ) ikl Ribeiin
Level g Space  CM
(L]
¥ 0 RAID_T Maslable RAD1 279040 269624 CAWO
| H v B H

— A confirmation screen appears.

3 Click the [OK] button.

Windows Internet Explo x|

\?() Are you sure?
i Cancel |

— The selected hot spare is deleted.

Selecdt Al

ETERNUS

[_reset QL Reieone g}

_Cﬂlﬂ'_w[lﬂ:m

| _om | Qu | Qa i QW
)% @ ou | o 0
] en 0] en |0l oa | owu |

End of procedure
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5.2.5 Logical Device Expansion

The [Logical Device Expansion] function expands the capacity of an existing RAID group by add-
ing new disks or changing RAID levels.

Normally, volume expansion requires adding RAID groups. This method requires multiple disks
to be installed (used). However, this function can add disks to the existing RAID group in units of
one disk. This enables capacity expansion of RAID groups with smaller number of disk expan-
sion.

This function can be performed with taking over data in the disks.

Caution @ * Disks that are a different type (SAS/SSD) than the disks that configure
the RAID group cannot be added.

* Logical Device Expansion is not available in the following conditions:

- RAID groups are not in normal status (Rebuilding, Copybacking, or
using hot spare etc.)

- When another Logical Device Expansion is being performed
- When the target RAID level or changed RAID level is RAID5+0
- Changing RAID level to RAIDO

Note that existing volume size is not changed even if the RAID level is
‘ Note changed or capacity is expanded.

The procedure for Logical Device Expansion is as follows:

Procedure

1 Click the [Logical Device Expansion] under the [RAID Group Management]
menu on the [Volume Settings] tab.
— The [Logical Device Expansion] screen appears.
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ETERNUS

2 Select the target RAID group, and click the [Next >] button.

3

Logical Device Expansion
Configuration of RAID Group is changed to expand its capacity

f 4 Select RAID Group Select Target RAID Group
Medify RAID Group
Configuration No. Name  Status
Confirm Execution € 0 RAD_1 Available RAIDA

@ 1

E B o Bl H

RAID_2  Available RAID1

RAID Level  Total Capacity (MB) Total Free Space (MB) ~Assigned CM

278040
67328

268800 CM#D
57088 CM#

[ e d
— The "Modify RAID Group Configuration" screen appears.
Specify the following items, and click the [Next >] button.
* RAID Level
Select (change) the RAID level.
Caution @ Only for adding disks, changing RAID level is not required.
 Select Disk
Select (add) disks according to the new RAID level.
Logical Device Expansion
Configuration of RAID Group is changed to expand its capacity
; :le?:e select disks for expansion and specify desired RAID T e
- onfiguration (5 3\ 3\
Cenfirm Execution RAID Group No. 1 | »|'7 Sw ” »‘]76@ H »|'— ou H “|'— ou |
RAID Group Name  RAID_2 |“..||- oL ” »‘p F=Y5) H\||- F=¥50) H\.||- P=Y59) |
i e A Ll es [) es [)ros [)ros |

I ———

— A confirmation screen appears.
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4 Click the [Start] button.

Confirm Execution

Configuration i) Please click [Star] button o start Logical Device Expansion.

¥ 4 Confirm Execution

—— o o
— A confirmation screen appears.

5 Click the [OK] button.
x|

\?/I Are you sure?
g N
C o D oo

— Logical Device Expansion is performed.

End of procedure

5.2.6 Set RAID Group Name

The [Set RAID Group Name] function can change the existing RAID group name.
The procedure to change RAID group name is as follows:

Procedure

1 Click the [Set RAID Group Name] under the [RAID Group Management] menu
on the [Volume Settings] tab.

— The [Set RAID Group Name] screen appears.
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2 Change the target RAID group name, and click the [Set] button.

Enter the volume name between 1 to 16 alphanumeric characters and symbols (including
blanks).

. RAID group name that is already registered in the ETERNUS DX60/
Caution (2 ) o
DX80 cannot be specified.

Set RAID Group Name
This function changes the name of RAID Group. Please select the target RAID Group.

O SR RAID Group List
=42 RAID Groups
Total
332’;‘:5’; sio' | Mo Status RAID ‘; ity Assigned Rebuild/Copyback Expansion
e o Level e cm Progress Progress
mBe)
2 RAID_01 Available  RAID1 279040 CM#O
s B RAID_02 Available RAIDS 134656 CM#1

EOE oam E| B mec[s

. S
— A confirmation screen appears.

Click the [OK] button.
zl
\\?) Are you sure?
- Cancel |

— The RAID group name is changed.

End of procedure

527 Set Eco-mode Schedule

The [Set Eco-mode Schedule] provides the following functions:

Eco-mode General Setting

Enables or disables the Eco-mode setting for ETERNUS DX60/DX80.
Also, this function specifies the disk monitoring time. If the disk is not accessed for a specified
time, the disk motor is inactivated

Eco-mode Schedule Setting

Specifies the disk operating time (term for activating disk motor constantly) as an Eco-mode
schedule.
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® Apply Eco-mode Schedule

Applies the created Eco-mode schedule for each RAID group.

If an access occurs while a motor is stopped, the disk drive is immediately spun up and access
proceeds normally after one to three minutes. If a disk drive is activated more than a set amount
of times in a day, a state of increased access frequency is assumed and the Eco-mode will
cease stopping the disk drive motor. Disk operation time varies depending on the Eco-mode
schedule settings and disk access. The following shows examples:

» Operation schedule is set as 9:00 to 21:00, the allowed number of activations is one time, and
there are no accesses outside of the scheduled period

1:00 9:00

21:00

Stopped Scheduled Operation

Stopped

Drive Motor Running

First
activation

Motor is spun up 30 minutes
before start of operating time

Motor is stopped 30 minutes
after end of operating time

« Operation schedule is set as 9:00 to 21:00, the allowed number of activations is one time, and

there are accesses outside of the scheduled period

21:00

Access

No. of activations
reset to 0 at 0:00

Access finishes
-

(':,.'

Scheduled Operation

Drive Motors Running

Drive Motors Running

First activation:

Count: 1 >
Motors spun up 30 minutes Second
before start of scheduled time activation:

Count: 2

Il\
/ | Drive Motors Running
\ I/

Access OK in Reset:
1 - 3 minutes eset:
X Count: 0
Motors stopped 30 minutes

after end of scheduled time

Disk motors left running
after access has finished
because this was

the 2nd activation
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Caution @ * To perform schedule operations using this function, the Eco-mode
setting for the ETERNUS DX60/DX80 must be enabled.

* Eco mode is not available for the following disks.

System disks

Hot spares

SSD

Disks in a RAID group the satisfies the following conditions:
* A RAID group including system disks
* A RAID group where no volume is registered
* A RAID group where SDPVs are registered

* If any of the following conditions occur during the Eco-mode scheduled
time, the disk motor is not inactivated. Note that the Eco-mode schedule
will be re-enabled when these conditions have finished.

Target RAID group or volume status is other than "Available"

Performing functions that changes RAID group or volume
configuration

During maintenance

During host access

During disk or RAID group diagnosis
Exporting G-List

Changing assigned CM for RAID group

Module error related to access path to the controller modules and
disks is detected

* When setting the Eco-mode for the Advanced Copy source/destination,
it is necessary to schedule a disk motor to be activated while performing
Advanced Copy. If it is difficult to schedule, do not set the Eco-mode to
the copy source/destination. If the disks are inactivated, the Advanced
Copy cannot be executed.

* The target disks where Eco-mode schedule can be set are SAS disks
and Nearline SAS disks. SSDs are not available for this function.

Eco-mode General Setting

Enables or disables the Eco-mode setting for ETERNUS DX60/DX80.
The procedure for Eco-mode General Setting is as follows:

Procedure

1 Click the [Set Eco-mode Schedule] under the [RAID Group Management] menu
on the [Volume Settings] tab.
— The [Set Eco-mode Schedule] screen appears.

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

85 Copyright 2009 FUJITSU LIMITED



Chapter 5 Configuration
> 5.2 RAID Group Management

2 Specify the following items, and click the [Set] button.

* Eco-mode
Select whether to "Enable" or "Disable" the Eco-mode for ETERNUS DX60/DX80.

* Host I/O Monitoring Interval (min.)
Specify the disk access monitoring time between 10 and 60 (minutes) before
inactivating the disk motor.
If disk access is detected during the monitoring time, extend the monitoring time for
specified minutes after completing the relevant disk access. When the monitoring time
has passed, the disk motor is inactivated.
Monitoring disk access is performed for each RAID group.

* Disk Motor Spin-down Limit Count (Maximum Spin-downs/Day)
Specify the maximum number of disk motor spin-downs (per day) between 1 and 5
times.
The disk motor spin-down limit indicates the number of times to stop the activating disk
motor. GUI monitors the number of inactivation per day. If the number of disk motor
spin-downs reaches the specified maximum number, the motor is not stopped again.
Monitoring the disk motor spin-down is performed for each RAID group.
Number of inactivations is reset to "0" at 0:00 everyday.

Set ECO Mode Schedule
ECO Mode Schedule is created. Detailed schedule can be browsed and modified using the tree on the left side of the screen
F ECO Mode : Enable

¥ RAID Groups

ECO Mode General Setting

B Schedule ECO Mode @ Enable ¢ Disable
B 0ECO_01 Host /0 Monitoring Interval {min.) 30 ~

Disk Motor Spin-down Limit Count (Maximum Spin-downs/Day) |3 =

— A confirmation screen appears.
3 Click the [OK] button.
x

\‘\.:) Are you sure?
Cx D e |

— Eco-mode commonness setting is applied.
When the Eco-mode has been disabled, the setting switches to "Enabled".
When the Eco-mode has been enabled, the setting switches to "Disabled".

End of procedure
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Eco-mode Schedule Setting

Specify the disk operation time as an Eco-mode schedule.
Up to 64 Eco-mode schedules can be created.
The procedure to create the Eco-mode schedule is as follows:

Procedure

1 Click the [Set Eco-mode Schedule] under the [RAID Group Management] menu
on the [Volume Settings] tab.
— The [Set Eco-mode Schedule] screen appears.

2 Click the "Schedule" icon from the tree in the left of the screen.
— The "Schedule" field is displayed.

3 Click the [Create] button.

Set ECO Mode Schedule
ECO Mode Schedule is created. Detailed schedule can be browsed and modified using the tree on the left side of the screen

+ ECO Mode * Enable Schedule
# RAID Groups
£ 1) Schedule No. Schedule Name Events RAID Group

1 0ECO_01 0 EcO_0 1 |

Create Set Delete

— The setting fields for new schedule is displayed.
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When changing or deleting the Eco-mode schedules, select the
‘ Note target event in the "Schedule" field or the tree in the left of the
screen, and click the [Set] or [Delete] button.

Sat ECO Mode Schedule

; co_nd Scheduls Hame [ECO_0Z i1+ 18 charactersialphanumenic character biank sign}
By LECO_02
Evant List
Event From Time To Time:
r Every the 151 Morsday of Every Mon 000 0200
= Every woek Monday 0230 0330

) Edt | Delete | Delmesn

4 Set the following items.

* Schedule Name
Enter the schedule name between 1 to 16 alphanumeric characters and symbols
(including blanks).
e Event List
Set the schedule event in this field. Click the [Add] button.
The "Set Event" field is displayed.
Up to eight events per schedule can be created.

* When changing the event details, select the target event, and
‘ Note click the [Edit] button.
* When deleting the event, select the target event(s) to be deleted
(multiple selections can be made), and click the [Delete] button.

* Clicking the [Delete All] button deletes all the specified events in
the schedule.

* Set Event
Specify the following items, and click the [Apply] button.

- Event Type
Select one of the following items:

* Every Month
* Every week
* everyday

» Specific days
e Specific week

Also, enter a Period (when selecting other than "everyday"), Month (when selecting
"Every week" or "Specific week"), and start/end time of the disk activation.
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Set ECO Mode Schedule
ECO Mode Schedule is created. Detailed schedule can be browsed and modified using the tree on the left side of the screen

ETERNUS

EventType " everyday ¢ Everyweek  Specificdays (= Specificweek

2 ECO Mode * Enable Schedule
#¥ RAID Groups
= B Schedule No. 1
13 0ECO_01 Schedule Name |[ECO_01 (1 - 16 characters(alphanumeric character blank sign)}
I3 New Schedule
Event List
Event From Time To Time
Add Edit Delete | [BeiEte Al
Set Event

Month Every Month v
Period 1st =] |Monday ~| ~|Monday -
FromTime |01 =|:|00 =

To Time 02 =|:|00 =

Apply | Cancel

5 Click the [Set] button.

Set ECO Mode Schedule

ECO Mode Schedule is created. Detailed schedule can be browsed and modified using the tree on the left side of the screen

2 ECO Mode * Enable Schedule
#¥ RAID Groups
= B Schedule No. 1
13 0ECO_01 Schedule Name [ECO_02 (1 - 16 characters(alphanumeric character blank sign)}
I3 New Schedule
Event List
Event From Time
r Monday of 1stin Every Month 01:00
r every week Monday 02:30
Add | Edit Delete Delete All

To Time
02:00
0330

Create Set Delete

— A confirmation screen appears.
6 Click the [OK] button.
x
\?) Are you sure?
) concel |

— The new Eco-mode schedule setting is started.

End of procedure
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Apply Eco-mode Schedule

This function applies the Eco-mode schedule to the RAID group.
The procedure to apply the Eco-mode schedule is as follows:

Procedure

1 Click the [Set Eco-mode Schedule] under the [RAID Group Management] menu
on the [Volume Settings] tab.
— The [Set Eco-mode Schedule] screen appears.

2 Click the "RAID Groups" icon from the tree in the left of the screen.
— The "Assign RAID Groups" field is displayed.

3 Specify the following items, and click the [Set] button.

e Schedule Name
Select the Eco-mode schedule to be applied
When disabling the Eco-mode schedule for the relevant RAID group, select "Disable".

* Action
Select whether to turn the Eco-mode schedule "ON" or "OFF" for the RAID group to be
applied.

Set ECO Mode Schedule

ECO Mode Schedule is created. Detailed schedule can be browsed and modified using the tree on the left side of the screen

Fi;’g‘::;”gmi:z“‘e Assign RAID Groups

B Schedule Vo. Name  Control Schedule e
B 0ECO_01 Status Hame
iy 1ECO_02 1 RAID_0Z OFF 0ECo_01 ¥ [on = ﬂ

—————— |

— A confirmation screen appears.
4 Click the [OK] button.
x|
\‘5) Are you sure?
{) Cancel

— The Eco-mode schedule is applied for the RAID groups.

End of procedure
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5.2.8 Change CM Ownership

The [Change CM Ownership] function changes the assigned CM specified when creating the
RAID group.

Usually, the assigned CM is automatically allocated. If the load is not balanced evenly between
CMs, the assigned CMs can be manually allocated to balance the load.

When the ETERNUS DX60/DX80 has only one CM, the assigned CM
‘ Note cannot be changed.

The procedure to change RAID group assigned CM is as follows:

Procedure

1 Click the [Change CM Ownership] under the [RAID Group Management] menu
on the [Volume Settings] tab.
— The [Change CM Ownership] screen appears.

2 Specify the following items, and click the [Change] button.

 Select Automatic or Manual assignment of ownership.
Select the method for assigning the CM from "Auto" or "Manual".
If changing the current setting, a confirmation screen appears.

* RAID Group List
When selecting the "Manual" for "Select Automatic or Manual assignment of
ownership." field, specify the assigned CM for the RAID group.

Changes assignment of the Gl Ownership of RAID Groups.

Select Automatic or Manual assignment of ownership.

" Aute & Manual
RAID Group List
MNo. MName Status RAID Level Total Capacity (MB) Assigned CM
0 RAID_01  Available  RAID1 279040 CM#1 v
1 RAID_02 Available RAIDS 134656 CM#0 =

. |

— A confirmation screen appears.
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3 Click the [OK] button.
windows Internet EXplorerES

o

o) concel |
— The assigned CM is changed.

End of procedure I




ETERNUS

5.3 Volume Management
H———

The following settings are available as the volume management.
* Create/Delete Volume
* Format Volume
* Encrypt Volume
* LUN Concatenation
* RAID Migration
* Initialize Snap Data Volume
* Release Reservation
* Set Volume Name
* Configure LUN Mapping

5.3.1 Create Volume

The [Create Volume] function creates the volumes in the existing RAID group.

Open or Snap Data Volume (SDV) can be created with this function. After completing the volume
creation, the new volumes are formatted automatically.

Volumes can be accessed from the host when created in the RAID group and LUN mapped.

® The maximum number of volumes that can be registered

The following table shows the maximum number of volumes can be created for each device.

Device Type per RAID group per Device
ETERNUS DX60 Up to 128 Up to 512
ETERNUS DX80 Up to 128 Up to 1,024
Caution @ * When the maximum number of volumes has already been created in the
ETERNUS DX60/DX80, more volumes cannot be created. In this case,

to create a new volume, first delete volumes using the "5.3.2 Delete Vol-
ume" (page 96) function, and then try creating a new volume again.

* A volume is allocated to uninterrupted free space in the order of
creation.
If an area with the necessary capacity cannot be acquired from the free
space available, use the "5.3.5 LUN Concatenation" (page 101) function
to concatenate multiple spaces into a volume.

SDV is the Snap Data Volume that is required for ShnapOPC+. Refer to
‘ Note "5.4.2 Manage Copy Session" (page 129) for details about SnapOPC+.
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The procedure to create a volume is as follows:

Procedure

1 Click the [Create Volume] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [Create Volume] screen appears.

2 Select the RAID group where the volumes are created from the tree in the left of
the screen, or RAID Group List.

Create Volume(s) in selected RAID Group.

CEERI RAID Group List
E-4# RAID Groups
- URAD_1 No. Name Status  RAIDLevel Total Capacity (MB) Assigned CM Rebuild/Copyback Progress Expansion Progress
©1RAD_2 0 RAD_1 Available RAD1 279040 CM#0 z z
©2RAD_3 1 RAD2 Available RAD1 87328 CM#1
2

RAID_3 Available RAID1 374528 CM#O

B B on B B oA H

— The detailed information of the selected RAID group is displayed.

3 Specify the following items, and click the [Create] button.

* Volume Name
Enter the volume name between 1 to 16 alphanumeric characters and symbols

(including blanks).
* Type
Select the volume type (Open or SDV).
* Capacity (MB)
Specify the volume capacity to be created in units of MB.
Set the value between 24 to 8,388,607 (MB), or the maximum capacity of the RAID

group.
Caution @ When creating an SDV, the total SDV capacity (MB) and 0.1% of the
copy source volume capacity is secured in the ETERNUS DX60/

DX80. 0.1% of the copy source volume is the capacity used for the
controlling information area in the SDV.

* Source Volume Capacity (MB) (SDV only)
Specify the total capacity of the copy source for SDV in units of MB.
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* Encryption

Select whether to "Enable" or "Disable" encryption mode for the new volume.
An encrypted volume cannot be changed to non-encrypted volumes.
Refer to "5.3.4 Encrypt Volume" (page 99) for details.

¢ Number of Volumes

When creating multiple volumes of the same type and capacity, set the number of
volumes to be created. All the volumes are created with the same name. Change the
volume names as required (Refer to "5.3.9 Set Volume Name" (page 111)).

Create Volume
Create Volume(s) in selected RAID Group.

EETERNUS_01

RAID Group 1 Information
E-$# RAID Groups i

€ O0RAD_1 RAID Group No.
& 1RAID_2 Name
©2RAD_3 RAID Level

Total Capacity (MB)

Total Free Space (MB)

Volume List

New Volume
Volume Ho.
Volume Name
Type
Capacity (MB)

Encryption
Number of Volumes

Largest Free Space (MB) 67328

No. HName Type Capacity(MB) Source Volume Capacity (MB)

Source Volume Capacity (MB) ——
{SDV only)

essssssTETTE—————— .|

i
RAID_2
RAID1
67328
67328

9
Gn\ume,ﬂg {1- 16 characters(alphanumeric character blank sign))

@ Open (" SDV

1024

" Enable (& Disable

[1 (1-128)

— A confirmation screen appears.

Click the [OK] button.
x
\?/I Are you sure?

Cancel |

— The volumes are created.

End of procedure
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5.3.2

Delete Volume

The [Delete Volume] function deletes the volumes in the RAID group.
Make sure to backup any necessary data before proceeding.

Caution (2 )

* The following volumes cannot be deleted.
- Volumes that are allocated to a Host Affinity or mapped LUN.
- Volumes during RAID migration.
- Copy source and destination volumes during Advanced Copy
session.
- Volumes in the RAID group during Logical Device Expansion.

* A volume is allocated to uninterrupted free space in order of creation.
When a volume is deleted, the space where the volume existed
becomes free space. By repeating creation and deletion of volumes,
free space may be dispersed in the RAID group.

* Up to 128 volumes can be deleted at once.

. ____________________________________________________________________________________________________________________________________________|
The procedure to delete a volume is as follows:

Procedure

1 Click the [Delete Volume] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [Delete Volume] screen appears.

2 Select the volume to be deleted from the "Volume List" field (multiple selections
can be made), and click the [Delete] button.

Delete specified Volume(s). Please select the Volume(s) to be deleted

— A confirmation screen appears.

QETERNUS 01 e
B-&#Volumes n
&3 0:Volume_00 i) The maximum number of deletable Volumes per one processing is 123.
-3 1Volume_01
& 2volume_02 =
€ 3:volume_03 UL
~{@ 4 Volume_04 No. HName Status Type Capacity (MB) RAIDGroup Formatting Progress  Migration Progress
& 5volume_05 [T 0 Vvolume_00 Avalable Open 1024 Q:RAID 01 - -
gg”;g::::—sg [ 1 Volume 01 Available Open 1024 ORAID 01
&8 Volume_08 [T 2 Volume_ 02 Avallable Open 1024 Q:RAID 01
& 9volume_09 | 3 Volume_03 Available Open 1024 (O:RAID 01
- 4 Volume_04  Available  Open 1024 ORAID 01
0O s Volume_05  Available  Open 1024 QRAID 01
0O & Volume_06 Available  Open 1024 QRAID 01
0O 1 Volume_07  Available  Open 1024 QRAID 09
o s Volume_08 Available Open 1024 QRAID 01
¥ 32 Volume_09 Available Open 1024 QRAID 01
seiectl | [Reset| [f 5| am =] F| meclar =]
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3 Click the [OK] button.
x|

\?/ Are you sure?

— The selected volumes are deleted.

End of procedure

533 Format Volume

The [Format Volume] function is used to format (clear data in) the selected volume.

Caution @ o If selecting and formatting a volume that is in use, the data stored in the
volume will be deleted.

* For a newly created volume, formatting with this function is not required.
Newly created volumes are formatted automatically.

* The following volumes cannot be formatted.
- Volumes with a status other than "Readying" or "Available"
- Volumes in the RAID group during Logical Device Expansion
- Volumes for which Advanced Copy is being performed
- Volumes during RAID migration

Progress of formatting can be checked from the [Volume Status] menu on
‘ Note the [Status] tab.

The procedure to format a volume is as follows:

Procedure

1 Click the [Format Volume] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [Format Volume] screen appears.
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2 Select the volume to be formatted from the tree in the left of the screen, or
"Volume List" field (multiple selections can be made), and click the [Format]
button.

Format Volume
This function formats the selected Volume(s)
EETERNUS_01

Volume List
B-&#Volumes
&2 0:Volume_00 No. MName Status Type Capacity (MB) RAIDGroup Formatting Progress Migration Progress
~{@1Volume_01 F O Volume_00 Available Open 1024 (O:RAID 01 £ =
@ 2volume_02 1 Volume 01 Available Open 1024 QRAID 01
£ 3Volume_03
- aVolume_04 0O 2 Volume_02 Available  Open 1024 O:RAID 01
ﬂﬁ.vmum;u& I~ 32 Volume_03 Available Open 1024 QRAID 01
-2 6:Volume_06 r 4 Volume_04  Available  Open 1024 QRAID 01
~&37:Volume_07 T 5 Volume_05 Avallable Open 1024 Q:RAID 01
gg\fz::z?gg [ & Volume_05 Available Open 1024 QO:RAID 01
--Q‘\D'Vmum; 10 o [ Volume_07 Available Open 1024 QRAID 01
& 11:Volume_11 o s Volume_08 Available Open 1024 QRAID 01
ﬂﬂz-vmuma_ﬂ ™ 2 Volume_09 Available Open 1024 QRAID 01
~§213:Volume_13
& 14Valume_14 5 5
s = elect All Reset |E < 2)2 # =|| Filter: | All bl
g RN R
-{@ 16:-Volume_16
& 17Volume_17
& 18.Volume_18
- 19:Volume_19

\ IS, omatJ

— A confirmation screen appears.
3 Click the [OK] button.
x|

\?) Are you sure?

— The selected volumes are formatted.

End of procedure
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5.3.4 Encrypt Volume

The [Encrypt Volume] function encrypts the data in the disks to prevent the data leakage caused
by theft or loss when removing disks.

Caution @ * When encrypting volumes, enable the encryption mode using the "6.4.3
Setup Encryption Mode" (page 187) function. However, when the "Setup

Encryption Mode" is not displayed in the menu, the encryption function
is not available. However, when the encryption function is not available,
the "Setup Encryption Mode" is not displayed in the menu.

* This function prevents data leakage from removal of disks. Therefore,
when accessing from the server, data in the disks is not encrypted. Note
that this function cannot prevent data leakage by server access.

* Once a volume has been encrypted, it cannot be changed back to a
non-encrypted volume.

* Canceling volume encryption is not possible.
 This function cannot be used under the following conditions:

- Encryption mode is not set (refer to "6.4.3 Setup Encryption Mode"
(page 187))

- A warning status component exists in the controller enclosure
- There is no volume to be encrypted

* Volumes in the following conditions cannot be selected as an encryption
target volume (not displayed in the Volume List).

- Volumes which are not in normal status (Rebuilding/Copybacking,
etc.)

- Volumes which are being formatted
- Volumes in RAID migration operation

- Volumes in a RAID group in which Logical Device Expansion is being
executed

- Volumes which are already encrypted
- Volumes which are being encrypted

* When encrypting Advanced Copy target volumes, both the copy source
and copy destination volumes must be encrypted.

* The following performance may be degraded for encrypted volumes
compared with non-encrypted volumes.

- Access to the encrypted volumes
- Copy transfer of encrypted volumes

The progress of an encryption operation can be checked from [Volume
‘ Note Status] menu on the [Status] tab screen.
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The procedure to encrypt a volume is as follows:

Procedure

1 Click the [Encrypt Volume] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [Encrypt Volume] screen appears.

2 Select the volume to be encrypted from the tree in the left of the screen or
"Volume List" field (multiple selections can be made), and click the [Encrypt]
button.

Encrypt Volume
This function converts between unencrypted and encrypted volumes
EFETERNUS_01
E-E2Volumes
4 0:Volume_00 No. Name Status Type Capacity (MB) RAIDGroup Formatting Progress  Migration Progress.
€ 1Volume_01 F 20 Volume_20 Available Open 1024 Q:RAID 01 - -
~4@ 2:Volume_02
-&3Volume_03
£ 4 Volume_04

Volume List

selectal | [Reset| <] <| 120m =] F| Fiter[an -

-5 Volume_05
- B:Volume_06
& 7Volume_07
£ 8:Volume_08
€3 9Volume_09
42 10:Volume_10
& 11Volume_11
-{@12:Volume_12
©@13Volume_13
& 14:Volume_14
- 15:Volume_15
& 16:Volume_16
& 17Volume_17
~4@ 18:volume_18
~&19:Volume_19
£ 20:Volume_20

.\

— A confirmation screen appears.
3 Click the [OK] button.
X
\?/' fAre you sure?

e
C= ) o |

— The selected volume is encrypted.

End of procedure
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535 LUN Concatenation

LUN concatenation adds new space for volumes and expands the volume capacity that can be
used from the server.

This function enables the use of free area in the RAID group, and solves capacity shortages.
This function obtains the area to be used for capacity expansion from unused areas in an exist-
ing RAID group. LUN concatenation creates a new volume with the obtained area, and concate-
nates these volumes to be used as a large capacity volume.

Concatenation of multiple free areas from different RAID groups is possible. Also, concatenation
is possible even if the RAID levels of the groups are different.

Up to 16 volumes can be concatenated. The maximum volume capacity after concatenation is
32TB.

® Conditions of the volumes to be concatenated

* The volume type must be "Open" (Open volume)

* The volume status must be "Available"

* The volume capacity must be 1,024MB to 8,388,607MB

* Cannot be concatenated during RAID Migration

* Cannot be concatenated when there is an Advanced Copy session

* The RAID group to which the volume belongs is not in the Logical Device Expansion process

® Conditions of RAID groups to obtain unused area

e The RAID Group status must be "Available"
* A RAID group with less than 128 volumes registered
* A RAID group must not be blocked

Caution @ » Concatenation of volumes is not possible in RAID groups configured
with disks of different types (SAS/SSD).

* When expanding the existing volume capacity using the [LUN
Concatenation] function, the server is required to recognize the
expanded volume capacity after the concatenation.

A new concatenated volume is automatically formatted. The progress of
‘ Note formatting may be checked in the [Volume Status] screen on the [Status]
tab.
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The procedure for LUN Concatenation is as follows:

Procedure

1 Click the [LUN Concatenation] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [LUN Concatenation] screen appears.

2 Select the volume to be concatenated from the tree in the left of the screen, or
Volume List.

Volume capacity is increased dynamically by assigning a new storage to an existing volume
E)ETERNUS_ 01

Volume List
B-&#Volumes

-{@ 0:Volume_00 No. Name Status Type Capacity (MB) RAID Group Formatting Progress Migration Progress
& 1:Volume_01 10 Volume_10  Available Open 1024 Q.RAD 01 £ =
& 2Volume_02 11  Volume_11 Available Open 1024 QRAID 01
-4 3:volumea_03 12 Volume_12 Available Open 1024 QORAID 01
& 4volume_04 13 Volume_13 Available Open 1024 QRAID 01
& 5volume_05 14  Volume_ 14 Available Open 1024 ORAID 01
-&6Volume 06 15 Volume_15 Available Open 1024 QRAID 01
&7 Volume_07 16 Volume_16 Available Open 1024 QRAID 01
&€ 8:volume_08 17 Volume_17 Available Open 1024 QRAID 01
--@Q'\mlume_ng 18  Volume_18 Available Open 1024 QRAID 01

= 19 Volume_19 Available Open 1024 QRAID 01

~&10:Volume_10
& 11:Valume_11

&12Voluma_12 & = 1e= E] E] rirerfAn -
~&13:Volume_13
42 14Volume_14
& 15Valume_15
-{@16:-Volume_16
€ 17Volume_17
- 18:Volume_18
-2 19:Volume_19

— Detailed information of the target volume is displayed.

3 Click the [Next >] button.

LUN Concatenation
/olume capacity is increased dynamically by assigning a new storage to an existing volurme
&ETERNUS 01

Volume 19
B-&@#Volumes
49 0:Molume_00 No. 19
€ 1Volume_01 Name Volume_19
“gz""“'”'“e—“ status Avallable
-4 3Volume_03
= LS Open
& 4volume_04 ee P
~§5Volume_05 Capacity {MB) 1024
£ 6:Volume_06 Encryption OFF
& 7Volume_07 Encryption Progress -
€ 8:volume_08 RAID Group LRAID 02
&9 Volume_09

Formatting Progress -
42 10:Volume_10

& 11Volume_11
-{@12:Volume_12
£ 13:Volume_13
& 14:Volume_14
- 15:Volume_15
& 16:Volume_16
& 17Volume_17
~4@ 18:volume_18
-{3 19:Volume_19

Migration Progress

LUN Mapping List
HostfPort  LUN

s oo
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4 Set the following items, and click the [Concatenation] button.
¢ RAID Group
Select the existing RAID group where the concatenation volume is obtained.
* Capacity (MB)
Specify the capacity of concatenation volume, and click the [Add] button.
Concatenation volume is added in the "Volume Information" field.

LUN Concatenation

Volume capacity is increased dynamically by assigning a new storage to an existing volume.

Volume 19:Volume_19 Information
Total Capacity (MB) : 3072

|»

No. Status Capacity (MB) RAID Group
[~ Volume_19(1/2) Available 1024 1:RAID_02
- Volume_19(2/2) Available 2048 0:RAID_01
Delate

Specify source of additional capacity.

RAID Group ORAID_01 =

Capacity (MB) |2048 (1024 - 266752) Add
RAID Group 0 Information
RAID Group Ho. 0
Name RAID_01
RAID Level RAID1
Total Capacity (MB) 279040
Total Free Space (MB) 268800 e

Largest Free Space (MB) 263800

Volume List

Mo, Name Type Capacity (MB) Source Volume Capacity (MB)
0 Volume_00 Open 1024 -

1 Volume_01 Open 1024

— A confirmation screen appears.
5 Click the [OK] button.
X
\‘\!‘) fAre you sure?

Cancel

— LUN concatenation is started.

End of procedure

5.3.6 RAID Migration

This function migrates a volume in a RAID group to a free area in another RAID group.

Setting (expanding) the volume capacity is also available.

This function enables load balancing of host access. Creation and format of new volumes and
host interface establishment are automatically performed. Because data in the volume will be
moved to a new volume, users are allowed to access the data anytime without being affected by
the migration. After the RAID migration is completed, the migration source volume is deleted.
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® Conditions of the migration source volume

* The volume type must be "Open" (Open volume)

* The volume status must be "Available"

e Cannot be migrated while formatting

* Cannot be migrated during RAID Migration

e Cannot be migrated during Advanced Copy

* A concatenated volume cannot be migrated

* The RAID group to which the volume belongs is not in the Logical Device Expansion process.

* The total capacity of the Open Volume to be migrated and the capacity of the volumes being
migrated must not exceed 8TB

® Conditions of the migration destination RAID group

* If Open Volumes are created in the RAID group, the number of volumes in the RAID group
must be less than 128

* The total number of defined Open Volumes and Snap Data Volumes must be 128 or less
* No volumes in Advanced Copy status exist in the RAID Group

* The status of the RAID group must be "Available" or "Present”

* A RAID group must not be blocked

* The free area (sequential space) for the RAID group must be equal to or larger than the
migration source volume capacity

* The migration destination is not in the same RAID group as the migration source (migration in
the same RAID group is not available)

* The RAID group to which the volume belongs is not in the Logical Device Expansion process.
® Conditions of the RAID migration session

* Up to 32 RAID migration sessions can be migrated at the same time

* Up to 8TB capacity of RAID migration can be executed at the same time
® The maximum number of volumes that can be registered

RAID Migration creates a new volume. Refer to table "The maximum number of volumes that
can be registered" (page 93) in "5.3.1 Create Volume" (page 93) for the maximum number of
volumes that can be created for ETERNUS DX60/DX80.

The procedure for RAID migration is as follows:

Procedure

1 Click the [RAID Migration] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [RAID Migration] screen appears.
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ETERNUS

2 Select the migration source volume, and click the [Next >] button.

RAID Migration
Selected Volume is concurrently migrated to a different RAID Group.
P Scicivoume ————— T —
Select RAID Group
anut:’n\ume Capacity Ho. MName Status Error Code  Type Capacity (MB) RAID Group Migration Progress
inis
@ 0 Volume_00 Available 0x00 Qpen 1024 ORAID_M
(ol Volume_01 Available 0x00 Qpen 1024 O:RAID_01
o 2 Volume_02 Available 0x00 Qpen 1024 ORAID_M
o 3 Volume_03 Available 0x00 Open 1024 ORAID_01
o 4 Volume_04 Available 0x00 Open 1024 0:RAID_01
O 5 Volume_05 Available 0x00 Open 1024 0:RAID_01
O 6 Volume_06 Available 0x00 QOpen 1024 0:RAID_01
o7 Volume_07 Ayailable 0x00 Open 1024 0:RAID_01
o 8 Volume_08 Available 0x00 QOpen 1024 0:RAID_01
o9 Volume_08 Available 0x00 QOpen 1024 0:RAID_01

EE v HE

\ [ a § Stop Migration Session.

— The "Select Destination RAID Group for the migrated Volume" setting field is displayed.

3 Select the migration destination RAID group, and click the [Next >] button.

Selected Volume is concurrently migrated to a different RAID Group.

v BEEE TG Select Destination RAID Group for the migrated Volume
4 Select RAID Group

Input Volume Capacity No. Name Status

Finish @ 0 RAID_01  Available  RAID1

& 1

B E o B H

RAID_02 Available RAID5

134656

RAID Level Total Capacity (MB) ~ Total Free Space (MB)  Volume Count
279040

268800
124416

10
10

- AT,

— The "Input Volume Capacity" setting field is displayed.
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ETERNUS

4 Input the new volume capacity (in MB), and click the [Next >] button.

Specifying (Expanding) the target volume capacity is available at the RAID migration.
Added capacity is created as a new volume in the migration destination RAID group.
o wigeegion |

RAID Migration

Selected Volume is concurrently

migrated to a different RAID Group

v
YA Select RAID Group
K 4 nput Volume Capacity

Finish

- A

Input Volume Capacity

New Volume Capacity (MB) 2048 (1024 - 1244186)

5 Click the [Migration] button.

RAID Migration

L'4l Select Volume

v
(¥4 Input Volume Capacity

K 4 Finish

Selected Volume is concurrently migrated to 3 different RAID Group.

Message

2] IF(Migrate] button is clicked, RAID Wigration will start

— A confirmation screen appears.
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6 Click the [OK] button.
x
\?/I Are you sure?

Cancel |

— The RAID migration process is started.

If the RAID migration process cannot be continued during the
‘ Note operation, the process is canceled and the RAID migration
destination volume is deleted.

End of procedure

5.3.7 Initialize Snap Data Volume

The [Initialize Snap Data Volume] function initializes the management information for the Snap
Data Volume (SDV) that is created as the copy destination for SnapOPC+.

When using the SnapOPC+, create the Snap Data Volume as the copy destination from the
screen to create a volume. The Snap Data Volume includes the data area and copy manage-
ment information area.

This function is used to initialize the management information for the Snap Data Volume when
changing the copy source or canceling the copy. Note that data area will not be initialized (for-

matted).
Caution @ In the following conditions, the management information for the Snap Data
Volume (SDV) cannot be initialized.

* When there is no volume to be initialized

* When the target volume is not Snap Data Volume

* When the target volume status is not "Available"

* When the copy session is specified for the target volume

* When this function is already in operation in the ETERNUS DX60/DX80

The procedure to initialize a Snap Data Volume is as follows:

Procedure

1 Click the [Initialize Snap Data Volume] under the [Volume Management] menu
on the [Volume Settings] tab.
— The [Initialize Snap Data Volume] screen appears.
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ETERNUS

Select the Snap Data Volume to be initialized from the tree in the left of the
screen, or "Volume List" field.

Initialize Snap Data Volume
Snap Data Volume is initialized.
EETERNUS_01
B Volumes
£220Volume_20

Volume List

No. Name Status  Type Capacity (MB) RAIDGroup Formatting Progress ~Migration Progress
20 Volume_20 Available SDV 1024 gRAID 01 - -

IR T | TR |

— The detailed information of the selected volume is displayed.

Click the [Initialize] button.

Snap Data Volume is initialized.
EETERNUS_D1

B Volumes okams20
€ 20:Volume_20 No. 20

Name Volume_20
Status Available
Type SDV
Capacity (MB) 1024
Logical Capacity (MB) 2048
Physical Capacity (MB) 1024
Capacity Used by Hosts (MB) 0
Capacity Used for Copy (MB) 0

SDP Capacity Used by Hosts (MB) 0
SDP Capacity Used for Copy (MB) 0

Encryption QFF
Encryption Progress -

RAID Group 1RAID 02
Formatting Progress

Migration Progress

— A confirmation screen appears.

4 Click the [OK] button.
x|

‘:.:) Are you sure?
Ok

Cancel |

— The selected Snap Data Volumes are initialized.

End of procedure

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

108

Copyright 2009 FUJITSU LIMITED



Chapter 5 Configuration
> 5.3 Volume Management

5.3.8

Release Reservation

Some server may reserves volumes.

A volume in Reserve (Persistent Reserve) status set by the server can be released, and all Res-
ervation Keys can be deleted with GUI.

Normally, the server executes Reserve (occupation) and Release (release occupation) of a vol-
ume. This function is used only when the server cannot release the volume reservation because
of a server failure, etc.

Caution @ Be sure to pay attention when using this function as it may cause data
corruption.

The procedure to release reservation is as follows:

Procedure

1 Click the [Release Reservation] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [Release Reservation] screen appears.
The following items are displayed:
* No.
The volume number is displayed.
* Name
The volume name is displayed.
* CM Port
The CM port to which the volume is LUN mapped is displayed.
* Affinity Group
When the host affinity function is used, the affinity group to which the volume is LUN
mapped is displayed.
* LUN
The reserved LUN is displayed. When the volume is not reserved, "-" is displayed.
¢ Registrant Count
The number of Reservation Keys registered in the volume is displayed.
* Reservation Type
When the volume is in persistent reservation status, one of the following persistent
reservation types is displayed.
- WE (Write Exclusive)
- EA (Exclusive Access)
- WE-RO (Write Exclusive-Registrants Only)
- EA-RO (Exclusive Access-Registrants Only)
- WE-AR (Write Exclusive-All Registrants)
- EA-AR (Exclusive Access-All Registrants)
When the volume is in reservation status other than persistent reservation status, "-" is
displayed.
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* Reservation Status
The volume reservation status is displayed.
"Yes": In persistent reservation status
"No": In reservation status, but not in persistent reservation status
"-": Only the reservation key is registered (not reserved)
* APTPL
Whether or not persistent reservation information is kept after the ETERNUS DX60/
DX80 has been shutdown/rebooted is displayed.
"Yes": The persistent reservation information is kept.
"No": The persistent reservation information is not kept.
When the volume is in reservation status other than persistent reservation status, "No"
is displayed.

2 Select the volumes to release the reservation (multiple selections can be made),
and click the [Release] button.

‘ N Clicking the [Reset] button clears selections for all volumes.
ote

Release Reservation
The SCSI Reservation is forcibly released from the selected Volume(s:

Volume List

No. Name CMPort AffinityGroup LUN RegistrantCount Reservation Type Reservation Status APTPL
¥ 9 S8R - afinity_1 9 i - No Mo
¥ 29 S5.RT - Dafiniy_1 2 i - No Mo

Select Al ﬂl i oo =] E|

e -,
— A confirmation screen appears.

3 Click the [OK] button.
x|

\?/I Are you sure?
.
C o ) conee

— The reservation status for the selected volume is released.

End of procedure
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539 Set Volume Name

The [Set Volume Name] function changes the existing volume name.
The procedure to set volume name is as follows:

Procedure

1 Click the [Set Volume Name] under the [Volume Management] menu on the
[Volume Settings] tab.
— The [Set Volume Name] screen appears.

2 Select the volume to change the volume name from the tree in the left of the
screen, or "Volume List" field.

WModify the Volume Name of a selected Valume
ETERNUS_01

. Volume List
=4 Volumes

£ 0:Volume_00 No. Name Status Type Capacity (MB) RAIDGroup Formatting Progress Migration Progress
€9 1Volume_01 o Volume_00 Available Open 1024 QORAID 01 - -
~$@ 2:Volume_02 1 Volume_01  Available Open 1024 QRAID 01

&3 volume_03 2 Volume_02  Available  Open 1024 QRAID 01

& 4volume_04 3 Volume_03  Available Open 1024 QRAID 01

- 5Volume_05 4 Volume_04  Available Open 1024 Q:RAID 01

& 6Nolume_06 5 Volume_05 Available Open 1024 Q.RAID 01

&7 Volume_07 8 Volume_06  Available  Open 1024 Q.RAID 01

--@E'VEIUIT\E_DE 4 Volume_07 Available Open 1024 QORAID 01

69.‘\fulum9709 8 Volume_08 Available Open 1024 QORAID 01

X 9 Volume_09 Available Open 1024 Q:RAID 01

42 10:Volume_10
& o1 TR N C—
€2 13:Volume_13
~4@ 14Volume_14
-8 15:Volume_15
&2 16:Volume_16
- 17Volume_17
- 18Volume_18
€3 19:Volume_19
£ 20:Volume_20

——-—-—-—-—-—-—-—-—-—-—-—-——-—-———-—-—-—-——.—.,.”,y

— The "Set Volume Name" field is displayed.
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3 Specify the following items, and click the [Set] button.

e Current Volume Name
The current volume name is displayed.
* New Volume Name

Enter the new volume name between 1 and 16 alphanumeric characters and symbols
(including blanks).

Set Volume Name
Modify the Volume Name of 2 selected Volume.

&ETERNUS_01
=-&Volumes

€3 0:Volume_00
&) 1Volume_01
4 2Volume_02

Set Volume Name

Volume Ho.

Current Volume Name  Volume_00

;n\umeinnn (1-18 characters(alphanumeric character blank sign}))

New Volume Name

0

£ 3Volume_03
-{@ 4 Volume_04
9 5Volume_05
&2 6:volume_06
~42 7:Volume_07
&8 Nolume_08

€2 9Volume_09

~42 10:Volume_10
~&@ 11:Volume_11
£ 12:Volume_12
-£@13:Volume_13
- 14Volume_14
& 15Volume_15
&2 16:Volume_16
-3 17Volume_17
42 18.Volume_18
£219-Volume_19
-{@20:Volume_20

|

— A confirmation screen appears.
4 Click the [OK] button.
X
;{) Are you sure?
Cancel |

— The selected volume name is changed.

End of procedure

5.3.10 Configure LUN Mapping

The [Configure LUN Mapping] function sets the relationship between a Logical Unit Number
(LUN) and volume number. LUN mapping enables the server access to the volumes in the
ETERNUS DX60/DX80.

® Maximum number of LUNs that can be accessed

Note that the number of LUNs that can be accessed varies depending on the host specific
mode of host response that is set for the server.

The following table shows the maximum number of LUN mappings for each port.

ETERNUS DX60 ETERNUS DX80

Normal (other than HP-UX mode) 256 256

HP-UX mode 512 1,024

Host specific mode of host response
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Caution @ * When changing or deleting LUN mapping during operation, stop access
from the server allocated to the target port.

* To add new LUN mapping, it is not necessary to stop the host access.
* Mapping to a "Work Volume" during RAID Migration is not allowed.
* When no volume is defined, this function cannot be used.
 Host affinity functions cannot be used in the following conditions:
- When no affinity group is registered
- When there is no port for which host affinity is enabled

- When no server is registered to a port for which host affinity is
enabled
 Host affinity group that is allocated to the server cannot be deleted.
Up to 1,024 LUNs can be mapped by connecting two affinity groups.
Servers can access 1,024 LUNs only when the host specific mode of
the Host Response is "HP-UX mode". Note this when allocating the
server and the Affinity Group.

When using the Host Affinity function

This section describes the following settings:
* LUN Mapping
* Affinity Group
* Port connected to the server
* Specific information (HBA) for the server to access the affinity group

This function creates an "affinity group”, a combination of volumes and LUN (multiple groups
may be created), and allocates them to each server.
The procedure to set LUN mapping when using the Host Affinity function is as follows:

Procedure

1 Click the [Configure LUN Mapping] under the [Volume Management] menu on
the [Volume Settings] tab.
— The [Configure LUN Mapping] screen appears.

2 Click the "Affinity Group" icon on the left of the screen.
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3 Click the [Create] button.

Configure LUN Mapping
LUN Map defines mapping between Volumes and LUNs as seen from the host It is possible to browse and set the configuration as well as detailed atiributes
@FLUN Mapping

! List of Affinity Group(s)
B @ Affinity Group

-@onost_1 No. Name Number of LUN{s)
E-&#Pors 0 host_1 3

29 CM#0 Port#0
-@f cmo Portt
-@f Cu#1 Pori#n
£ CM#1 Por#t

.00 —=—r™
— The "Affinity Group Setting" and "Define LUN Mapping" fields are displayed.

4 Set the affinity group name, and volume number corresponding to the LUN, and
click the [Set] button.

Configure LUN Mapping

LUN Map defines mapping between Volumes and LUNs as seen from the host It is possible to browse and set the configuration as well as detailed atiributes

@JLUN Mapping Affinity Group Sett -
ot p Setting
B4 Afinity Group

- onost_1 No. 1

@ New Group Name host_2 (1- 16 characters(alphanumeric character blank sign))

E-&@Pors
-§f im0 Portro
~@f C#0 Portit
29 CM#1 Port#0
& cus Port#t Define LUN Mapping

Number of LUN(s) 3

LUN Volume No. Volume Hame Capacity (MB)
[ 5 voumes 1024 ﬂ
[ & voumeos 1024
[ 7 voumeor 1024

0
1
2
3
4
5 [
6
7
8
l

10 |

Specify Range Clear |
I ———————- e e
— A confirmation screen appears.

5 Click the [OK] button.
x|

‘\?2 Are you sure?

Cancel

L

— The new affinity group is created. Go on to the next setting to allocate affinity group to
the server.
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6 Click the [Configure LUN Mapping] under the [Volume Management] menu on
the [Volume Settings] tab.
— The [Configure LUN Mapping] screen appears.

7 Click the "Ports" icon on the left of the screen.

8 Select the port to be connected to the server from the tree in the left of the
screen or Port List.

Caution @ Select a port in which "Host Affinity" is "Enable".

Configure LUN Mapping
LUN Map defines mapping between Volumes and LUNS a5 seen from the host. It is possible to browse and setthe configuration as well as detailed atiributes

@FLUN Mapping Port List
#9 Affinity Group
B eﬁpnna Port Host Affinity Humber of LUN(s) Number of Host(s)
- & Cli#0 Port#0 CH#0 Ports0 Enable - 1
& 0 Porttt CH#0 Partit Enable -
#Cl Portso Chi#1 Portsd Disable 2
-@f cum Portt Cl#1 Portf Disable -

— Detailed information of the selected port is displayed.

9 Click the [Edit] button.

Configure LUN Mapping
LUN Map defines mapping between Volumes and LUNs as seen from the host It is possible to browse and setthe configuration as well as detailed attributes
@FLUN Mapping

Port Setti
-84 Affinity Group "
E-#@Pors Port CH#0 Port#
4 CN20 Port#0 Host Affinity Enable
~£9 Cl0 Portit Number of Host(s)
£ Cu#1 Pore0
& cus Port#t
Affinity Group Setting

Notyet Set

T,
— The "Host Affinity Setting" field is displayed.
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ETERNUS

10 Allocate the affinity group to the server, and click the [Set] button.

Configure LUN Mapping

LUN Map defines mapping between Volumes and LUNs as seen from the host It is possible to browse and set the configuration as well as detailed atiributes

??CM#U Port#t Number of Host(s) 2
-§f Ch Portn
~@f Cit1 Portst
Host Affinity Setting
Host
0:servert

1iserver2

@FLUN Mapping Port Setti

aa ng

4 Affinity Group

E-g#Ports Port CH#0 Port#1
& C#0 Porti0 Host Affinity Enable

Affinity Group
0:host_1 .
Thost 2 =

Clear

- T e

— A confirmation screen appears.

11 Click the [OK] button.
x

\?/ Are you sure?

Cancel

L

— The host affinity setting is executed. LUN mapping configuration when using an affinity

group completes.

‘Note

When changing or deleting the an affinity group, select the target
affinity group from the tree in the left of screen or target affinity group

listed in the "Affinity Group List" field, and click the [Edit] or [Delete]

button.

&

£ @ finity Group
#doanniy_1
&9 anniyz

&Frois

EF Cwel Porten
&9 o ot
#cuel Pordn
B Come Port

re LUN Mapping

[LTEN ol Ho. ol Hame
o 1 Valumedi

1 1 Valumand
7 k] valuman3

—— ||

St Sice {WE}

il b nikd

Aol 0

wailabie 104 =

End of procedure
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When the Host Affinity function is not used

This section describes the following settings:
* LUN Mapping
* Port connected to the server
This function specifies the Host LUN allocation to the volume for each port.

The procedure to configure LUN Mapping when the Host Affinity function is not used is as fol-
lows:

Procedure

1 Click the [Configure LUN Mapping] under the [Volume Management] menu on
the [Volume Settings] tab.
— The [Configure LUN Mapping] screen appears.

2 Click the "Ports" icon on the left of the screen.

3 Select the target port from the tree in the left of the screen, or Port List.

Caution @ Select a port in which "Host Affinity" is "Disable".

Configure LUN Mapping
LUN Map defines mapping between Volumes and LUNs as seen from the host. It is possible to browse and set the configuration as well as detailed atiributes

i:iL}irJ Wapping Port List
- @ Ainity Group
E-##Pors Port Host Affinity Humber of LUN(s} Number of Host{s}
éﬂCM#U Port#0 CM#0 Port#0 Enable - 1
& CR0 Port#t CI#0 Port#1 Enable - -
-f"CM#‘\ Port#0 CM#&1 Porty0 Disable 2
6CM#1 Port#1 CM&1 Port#1 Disable -

— Detailed information of the selected port is displayed.
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4 Click the [Edit] button.

Configure LUN Mapping
LUN Map defines mapping between Volumes and LUNs as seen from the host It is possible to browse and set the configuration as well as detailed attributes

@FLUN Mapping Port Setti

aa ng

4 Affinity Group

E-g#Ports Port Chi#1 Porti1
& C#0 Porti0 Host Affinity Disable

gCM#U Port# Number of LUN{s) 0

-§ Chi Portn

-@f Cu#1 Portirt

Define LUN Mapping
(i) Not yet Set

— The "Define LUN Mapping" field is displayed.

5 Change the LUN Mapping information for the target port, and click the [Set]
button.

LUN Map defines mapping between Volumes and LUNs as seen from the host It is possible to browse and set the configuration as well as detailed atiributes

@#LUN Mapping = =
l:‘,ﬂﬁﬂ'mity Group Borfse
Bé#Pors Port Cli#1 Port#1

& Chs0 Porti0 Host Affinity Disable

@ Cro Portet Number of LUN(s) 2

-@f Cm Porteo
~@f C# Poriit

Define LUN Mapping

LUN Volume No. Volume Name Capacity (MB}

&  Volume_08 1024 ﬂ
9 Volume_09 1024

0
1
2
3
4
5 [
6
7
8
9

10 LI

Specify Range | Clear |

L et ) Cance |
— A confirmation screen appears.

6 Click the [OK] button.
zl
\?) Are you sure?
Cancel |

— LUN mapping is set.

End of procedure
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5.4

Advanced Copy Management
H———

Advanced Copy Management provides the following functions.
e Setup Snap Data Pool
* Manage Copy Session
* Register Copy License
* Modify Copy Parameters
Modify EC/OPC Priority
* Modify Copy Table Size

Advanced Copy function

Advanced Copy is a function used to quickly copy data (volume) to another volume in the same
device, at any given point in time. By using the copy destination volume, it is possible to backup
data without suspending operations.

The copy function of ETERNUS DX60/DX80 can be used by the following methods:
e Copy in units of volumes using GUI or CLI command

* Obtaining snapshots of volumes by using the Windows Volume Shadow Copy Service
function

» Obtaining backup and replication that is associated with operation by using the ETERNUS SF
AdvancedCopy Manager

The copy function of ETERNUS DX60/DX80 creates a snapshot of the selected volume. Copy
usage (such as backup and replication) and the procedure for copy vary depending on the OS
and software to be used. Refer to the manuals for each OS and software for details.

Type of Advanced Copy

Equivalent Copy (EC) function and One Point Copy (OPC) function {'1) are available as the
Advanced Copy function.
* EC
EC is used when copying large volumes, or when processing time can be estimated easily.
*« OPC
OPC is used when it is difficult to estimate the backup time.
*1:  In this manual, "OPC function" indicates OPC, QuickOPC, and SnapOPC+.
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Each function is described below.

® EC (Mirror Breaking method)

EC makes a mirror copy of the copy source to the copy destination beforehand and then
keeping it up to date while it is needed, at which time the mirror relationship is "broken" to
reveal the desired copy.

The updated data in the copy source will be reflected to the copy destination volume after
completing the operation. After mirror is established, all writes are also duplicated.

Copy Source Copy Destination

Copy volumes as seen by the Logical copy
server

Mirror may be broken as and
when required.

*2: After mirror is established, all writes are also duplicated.

Actual state of volumes in the
disk storage system

® OPC (Background Copy method)

The OPC function logically copies all data from the copy source to the copy destination in the
same device, when the host requests the operation. The ETERNUS DX60/DX80 immediately
returns an OPC completion response to the copy request. This function then allows prompt
access to both the original and copied data while the actual physical copying proceeds in the
background. Unlike EC, the updated data in the copy source will not be reflected to the copy
destination volume after completing the operation.

Copy Source Copy Destination

Copy volumes as seen by the Logical copy
server

Actual state of volumes in the

disk storage system

Background copy

The following functions relating to the OPC are also available.
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QuickOPC

Just as for OPC, QuickOPC copies all the data in the copy source volume at the initial-
physical copy. After the initial-physical copy has completed, only updated data needs to be
copied hereafter. Because it reduces the copy volume and realizes high-speed backup,
QuickOPC is recommended for backing up a large-scale database.

Copy Source Copy Destination

Copy volumes as seen by the Logical copy
server

Actual state of volumes in the

disk storage system

Background copy

Only updated
data is copied

SnapOPC+

SnapOPC+ manages data by allocating OPC data and sessions that form generations, and
copies updated data only to the latest generation.

SnapOPC+ manages generations of differences between updated data as modification
history. It enables copying to be performed with less physical capacity. Maximum number of
generations varies depending on the ETERNUS models and software.

SnapOPC+ is recommended for backing up less updated volumes such as the file server.

Copy Source Copy Destination

Copy volumes Logical Copy
as seen by the server

Actual state of
volumes in the
disk storage system

Original data is copied
before being overwritten.

Up to 8 generations can
be copied.

*3: Original data is referenced when an uncopied area is read.

SnapOPC+ uses the unique volume (Snap Data Volume: SDV) as a copy destination.

Also, a setting pool area for SDV (Snap Data Pool Volume), to continue the copy session
even when the amount of update data exceeds the SDV capacity, is available.

SDV (Snap Data Volume)

SDV is an area used as a copy destination for SnapOPC+.

Only one copy destination can be specified per SDV.

Refer to "5.3.1 Create Volume" (page 93) for detailed procedure to create SDV.
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* SDP (Snap Data Pool)
SDP is a standby storage area to continue sessions even when the amount of update data
exceeds the SDV capacity. It enables the storage area to be supplied from SDP to SDV as
required. This continues the copy session even when the amount of update data exceeds the
SDV capacity.
Note that SDP is configured by a unique volume Snap Data Pool Volume (SDPV).
Creating SDPV enables SDP.

* SDPV (Snap Data Pool Volume)
SDPV is a unique volume for SDP.
Created SDPV is automatically added to the SDP.

* SDPE (Snap Data Pool Element)
SDPE is a unit of SDP that is managed in the ETERNUS DX60/DX80.
Once the copy destination SDV capacity runs out, SDPEs are supplied from SDP to SDV and
the storage area is automatically expanded. Supplied storage (SDPE) returns to SDP after
the copy session complete.
Note that SDPE capacity is fixed to 1GB.

épy source Copy destination

Ej # Seen by server tO \¥/
have the same .
Logical copy capacity as the
original volume,
T S
In actuality, only the *--;-_-_- ____
changes to original Peeeee 1.
data are copied and ~--x- --

kept.

Extra storage areas (SDPE)
are supplied as the available
SDV capacity for the copy
destination runs out.

@pOPC+ !

SDPE supplied to the SDV are returned to the SDP
after the copy session completes. (*4)

*4: After the ETERNUS SF AdvancedCopy Manager completes the session instead of a user,
another SnapOPC+ copy session may be created.
ETERNUS disk storage system returns the SDPE when accepting a SnapOPC+ session deletion request.
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B Preparations for the Advanced Copy function

This section describes how to prepare for using the Advanced Copy function and perform
SnapOPC+.

License registration

Register a license for using the Advanced Copy function.
If a license is not registered, up to eight copy sessions are available.

. When an Advanced Copy feature is purchased, refer to "5.4.3 Regis-
Caution (2 ) ) p . .
ter Copy License" (page 131) to register the license.

Copy destination volume creation

When performing the SnapOPC+, create SDV and SDP.
Create the copy destination volume to store the copied data (SDV) and the pool area to store
the copied data when all of the SDV capacity is used (SDPV).

SDV creation
Create SDVs, the copy destination for SnapOPC+, in the RAID group.
Refer to "5.3.1 Create Volume" (page 93).

SDP creation

SDP is created automatically with Snap Data Pool Volume (SDPV).
Create SDPVs in the RAID group.

Refer to "5.4.1 Setup Snap Data Pool" (page 124).

Caution @ * The RAID configurations of copy source and copy destination can
be different.

» Before setting SnapOPC+, prepare physical or SDPV area in the
copy destination volume according to the amount of copy source
capacity.

* The Advanced Copy function cannot be used when either the
copy source or copy destination volume is encrypted. Encrypt the
both volumes in advance.

Copy table size setting
Set the copy table size depending on the capacity of copy target volume.
Refer to "5.4.6 Modify Copy Table Size" (page 135).

Copy priority setting
Specify the copy priority in the ETERNUS DX60/DX80.
Refer to "5.4.5 Modify EC/OPC Priority" (page 134).

Copy parameter setting

Specify the threshold to report the shortage of SDP volume capacity during the copy opera-
tion.

Refer to "5.4.4 Modify Copy Parameters" (page 132).
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e Copy session management

After preparation for Advanced Copy is complete, create a copy session to start copying vol-
umes. During operation, also check the status of the copy sessions and delete unnecessary
copy sessions.

* SnapOPC+ copy execution
Create a copy session to start the SnapOPC+ copy.
Refer to "5.4.2 Manage Copy Session" (page 129).

* SnapOPC+ copy check
Check the status of created SnapOPC+ session using the [Advanced Copy Status] screen.
The [Advanced Copy Status] displays the status of all the copy sessions.
Refer to "4.4 Advanced Copy Status" (page 49).

* Copy session deletion
Delete unnecessary copy sessions.
SDPs used by the deleted copy sessions are released. Data in the copy destination volume
loses its meaning (becomes undefined).
Refer to "5.4.2 Manage Copy Session" (page 129).

541 Setup Snap Data Pool

This section describes how to setup Snap Data Pool (SDP), the pool area for SDV.

Create SDPV

This function creates the SDPV in the registered RAID group.
When the SDPV creation process is completed, the SDPV will be formatted automatically.
The following table shows the conditions for SDPV creation.

® Condition of SDPV
The SDPV capacity must be smaller than 2TB (2,048GB)

® Conditions of the RAID group to create SDPV

* The status of the RAID group must be "Available" or "Present”

* If volumes are created in the RAID group, the number of volumes in the RAID group must be
less than 128

* The free area for the RAID group must be equal or larger than 1GB
The RAID group must not be blocked
The RAID group must not be in the Logical Device Expansion process

® The maximum number of SDPVs that can be set

The maximum number of SDPVs for ETERNUS DX60/DX80 is shown below.

Device name per RAID group per device
ETERNUS DX60 Up to 128 Up to 512
ETERNUS DX80 Up to 128 Up to 1,024
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Caution @ « If the encryption mode is disabled, encrypted SDPV cannot be created.
* The following functions cannot be used for SDPV:
- Host Affinity settings
- LUN mapping

- Volume Encryption
- LUN Concatenation
- RAID Migration
 This function cannot be used in the following conditions:
- No RAID groups are registered in the ETERNUS DX60/DX80

- When no SDPV is created in the ETERNUS DX60/DX80, and the
RAID group is in the following conditions:

* Only one RAID group is registered in the ETERNUS DX60/DX80,
and Logical Device Expansion is in progress in the RAID group

* The status of all the RAID groups is not "Available", or "Present"

- When no SDPV is created in the ETERNUS DX60/DX80, and the
maximum number of volumes for each model is already registered.

* Unlike other volumes, SDPV cannot be created by "5.3.1 Create Vol-
‘ Note ume" (page 93) menu or deleted by "5.3.2 Delete Volume" (page 96)
menu.

* While SDPV can be created in any level RAID group, it is recommended
that the same RAID group configuration be used for all SDPVs created.

* The maximum capacity of SDP is 32TB for ETERNUS DX60, and 64TB
for ETERNUS DX80.

* Allocated space (SDPE) to SDV from the SDPV is released in the
following conditions:

- When deleting the SnapOPC+ session:
If one SnapOPC+ session is deleted, all the ShapOPC+ sessions
started earlier than that session are also deleted. The space used in
the SDV for the stopped generation is released.

- When the SnapOPC+ session turns to "Error" status:
If one SnapOPC+ session status turns to Error, the status for all the
SnapOPC+ sessions started earlier than that session also change to
Error. The space used in the SDV for the generation in Error status is
released.

The procedure to create SDPV is as follows:

Procedure

1 Click the [Setup Snap Data Pool] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.
— The [Setup Snap Data Pool] screen appears.
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ETERNUS

2 Click the [Create] button.

Setup Snap Data Pool

Snap Data Pool Volume (SDPV) which constitute Snap Data Pool (SDP) are created and deleted here.
€ETERNUS_01

Notice
~&@Volumes

& Once SDPV scheduled for deletion, it cannot be forcibly deleted. Please wait for the scheduled deletion to occur.
The maximum number of velumes to be deleted pertaskis 128,

SDP Information

Total Capacity (GB) Host Capacity (GB) Copy Capacity (GB)

Unencrypted 0 0 0
Encrypted 0 0 0
SDPV List

Ho. MName Status Deletion Scheduled Capacity (MB)

Selectal | [Reset| [f| 5| oo | A Frec[ar 3

Reserye Delete Force Delete

Select the target RAID group icon in the tree on the left of the screen or RAID
Group List where the SDPV is created.

Setup Snap Data Pool

Snap Data Pool Volume (SDPV) which constitute Snap Data Pool (SDP) are created and deleted here
(HETERNUS_01

Information

=42 RAID Groups >
I O0RAD_01 [i) Please select the RAID Group used to create SDPV.
& 1RAD_02

RAID Group List

No. Name  Status  RAIDLevel Total Capacity (MB) AssignedCM Rebuild/Copyback Progress —Expansion Progress
0 RAD_01 Available RAID1 279040 CHM#D - -
!

RAID_02 Available RAIDS 134856 CM#1

B OE oam E| B A ]

e oo |
— The detailed information of the selected RAID group is displayed.
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4 Specify the following items, and click the [Create] button.

* Volume Name
Enter the SDPV name to be created.
* Type
The volume type (SDPV) is displayed.
» Capacity (GB)
Specify the SDPV capacity.
* Encryption
Select "Yes" or "No" to enable or disable the encryption mode for the new volume.
* Number of Volumes
When creating multiple volumes with the same type and capacity, enter the number of
volumes to be created.
Note that all the volumes are created with the same name. Change the volume name
(refer to "5.3.9 Set Volume Name" (page 111)) if needed.

Setup Snap Data Pool

Snap Data Paol Volume (SOPV) which constitute Snap Data Paol (SDP) are created and deleted here.
€ETERNUS_01 Largest Free Space (MB) 123389 5
B2 RAID Groups Assigned CM cMEl

-~ 0RAID_01 Rebuild/Copyback Progress -

GRG0 Expansion Progress
Volume List
No. Name Status Type Capacity (MB)
410 Volume_10 Available Open 1024
11 Volume_11 Available Open 1024
12 Volume_12 Available Open 1024
13 Volume_13 Available Open 1024
14 Volume_14 Available Open 1024
15 Volume_15 Available Open 1024
16 Volume_16 Available Open 1024
17 Volume_17 Available Open 1024
18  Volume_18 Available Open 1024
19 Volume_19 Available Open 1024
20 Volume_20 Available SDV 1024

Parameters for SDPV Creation

Volume No. 21

Volume Name [SDPV_02 (1- 16 characters(alphanumeric character blank sign))
Type SDPV

Capacity (GB) [ 1a-120

Encryption ¢ Yes & No

Number of Volumes 1(1-117)

T T,

— A confirmation screen appears.
5 Click the [OK] button.
x|
\‘5) e you sure?
Cancel |

— Snap Data Pool setting is started. The SDPV is created in the selected RAID group.
After SDPV is created, new volume is automatically formatted.

End of procedure
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Delete SDPV

This function deletes the registered SDPV.
There are two methods for deletion: "Reserve Delete" and "Force Delete".

* Reserve Delete
If the target SDPV is being used, the SDPV is scheduled for deletion. SDPV that is scheduled
for deletion will be deleted after the Advanced Copy session completes (when the usage of
SDPV becomes "0").

e Force Delete
The selected SDPV is forcibly deleted even if the copy session is under progress. However,
SDPV that is scheduled for deletion cannot be deleted. Wait for the scheduled deletion to
occeur.

M Up to 128 SDPVs can be deleted at the same time.

The procedure to delete SDPV is as follows:

Procedure

1 Click the [Setup Snap Data Pool] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.
— The [Setup Snap Data Pool] screen appears.

2 Select the target SDPV from the tree on the left of the screen or "SDPV List"
field, and click the [Reserve Delete] button or [Force Delete] button.

Setup Snap Data Pool
Snap Data Pool Volume (SDPV) which constitute Snap Data Pool (SDP) are created and deleted here.
EETERNUS_01
=-&Volumes
& 21:3DPV_02 /% Once SDPV scheduled for deletion, it cannot be forcibly deleted. Please wait for the scheduled deletion to cccur,
The maximum number of volumes to be deleted pertaskis 128

MNotice

SDP Information

Total Capacity (GB) Host Capacity (GB) ~Copy Capacity (GB)

Unencrypted 1 0 0
Encrypted 0 0 0
SDPV List
Ho. Name Status  Deletion Scheduled Capacity (MB)
F 21 SDPV_02 Avallable No 1024

Select All Reset u J (&4} J J Fmgr_'m

rve Delete Force Delef Create
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3 Click the [OK] button.
x|

\?/ Are you sure?
e —
C o ) on

— The selected SDPV is deleted.

End of procedure

54.2 Manage Copy Session

The [Manage Copy Session] function creates and deletes the Advanced Copy session.

Caution @ Only the SnapOPC+ copy sessions can be created using GUI.
For creating EC, OPC, QuickOPC sessions, use copy management

software for the server.

Create Copy Session

The procedure to create copy session is as follows:

Procedure

1 Click the [Manage Copy Session] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.
— The [Manage Copy Session] screen appears.

The Advanced Copy session list is displayed.
2 Click the [Start New Session] button.

Advanced Copy sessions are started and cancelled,

Hotice

. faSnapOPC+ session is cancelled the older generation snapshot sessions of this volume will also be cancelled

Advanced Copy Status
Advanced Copy License Registered

Session Type SnapOPC+ (by LAN, all) +

Advanced Copy Session List

Source Destinaon SessionD L Eror $“m z:: ;:': s SDP UsedCapacity . Client
Volume  Volume (SID) neration US code N'Me e . (wB) esoluion | formation
(sec) MB) wB)

Select All Reset

MM Stop Session
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3 Select the copy source volume and copy destination volume, and click the [Start
New SnapOPC Session] button.

A snapshot of the specified volume will be taken using the SnapOPC+ function
Select Source Volume
Ho. Name: Status Type Physical Capacity (MB)

« 0 Volume_00 Available Open 1024 &

(ol 1 Volume_01 Available Open 1024

[ad 2 Volume_02 Available Open 1024

[ad 3 Volume_03 Available Open 1024

[ad 4 Volume_04 Available Open 1024

(ol 5 Volume_05 Available Open 1024

[l 6 Volume_06 Available Open 1024

[l 7 Volume_07 Available Open 1024

c 8 Volume_08 Available Qpen 1024

c 9 Volume_09 Available Open 1024

c 10 Volume_10 Available Open 1024

C 1 Volume_11 Available Open 1024

C 12 Volume_12 Available Open 1024

C 13 Volume_13 Available Open 1024 _I
Select Destination Volume:

No. Name: Status Type Logical Capacity (MB}
« 20 Volume_20 Available SoV 2048 j‘
[ [Caggen soovc s |

— A confirmation screen appears.
4 Click the [OK] button.
ﬂ
;!/' fre you sure?

Cancel |

— The created Advanced Copy session is started.

End of procedure

Delete Copy Session

The procedure to delete copy session is as follows:

Procedure

1 Click the [Manage Copy Session] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.

— The [Manage Copy Session] screen appears.
The list of Advanced Copy session registered in the ETERNUS DX60/DX80 is
displayed.
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2 Select the copy session to be deleted from the "Advanced Copy Session List",
and click the [Stop Session] button.

Advanced Copy sessions are started and cancelled,

Hotice

. If a SnapOPC+ session is cancelled the older generation snapshot sessions of this volume will also be cancelled.

Advanced Copy Status
Advanced Copy License Registered

Session Type All 52

Advanced Copy Session List
Sol Destinati Sessil El ] :::ed .I;:'L:I Incremental 3:; Client
urce stination SSION e Generaion Status Phase —O' Time - - Data Size Resolution o
Volume Volume 1D (SID) Code (sec.) Size Size (8} Capacity Information
Tome B (me}
V¥ 0 20 0x0000  SOPC+ n Active - 0x00 93 0 1024 - 0 x1 GUIrCLI f
Select All Reset

— A confirmation screen appears.
3 Click the [OK] button.
]

\?/I Are you sure?

— The selected Advanced Copy session is deleted.

End of procedure

5.4.3 Register Copy License

The [Register Copy License] function is used to register an Advanced Copy license.
The procedure to register a copy license is as follows:

Procedure

1 Click the [Register Copy License] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.
— The [Register Copy License] screen appears.
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2 Input the license key, and click the [Register Copy License] button.

Rogister Copy License

Register Copy License

License Key [ESACEISBEODLESS.

— A confirmation screen appears.

3 Click the [OK] button.

wWindows Internet Exp x|
\‘\.’:) Are you sure?
Ok

F N
Cancel |

— The Advanced Copy License is registered.

End of procedure

544 Modify Copy Parameters

The [Modify Copy Parameters] function sets the parameters to enable automatic reporting and
processing when a SDP capacity shortage occurs during the SnapOPC+ operation.

If the copy source data exceeds the physical capacity of copy destination (and when the free
SDP does not exist), an error occurs in the relevant copy session and other older copy sessions.
This function prevents stopping copy session when the capacity shortage occurs.

There are three methods for notification; E-mail, SNMP Trap, and Host Sense. ETERNUS DX60/
DX80 reports the notification using the method specified in the "Setup Event Notification" screen.
Select whether to notify when a SDP capacity shortage occurs. When notifying, select the notifi-
cation method in advance.

The procedure to modify copy parameters is as follows:

Procedure

1 Click the [Modify Copy Parameters] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.

— The [Modify Copy Parameters] screen appears.
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2 Specify the following items, and click the [Set] button.
Select the threshold for SDP usage ratio.
* Policy Level 1 (Informational) of Snap Data Pool
- Threshold (%)
Specify the usage ratio of SDP between 1 and 97.
If the copy source data exceeds the specified value, the ETERNUS DX60/DX80
notifies that effect.
* Policy Level 2 (Warning) of Snap Data Pool
- Threshold (%)
Specify the usage ratio of SDP between 2 and 98.
If the copy source data exceeds the specified value, the ETERNUS DX60/DX80
notifies that effect.
 Policy Level 3 (Error) of Snap Data Pool
- Threshold (%)
Specify the usage ratio of SDP between 3 and 99.
If the copy source data exceeds the specified value, the ETERNUS DX60/DX80
notifies that effect.

Caution @ * When reporting automatically if the threshold is exceeded, set the

notification method using the method specified in the "6.2.7 Setup
Event Notification" (page 160) in advance.

* Notification of the shortage of SDP capacity is sent only once for
each policy level. Even if the threshold is satisfied again within the
24 hours from the first notification, the ETERNUS DX60/DX80
does not report that effect. After 24 hours has passed, the device
sends a notification again.

« If the threshold for multiple policies is satisfied at the same time,
the ETERNUS DX60/DX80 notifies of the highest policy level.

Modify Copy Parameters
defining Advanced Copy function are modified

Policy Level 1 {Informational) of Snap Data Pool

Threshold (%) 50 (1-97)

Policy Level 2 (Warning) of Snap Data Pool

Threshold (%) 70 (2-98)

Policy Level 3 (Error) of Snap Data Pool

Threshold (%) 99 (3-99)

EE———————————————————w

— A confirmation screen appears.
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3 Click the [OK] button.

Windows Internet Ex x|
\_‘.?/ Are you sure?

— The specified copy parameters are registered.

End of procedure

5.4.5 Modify EC/OPC Priority

The [Modify EC/OPC Priority] function is used to set the copy speed when using EC and OPC
(OPC, QuickOPC, and SnapOPC+).

The EC/OPC speed is usually set in consideration of the host's 1/0 load and copy processing
load. The set speed of EC/OPC becomes effective when the next session starts.

Select the EC/OPC priority from the following:

* Automatic Priority
This mode changes the EC/OPC priority automatically in response to the operating load
status.
This is the default setting.

* High Priority
This mode operates by making maximum use of internal resources.
This mode greatly affects host access performance, thus should not be used during normal
operation. Use when the operation load is low.

* Low Priority
This is a mode in which the influence on host access is reduced to a minimum.
Set this mode when using EC and/or OPC during operation.

The procedure to modify EC/OPC priority is as follows:

Procedure

1 Click the [Modify EC/OPC Priority] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.
— The [Modify EC/OPC Priority] screen appears.
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2 Specify the following item, and click the [Set] button.

* EC/OPC Priority
Select the EC/OPC speed from "Automatic Priority”, "High Priority", or "Low Priority".

Copy speed for Equivalent Copy (EC) and One Point Copy (OPC) features are modified by adjusting the relative priority.

ECIOPC Priority

ECIOPC Priority ¢ Automatic Priority ¢ High Priority ¢ Low Priority

—————————— )

— A confirmation screen appears.

3 Click the [OK] button.

Windows Internek Expl x|
\?,) Are you sure?

— The selected EC/OPC priority is set.

End of procedure

5.4.6 Modify Copy Table Size

The [Modify Copy Table Size] function is used to set the control table size on the CM cache
memory installed in the ETERNUS DX60/DX80, which is used by the device firmware.

When an EC, or OPC (OPC, QuickOPC, or SnapOPC+) function is in use, this control table
(hereafter: copy table) is used as the bitmap area that manages the progress of the copy.
Changed settings will be effective when the next session is started.

Caution @ * When the copy table size is equal to OMB, copy functions cannot be
used. Note that the initial (factory default) copy table size setting is OMB.

* Make sure to stop the copy session before reducing the copy table size.

* The copy session status can be checked from the [Advanced Copy
Status] screen on the [Status] tab.

Copy table size (table size) and resolution vary according to the copy capacity and number of
sessions that are operated at the same time.

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

135 Copyright 2009 FUJITSU LIMITED



Chapter 5 Configuration
> 5.4 Advanced Copy Management

(1) Resolution
This value determines the amount of data each bit in the copy bitmap represents.
The allowed resolution settings of "1 (standard)", "2", "4", "8", and "16" respectively give
8KB, 16KB, 32KB, 64KB, and 128KB regions of data per bitmap bit. The same value is
used in the ETERNUS DX60/DX80.
The resolution should be set as small as possible to reduce the internal process overhead.
Set "1" if possible.

(2) Copy Table Size
A dedicated memory area is required for Advanced Copy management and is allocated as
a table size.
The table size and resolution settings are determined by the copy capacity and the
number of sessions (volumes) that will be run simultaneously. The following shows the
table sizing formula.

S (Table size) [MB] =
S1 (EC table size) [MB]
+ S2 (OPC table size without OPC Restoration) [MB]
+ 83 (OPC table size with OPC Restoration) [MB]
+ S4 (QuickOPC table size without OPC Restoration) [MB]
+ S5 (QuickOPC table size with OPC Restoration) [MB]
+ S6 (SnapOPCH+ table size) [MB]

~ e~ o~ o~

Caution @ * Round the derived value up to the next multiple of 8 to obtain the correct
setting for the copy table size.

* A copy table of the appropriate size (as derived above) is created in
each controller (CM0/CM1).

* If the total table size value (S) exceeds the maximum size allowed,
adjust the resolution (M) upward until the maximum table size is no
longer exceeded. The resolution should be kept as small as possible.

¢ Maximum allowed table sizes are as follows:
ETERNUS DX60: 64MB
ETERNUS DX80: 128MB

* Allowance should be made for possible future increases in the copy
capacity when calculating the EC/OPC/QuickOPC/SnapOPC+ table
size.

* If the resolution is changed during an existing copy session, the
following table sizing formula is not applied.

. ___________________________________________________________________________________________________________________________________|]
e EC table size (S1)

M: Resolution

C1: EC copy capacity [GB]("")
N1: Number of EC sessions

S1[MB] = ((2 % C1/M)+ N1) x 8 [KB]/ 1024 (counting fractions as one)

® OPC table size without OPC Restoration (S2)

M: Resolution

C2: Copy capacity for OPC where OPC is not used for OPC Restoration [GB](*”
N2: Number of OPC sessions where OPC is not used for OPC Restoration

S2 [MB] = ((2 x C2/ M) + N2) x 8 [KB] / 1024 (counting fractions as one)
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® OPC table size with OPC Restoration (S3)

M: Resolution

C3: Copy capacity for OPC where OPC is used for OPC Restoration [GB]('")
N3: Number of OPC sessions where OPC is used for OPC Restoration

S3[MB] = ((2 x C3/M) + N3) x 2 x 8 [KB] / 1024 (counting fractions as one)

® QuickOPC table size without OPC Restoration (S4)

M: Resolution

C4: Copy capacity for QuickOPC where QuickOPC is not used for OPC Restoration [GB]('")
N4: Number of QuickOPC sessions where QuickOPC is not used for OPC Restoration

S4 [MB] = ((2x C4 /M) + N4) x 2 x 8 [KB] / 1024 (counting fractions as one)

® QuickOPC table size with OPC Restoration (S5)

M: Resolution

C5: Copy capacity for QuickOPC where QuickOPC is used for OPC Restoration [GB]("")
N5: Number of QuickOPC sessions where QuickOPC is used for OPC Restoration

S5 [MB] = ((2 x C5/M) + N5) x 3 x 8 [KB] / 1024 (counting fractions as one)

® SnapOPCH+ table size (S6)

M: Resolution
C6: Copy capacity for SnapOPC+ [GB](2)
N6: Number of ShapOPC+ sessions(®)

S6 [MB] = ((2 x C6 / M) + N6) x 8 [KB] / 1024 (counting fractions as one)

*1:  For EC, OPC, and QuickOPC copy sources, the copy capacity is the total capacity of all volumes
(slices or partitions) in the ETERNUS DX60/DX80 that are defined as copy sources.
For multi-copy sessions, the copy capacity is the total capacity of multi-copy source volumes (slices or
partitions), multiplied by the number of multi-copy destinations for each copy source.
[Example] Calculating capacity of multi-copy sessions:
Copy area in the copy source volume A: 200MB, Multi-copy destination: 4
Copy area in the copy source volume B: 500MB, Multi-copy destination: 8

:% ﬁ%r

200 x 4 + 500 x 8 = 4800MB.

Add this 4,800MB to the copy capacity C1, C2, or C4, depending on the copy type. (For EC, add the
value to C1. For OPC, add the value to C2. For QuickOPC, add the value to C4.)

When using EC, add the number of multi-copy sessions to obtain N1. When using OPC, add the num-
ber of multi-copy sessions to obtain N2. When using QuickOPC, add the number of multi-copy ses-
sions to obtain N4. In this example, use 12 (= 4 + 8) for N1, N2, or N4, depending on the copy type.
When using multi-copy and executing OPC Restoration from the copy destination, select one copy
destination and apply the above formula. (For QuickOPC, the QuickOPC destination should be used.)
Other copy destinations are calculated as for normal multi-copy.
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*2:

*3:

For SnapOPC+, copy capacity indicates the total capacity of SnapOPC+ copy source volumes (slices
or partitions) x number of generations in a device.

[Example] Calculating capacity of SnapOPC+ sessions:

SnapOPC+ copy area in the copy source volume C: 200MB, Number of SnapOPC+ generations: 8
SnapOPC+ copy area in the copy source volume D: 500MB, Number of SnapOPC+ generations: 4

@% @ﬁ%

Capacity of SnapOPC+ copy source = 200 [MB] x 8 + 500 [MB] x 4 = 3600 [MB]
3600 [MB] derived above is the copy source capacity C6.

In the example above, use 12 (= 8 + 4) for N6, the number of SnapOPC+ sessions (total number of
generations).

The procedure to set the copy table size is as follows:

Procedure

Click the [Modify Copy Table Size] under the [Advanced Copy Management]
menu on the [Volume Settings] tab.
— The [Modify Copy Table Size] screen appears.

Specify the following items, and click the [Set] button.

* Advanced Copy feature enabled
Select whether to turn the Advanced Copy feature "On" or "Off".
* Resolution
Select from "x 1", "x 2" "x 4" "x 8" or "x 16".
* Table Size (MB)
For ETERNUS DX60, select between 0 and 64 (MB). For ETERNUS DX80, select
between 0 and 128 (MB). (Unit: 8MB)

Caution @ Stop the copy session before reducing the table size.
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WModify Copy Table Size
The parameters associated with control table used in Advanced Copy function are modified

Hotice

A In case you need to decrease the copy table size, please do so after stopping all copy sessions.
(The state of the copy sessions can be checked in "Advanced Copy Status” or each Advanced Copy Management Software.)”

Advanced Copy feature enabled
@ 0on ¢ Off

Copy Table Size

Resolution x>
Table Size (MB) |32 =

— )

— A confirmation screen appears.
3 Click the [OK] button.
x|
\?) Are you sure?
Cancel |

— The copy table size is set.

End of procedure
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ETERNUS

This chapter describes the ETERNUS DX60/DX80 global setting menu.
The global settings provides the following functions:

* User Management

* Network Settings

* Remote Support

* System Settings
Host I/F Management

6.1 User Management
H—

This section describes how to manage the user account.

® User Role

The available functions depend on the user role (privileges of the account) used to logon.
The following table provides the description for each user role.

User role

Available functions

Default account

Advanced

"Advanced" is a maintenance engineer
privilege.

Functions such as status display, configuration
management, and maintenance functions are
available.

f.ce

Standard

"Standard" is a system administrator privilege.
Functions such as status display and
configuration management are available.

root

Monitor

"Monitor" is a general user privilege.
Only the status display function is available.

None
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Setup User Account

The [Setup User Account] function adds, edits, and deletes the user account.

Caution @ . Up_to 16 users including default accounts (f.ce and root) can be
registered.

» Default accounts (f.ce and root) can be edited or deleted.
» Entered letters are case-sensitive.

* The current user account (your account) can be changed or deleted.
When deleting a user account, at least one manager account (Standard
or Advanced) must remain. The changed or deleted setting will be avail-
able from next logon.

The procedure to add a new user is as follows:

Procedure

1 Click the [Setup User Account] under the [User Management] menu on the
[Global Settings] tab.
— The [Setup User Account] screen appears.

2 Click the [Add] button.

User Account for array 0 though GUI and CLI are managed here

Information

2] Firstyou need to register your setlings by pressing the [Apply] button and finally confirm it using the [Sef] button
Otherwise your settings wont be saved.

Registered User Account List
User Name User Role Account
I~ User01 Monitor Enable
r fce Advanced Enable
r root Standard Enable

[ 2o[Yai| et | pelstea

\ | set |
— The "Add New User Account" field is displayed.
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When editing or deleting the user account, select the target user

‘ Note account from the "Registered user Account List" field, and click the
[Edit] or [Delete] button. When deleting all the registered user
accounts, click the [Delete All] button.

i

Infnrmaton

Registarad Ussr Account List

r uses Mzotioe Enabie
roc abis

¥ use_ni

115
Al Edi| Delele | DuleleAil )

First pou need o regisies your sefings by peessing the [Apply bulon and Snaky condi i using the [Sal] buton
CAharwisa your SEBNgs won Be Sawe

Userfams  Userfols  Account

Enabis

mal

........

3  Specify the following

¢ User Name

items, and click the [Apply] button.

Set the user name between 4 to 16 characters.
Alphanumeric characters and symbols (['], [-], [_], [.]) can be used.

* New Password

Set the password between 4 to 16 characters.
Alphanumeric characters and symbols (['], [-], [_], [.]) can be used.

* Confirm New Password
Input the same character strings as the value entered in the "New Password" field for

confirmation.

e User Role
Select the user role
Select "Advanced"

from "Advanced", "Standard", and "Monitor".
for the maintenance engineer account, select "Standard" for the

system administrator account, and select "Monitor" for a general user account.
Refer to "2.5 Operation Screens" (page 19) for available functions for each privilege.

e Account

Select whether to "Enable" or "Disable" the user account.

- When registering a user account, an error occurs in the following
Caution "
conditions.

When the specified user name is already registered

When the "User Name", "New Password", and/or "Confirm New
Password", are not entered

When the password does not match the confirmation password
When the user name or password is less than 4, or more than 16
characters (If 17 or more characters are entered, ETERNUS
DX60/DX80 ignores the 17th and later characters, and the pass-
word is registered using the first 16 characters only)

When the user name or password includes characters other than
alphanumeric characters and symbols ([!], [-], [L1, [.])
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4

Satup Usar A
¢ Account for array manage

Infarmation
4l First you need to registes your seftings by pressing e [Apply buflon and finally confinm it using he [Sel) bultan
Otheswise your seltings want be saved

Registerad Usar Account List
User Hame User Rola Account
M Userl Marnstor Enable
r les Aanced  Enable
ool Standard Enable
aud| E I Dislets ’ Dielat= A
Add Hew User Account
User Nome | g
New Password foeee (4~ 18 characlers)

Cenfirm New Password F'“ [4-15 characters)
User Roke Mondior -i

Account @ Enable = Disable

[ ]
— The new user account is added in the "Registered User Account List" field.

ETERNUS

Repeat Step 3 as required.

‘Note

Click the [Set] button.

Satup User Account
—

Al First you need ta registes your seflings by pressing M [Apply] bution and finally confinm it using he [Sel] buttan
Otheswise your seltings want be saved

Registerad Usar Account List
UserHame  Userfole  Account
O Usert Mansor Enable
™ Ilce Advanced Enable
- oot Standard Enable
O User_m Manstor Enable

— A confirmation screen appears.
Click the [OK] button.
X

\?‘) Are you sure?

Cancel

:

— New user account is registered in the ETERNUS DX60/DX80.

End of procedure
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6.1.2 Change User Password

The [Change User Password] function changes the current user's (your) password.
The procedure to change your password is as follows:

Procedure

1 Click the [Change User Password] under the [User Management] menu on the
[Global Settings] tab.
— The [Change User Password] screen appears.

2 Specify the following items, and click the [Change] button.

e User Name
Current user's (your) name is displayed.
* User Role
Current user's (your) user role is displayed.
* Old Password
Input the current password.
* New Password
Set the new password between 4 to 16 characters.
Alphanumeric characters and symbols (['], [-], [_], [.]) can be used.
* Confirm New Password
Input the same character strings as the value entered in the "New Password" field for

confirmation.
Caution @ Whe_n.changlng a user password, an error occurs in the following
conditions.

* When the "Old Password" does not match the current password

* When the "New Password", "Confirm New Password", and/or
"Old Password" is not entered

* When the password does not match the confirmation password

* When the password is less than 4, or more than 16 characters (If
17 or more characters are entered, ETERNUS DX60/DX80
ignores the 17th and later characters, and the password is regis-
tered using the first 16 characters only)

* When the password includes characters other than alphanumeric
characters and symbols (['], [-], [ L1, [.])
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Change User Password

The password associated with currently active session will be changed.

Change Password

User Name root

User Role Standard

Old Password ~ [sssss (4- 16 characters)
Mew Password  [eeess (4- 16 characters)
Confirm New Password |seees) (4 - 16 characters)

— A confirmation screen appears.
3 Click the [OK] button.
x|
\?,) fAre you sure?

Cancel

L

— The password is changed.

End of procedure

6.1.3 Initialize User Account

The [Initialize User Account] function initializes a registered user account. By using this function,
registered accounts are deleted and the default accounts (f.ce and root) revert back to factory
settings. Passwords for default accounts are also restored to default settings.

The procedure to initialize user account is as follows:

Procedure

1 Click the [Initialize User Account] under the [User Management] menu on the
[Global Settings] tab.
— The [Initialize User Account] screen appears.
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2 Click the [Initialize] button.

Initialize User Account

All User Accounts for GUI and CLI access are deleted and the user account list is initialized

User Account List

User Name User Role

User01 Manitor
fce Advanced
raot Standard
User_01 Menitor

i nivaize g

— A confirmation screen appears.
3 Click the [OK] button.
x|
3) Are you sure?

Cancel |

— The user accounts are initialized.

End of procedure
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6.2

6.2.1

Network Settings

Setup Network Environment

Set the environment for the ETERNUS DX60/DX80 to communicate with external hosts on TCP/
IP based network.

The IP address, subnet mask, Gateway, DNS server of the ETERNUS DX60/DX80, and network
address for the remote operation from outside of the subnet can be set.

Network environment setting is required for each MNT and RMT port.
* MNT port
MNT port is used for general communication between ETERNUS DX60/DX80 and external
hosts.
* RMT port
RMT port is used for communication between ETERNUS DX60/DX80 and Remote Support
center.

Caution @ ¢ If the IP address or the subnet mask for the ETERNUS DX60/DX80 is
changed, changing the network address (IP address or subnet mask) of
the FST may be required.

e If the IP address of the ETERNUS DX60/DX80 becomes uncertain,
refer to "ETERNUS DX60/DX80 Disk storage system User Guide" to
initialize the IP address.

e After completing the setting, logon to GUI again.

The procedure to setup network environment is as follows:

Procedure

1 Click the [Setup Network Environment] under the [Network Settings] menu on
the [Global Settings] tab.
— The [Setup Network Environment] screen appears.
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2 Specify the following items, and click the [Set] button.
* Select Network Port
Select the setting target port from "MNT" or "RMT".
* Interface
- Speed and Duplex
Select the communication speed and mode. The default setting is [Auto
Negotiation].
Select from the following:
» Auto Negotiation
* 1Gbps
* 100Mbps Half
* 100Mbps Full
* 10Mbps Half
* 10Mbps Full

- Master CM IP Address (required)
Set the IP address (0 to 255) for the Master CM.
- Slave CM IP Address
Set the IP address (0 to 255) for the Slave CM.
Specify this value when duplicating the LAN path.

When the ETERNUS DX60/DX80 has only one CM, a Slave IP
‘ Note address cannot be specified.

- Subnet Mask (required)
Set the Subnet Mask (0 to 255) for the ETERNUS DX60/DX80 Disk storage system.
- Default Gateway
Set the Gateway address (0 to 255) for the ETERNUS DX60/DX80 Disk storage
system.
- Primary DNS
Set the IP address for the Primary DNS server (0 to 255) for the ETERNUS DX60/
DX80 Disk storage system.
- Secondary DNS
Set the IP address for the Secondary DNS server (0 to 255) for the ETERNUS
DX60/DX80 Disk storage system.
* Allowed IP List
The value entered in this field is enabled when the Gateway has been set.
Set the destination network address (IP address and Subnet Mask).
Up to 16 addresses can be set. Make sure to set the IP address and Subnet Mask in
pairs.
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Caution @ Note the following when specifying the IP address and Subnet Mask.
» Specify the IP address using IPv4 notation (character string in
d.d.d.d format based on the 256 radix system).

* RMT port is used when it is required to use the dedicated network
for Remote Support. IP addresses for the RMT port and MNT port
must be in different subnets.

* "Slave CM IP Address" is specified when connecting to the Slave
CM. IP addresses for the Slave CM and Master CM must be in
the same subnet.

* Specify the IP address of "Default Gateway" when allowing
access from outside of the subnetwork. The IP address must be
in the same subnetwork as the port.

* For "Allowed IP List", specify the IP address or network address
that allows access to the ETERNUS DX60/DX80. These settings
are not required for access from the network address (same sub-
network) which the ETERNUS DX60/DX80 belongs to.

For the two CMs in the ETERNUSDX60/DX80, the CM that has the

‘ Note priority to manage the device is called the Master CM, and the other
is called the Slave CM. If a CM or LAN failure occurs, ETERNUS
DX60/DX80 changes the Master CM automatically. The IP address
for prior Master CM is taken over to the new Master CM. Specifying
an IP address for the Slave CM enables forcible changing of the
Master CM. When an error occurs and access to the Master CM is
disabled, users can access the Slave CM and change the Master
CM.

Setup Network Environment
Network environment for the storage systerm management interface ports are setup

|»

Select Network Port
@ MNT € RMT

Interface

Speedand Duplex  [Auto Negotiation =]
Master CMIP Address IF IF l‘\—
SlaveCMIP Address lﬂ_ lﬂ_ IEI_
Subnet Mask s = R
Default Gateway [
P
o

Primary DNS

Secondary DNS. |

Allowed IP List

Ho. IP Address

ubne

=
o
@
=

177778

17

— A confirmation screen appears.
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>

6.2.2

3 Click the [OK] button.
x|

\?‘) Are you sure?

— The network environment is set. GUI will logoff automatically.

End of procedure

Setup SNMP Agent

Simple Network Management Protocol (SNMP) is a standard protocol used by the network man-
agement of TCP/IP. This standard protocol is used to monitor the equipment connected with the
network, via the network.

SNMP is comprised of a monitoring part (SNMP Manager) and a monitored part (SNMP Agent).

Information to be transferred with SNMP is defined in the Management Information Base (MIB), a
database installed in the SNMP Agent. The equipment that configures the network is managed
by transferring parameters between the SNMP Manager and SNMP Agent.

SNMP uses the following five commands to request, respond to, and provide the management
information between SNMP Manager and SNMP Agent.

Caution @ When an ETERNUS DX60/DX80 uses the SNMP Agent environment, it is
necessary to install software in the SNMP Manager.

The procedure to set an SNMP Agent is as follows:

Procedure

1 Click the [Setup SNMP Agent] under the [Network Settings] menu on the [Global
Settings] tab.
— The [Setup SNMP Agent] screen appears.

2 Specify the following items.
Click the link on the left of the screen to display the setting fields for each item.

Caution @ * When the entry, numbers, or characters of setting items are
wrong, an error screen appears.

» Capital letters and lower case letters distinguish entered letters

* Allowed input symbols are shown as below.
[', (#1, [8], [%], [&], L1, [+1, [-], [*), [, [=]

* One blank in the "Community Name" field represents two
characters.
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e Basic Interface
Specify the following items:

- SNMP Function
Select whether to "Enable" or "Disable" the SNMP function.

- LAN Port used for SNMP
When "Enable" is selected for "SNMP Function", select "MNT" or "RMT".

- Authentication Failure
When "Enable" is selected for "SNMP Function", select "Send SNMP Trap" or "Do
not send SNMP Trap" for when authentication fails.

- Abnormal parts during maintenance
When reflecting an error status during maintenance, set "Notification". When not
reflecting, set "Not notification”.

SNMP Agent for the storage system is configured here.

= Basicinterface
* Community Name

Set Basic Interface

= MIB View Setiing SNMP Function & Enable ¢ Disable

* Trap LAN Port used for SNMP & UNT O RMT

Authentication Failure & Send SNWP Trap ¢ Do not send SNIIP Trap
Abnormal parts during @ Nofification € Not notificati

————_——_—__—= e

* Community Name
Community is a range of available networks for SNMP. The setting value is used as the
password for SNMP Manager to access the SNMP Agent. The SNMP Agent accepts
the request from the SNMP Manager when the SNMP Manager reports the same
Community as the SNMP Agent's Community.
The "Read Only" access privileges is added for the specified Community. Community
with other access privileges cannot be specified.
If no Community is specified, "public" is used as default.
The following procedure describes how to set a new Community.

Specify the following items, and click the [Add New Community] button.

- Community Name
Enter the name for the Community that the target Agent belongs to within 50
alphanumeric characters and symbols (including blanks). This setting cannot be
omitted.

- IP Address
Enter the IP address for the SNMP Manager. When "0.0.0.0" is specified, all hosts
are accepted.

- MIB View Setting
Enter the MIB View name accessed by this Community (may be omitted, which will
allow access to all Objects).
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Setup SNMP Agent
SNMP Agent for the storage system is configured here

* Basic Interface
> Community Name

Set Community Name

* MIB View Sefting Community Name IP Address

= Trap @ community!

Delete a Community

Add New Community

192.168.100.125 -

MIB View Setting Access Rights
Read Only

Community Name [community2

1P Address |192.1581UU128

MIB View Setting |- ~

Add New Community K
T —

The new Community is added in the "Set Community Name" field.

* MIB View Setting

MIB View is used for defining the accessible area in the Management Information Base
(MIB) database, with a tree type structure. Use this function to release only the part of

the information in the MIB.

The following procedure describes how to set new MIB View.

Specify the following items, and click the [Add New MIB View] button.

- View Name

Enter the MIB Object ID within 60 numerals (including [.]). This setting cannot be

omitted.
- Subtree

Enter the Object ID for the subtree within 60 numerals (including [.]). This setting
can be omitted. A maximum of 15 Sub Trees can be specified at the same time.

SNMP Agent for the storage system is configured here.

= Basiclnterface

Set MIB View
* Community Name
= WIB View Sefting
* Trap

View Name Subtree
@« 12 12611

Delete a MIB View

Add New MIB View

View Name [iew

Subtree1  [subf

Subtree2 |

Subtree3

Subtreed

Subtree5

Subtree?

I

[

[
Subtrees |
[
Subtrees |
I

Subtreed

Subtreeto |

Subtreetd |

Subtree12 |

subtree13 |

Subtreet4 |

Sublreel

Add New MIB View g

4

Set

The new MIB View is added in the "Set MIB View" field.
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e Trap
Trap is used to report the error contents to the SNMP Manager immediately when a
device error occurs.
The following procedure describes how to set new destination of SNMP Trap.

Specify the following items, and click the [Add New Destination] button.
- IP Address

Enter the IP address for the transfer destination of the Trap. This setting cannot be
omitted.

- Community Name

Enter the Community name to which to transfer the trap, in no more than 50
alphanumeric characters and symbols (including blanks). This setting cannot be

omitted.
Setup SNMP Agent
SNMP Agent for the storage system is configured here.
* Basiclnterface Set Destination of SNMP Traps
* Community Name
= MIB View Setting Community Name IP Address

= Trap & sample 192.168.1.22
Delete a Destination

Add New Destination of SNMP Trap

1P Address |192.1581 21

Community Name [sample2]

‘ Add New Destination »

The new destination of SNMP Trap is added in the "Set Destination of SNMP Traps"
field.

3 Click the [Set] button.
— A confirmation screen appears.

4 Click the [OK] button.
x|

\“:) Are you sure?
R
N

— The SNMP Agent is set.

End of procedure
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6.2.3 Download MIB File

The [Download MIB File] function exports the MIB definition file registered in the ETERNUS
DX60/DX80.

Management Information Base (MIB) is the information for Manager to manage Agent with Sim-
ple Network Management Protocol (SNMP). This information is a database with a tree type struc-
ture.

The MIB definition file is used for the ETERNUS DX60/DX80 SNMP environment settings, and
for allowing other applications that use SNMP (SNMP Manager) to handle the ETERNUS DX60/
DX80 (SNMP Agent).

. This function is necessary when the ETERNUS DX60/DX80 uses the
Caution (Z ) .
SNMP Agent environment.

The procedure to download MIB definition file is as follows:

Procedure

1 Click the [Download MIB File] under the [Network Settings] menu on the [Global
Settings] tab.
— The [Download MIB File] screen appears.

2 Specify the following item, and click the [Download] button.

e Option
Check the "The ServerView control code is added to the comment line of the MIB
definition file" checkbox when downloading MIB file used for device monitoring by
ServerView.

Download MIB File
This function downloads the Extended WIB definition file for the storage systemn.

Download MIB File

Option Bgmerver/iew control code is added to the comment line of the MIB definition file
Extended WIB Definition@®  Downiosd |3

— A confirmation screen appears.
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6.2.4

3 Click the [OK] button.

Windows Internet Explo x|

‘\?‘) Are you sure?
C o D

— The MIB definition file is downloaded. A screen to save the downloaded MIB definition
file appears.

4 Save the downloaded file.
— The MIB definition file is saved.

End of procedure

Perform SNMP Trap Test

The [Perform SNMP Trap Test] function transmits the test trap from the SNMP Agent to the
SNMP Manager.

The SNMP trap is the event information reported by the ETERNUS DX60/DX80 (SNMP Agent)
that contains the storage system status information.

Perform SNMP Agent and SNMP Manager settings before executing this test.

Caution @ Perform "6.2.1 Setup Network Environment" (page 147) and "6.2.2 Setup
SNMP Agent" (page 150) before using this function.

This function transmits a test trap.

The procedure to perform SNMP trap test is as follows:

Procedure

1 Click the [Perform SNMP Trap Test] under the [Network Settings] menu on the
[Global Settings] tab.
— The [Perform SNMP Trap Test] screen appears.
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2 Click the [Send] button.

Perform SNMP Trap Test
This function sends simulated SNMF Trap to test SNMP environment

Information

) Click [Send] button to send a test SNMP trap.
The content of this trap is defined for testing purpose only.

— A confirmation screen appears.
3 Click the [OK] button.
x|
\?) fAre you sure?
1) cancel |

— The SNMP trap test is performed.

End of procedure

Caution @ Confirm that the trap can be normally received in the SNMP Manager after
the SNMP Trap test.

6.2.5 Setup E-Mail Notification

The [Setup E-Mail Notification] function configures the E-mail Notification settings for the various
events detected by the storage system.

If an error occurs in the ETERNUS DX60/DX80, the E-Mail of error information is sent to the
specified address.

Refer to "6.2.7 Setup Event Notification" (page 160) for detailed contents of the event.

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

156 Copyright 2009 FUJITSU LIMITED



Chapter 6 Global Settings
> 6.2 Network Settings

The procedure to set the E-mail notification is as follows:

Procedure

1 Click the [Setup E-Mail Notification] under the [Network Settings] menu on the
[Global Settings] tab.
— The [Setup E-Mail Notification] screen appears.

2 Specify the following items.
Click the link on the left of the screen to display the setting fields for each item.
* Notification E-Mail

- Notification E-Mail
Select whether to "Enable" or "Disable" the E-Mail send function.

- Destination E-Mail Address
Specify the E-Mail destination address. Up to five addresses can be registered.

- Comment
Input the message (comment) to be added to the E-Mail (if needed). Up to 255
alphanumeric characters, symbols, and blanks within 10 lines can be used.

E-Mail address of destination for various event notification are defined here.

* Notification E-Mail MNotification E-Mail
* Mail Server Seffings
* Retry Setling Notification E-Mail & Enable  Disable
Destination E-Mail Address 1 [ujitsusample@fujitsu com
Destination E-Mail Address 2 |
Destination E-Mail Address 3 |
Destination E-Mail Address 4 |
Destination E-Mail Address 5 |
Comment ﬂ

Click the [Send Test E-Mail] button to confirm that an E-mail can be
‘ Note sent to the specified address. When sending a test E-mail, select
"Enable" for the "Notification E-Mail" setting.
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¢ Mail Server Settings

LAN Port used for SMTP Connection

Select the LAN port connecting to the SMTP server from "MNT" or "RMT".

Sender E-Mail Address

Input the mail sender E-Mail address.

SMTP Server

Specify the IP address or domain name of the SMTP server to be used.

SMTP Port No.

Input the port number used by the SMTP server.

SMTP requires authentication

Select the user authorization method to connect to the SMTP server from "None" or
"AUTH SMTP".

User Name

If "AUTH SMTP" is selected for "SMTP requires authentication", input the sender
user name.

Password

If "AUTH SMTP" is selected for "SMTP requires authentication”, input the sender
password.

Authentication Method

If "AUTH SMTP" is selected for "SMTP requires authentication", select the
authentication method from "Automatic”, "CRAM-MD5", "PLAIN", or "LOGIN".

Setup E-Mail Notification

E-Mail address of destination for various event nofification are defined hers
* Notification E-Mail
= Mail Server Settings

 Retry Sotting LAN Port used for SMTP Connection & MNT ¢ RMT
Sender E-Mail Address fuitsusample@fujitsu com
SMITP Server fuiit-sample fujitsu.com
SMTP Port No. I
SMTP requires authentication " None % AUTH SMTP
User Name T
Password | -----
Authentication Method @ Automatic © CRAM-MDS € PLAIN € LOGIN

Mail Server Settings
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* Retry Setting
- Maximum Retries
Input the maximum number of retry ("0" or "1").

- Retry Interval (Sec.)
Specify the interval between retry in units of seconds.

Setup E-Mail Notification

E-Mail address of for various event notification are defined here.
* Notification E-Mail
» Mail Server Seftings
* Retry Seffing Maximum Retries |0

Retry Interval (sec) [1

Retry Setting

3 Click the [Set] button.
— A confirmation screen appears.

4 Click the [OK] button.
X
\?) Are wou sure?

Cancel |

— The specified send E-mail setting is registered.

End of procedure

6.2.6 Display SMTP Log

The [Display SMTP Log] function displays the SMTP log between the ETERNUS DX60/DX80
and the server. If the E-Mail communication is not working normally, this function may identify the
cause of problem.

SMTP log contains request from the ETERNUS DX60/DX80 to the server and response from the
server to the ETERNUS DX60/DX80. Note that this function displays the SMTP log for the latest
event.

Caution @ Perform "6.2.5 Setup E-Mail Notification" (page 156) in advance.
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The procedure to display SMTP log is as follows:

Procedure

1 Click the [Display SMTP Log] under the [Network Settings] menu on the [Global
Settings] tab.
— The [Display SMTP Log] screen appears.

2 Check the displayed "Event Type" and "Communication Log".

The communication [og between the storage system and the SMTP server from the |ast E-mail attempt is displayed

Communication Log

EventType E-MAIL

‘Communication Log

0000 DNS :ERR 31000000
0000 -—-E-MAIL end -1

Click the [Refresh] button to update the log.
‘ Note

End of procedure

6.2.7 Setup Event Notification

The [Setup Event Notification] function selects whether to report events detected in the ETER-
NUS DX60/DX80.

There are three methods for event notification: E-Mail, SNMP Trap, and Host Sense.

For E-Mail notification, performing "6.2.5 Setup E-Mail Notification" (page 156) is required.

For SNMP Trap natification, performing "6.2.2 Setup SNMP Agent" (page 150) is required.

A notification setting can be selected for each type of event.
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The procedure to setup event natification is as follows:

Procedure

1 Click the [Setup Event Notification] under the [Network Settings] menu on the
[Global Settings] tab.
— The [Setup Event Notification] screen appears.

2 Select whether or not to report for each event type.

The events are classified into three levels: "Error Severity Level", "Warning Level", and
"Informational Level".
Click the link on the left of the screen to display the setting fields for each level.

» Setting based on Severity
Select whether to notify of an event in units of level. When enabling the notification,
select the method from "E-Mail", "SNMP Trap", or "Host Sense Key Code Qualifier"
(multiple selections can be made).
When setting the notification method for each event, move on to the setting fields for

each level.

Setup Event Notification

=+ Sefling based on Severity
= Emor Severity L evel

* Warning Level

* Informational Level

Management of netification for this storage system internal events.

Setting based on Severity

Il Error Events
LAl Warning Events
=)an Informational Events

Individual Settings within Severity Level

[ZE-Mail 2 SNMP Trap

3
2
-
No

System Defaulls REMCS Defaults |

2
v
r

Yes

JHost Sense Key Code Qualifier
2
2

No
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 Error Severity Level
Select whether to notify of the error event for each event type.
When enabling the notification, select the method from "E-Mail", "SNMP Trap", or "Host
Sense Key Code Qualifier" (multiple selections can be made).

Management of notification for this storage system internal events.

=+ Setling based on Severity Error Severity Level
* Emor Severity L evel
= Warning Level JE-Mail L SNMPTrap  =Host Sense Key Code Qualifier
+ Informational Level €IDisk was broken W Ic3 1”2
IBroken Disk (when HS<0) [ = [l
IModule was broken =2 2 =2

e EE

* Warning Level
Select whether to notify of a warning event for each event type.
When enabling the notification, select the method from "E-Mail", "SNMP Trap", or "Host
Sense Key Code Qualifier" (multiple selections can be made).

Management of notification for this storage system intemnal events.

» Sefting based on Severity Warning Level

» Error Severity Level

> Waming Level [E-Mail 7 SNMPTrap [Host Sense Key Code Qualifier

= Informational Level -L:Disk reported a Warning ~ 2 ~
“LWarning Disk (when H$<0) r I r
‘L:Module reported a Warning 1= 4 1=
L.RAID Degradation Event Icd Ird Icd
LRAID Degradation Event {when H5<0) r - r
“LRAID Recovery Event - - I
‘Y'Recovery from Error - [l -
“L:Blink Panel Fault LED @ Enable (" Disable
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¢ Informational Level
Select whether to notify of an information event for each event type.
When notification is enabled, select the method from "E-Mail" or "SNMP Trap" (both
settings can be selected).

Setup Event Notification

Management of notification for this storage system internal events.

=+ Setling based on Severity Informational Level

* Emor Severity L evel

 Waming Level [ZE-Mail 'SNMPTrap =Host Sense Key Code Qualifier

¥ Informational Level “lPower on Completed r r -
IController Firmware updated
~ICreated RAID Group r r
=IDeleted RAID Group i r
'=JRAID Group Name Changed i r
=assigned Hot Spare r r
=JReleased Hot Spare r r
=Icreated Volume r r
=Deleted Volume r r
‘=Volume Name Changed r r
=JFC Port Parameters Changed r r
=JFC Host Information Changed r r
=JHost Name Defined r r
=)LUN Mapping Changed r r
=JHost Response Changed r r
=IReset Group Changed r -
~JError condition defined by SDP policy r -
~Waming condition defined by SDP policy r -
~Informational message defined by SDP policy [~ r

Copy Parameters" (page 132) function.

‘ N Threshold of SDP policy level can be specified with "5.4.4 Modify
ote

3 Click the [Set] button.
— A confirmation screen appears.

4 Click the [OK] button.

windows Internet Explo x|
? ) Are you sure?

— The specified event notification setting is enabled.

End of procedure
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6.2.8 Renew SSL Certificate

The [Renew SSL Certificate] function creates new SSL certificate used to encrypt the communi-
cation.

The data transmitted in the network may be intercepted from a third party. This function creates
the SSL certificate again, and prevents the impersonation caused by SSL certificate theft.

The procedure to create SSL certificate is as follows:

Procedure

1 Click the [Renew SSL Certificate] under the [Network Settings] menu on the
[Global Settings] tab.

— The [Renew SSL Certificate] screen appears.

2 Click the [Create] button.

An unique SSL cerificate is regenerated for secure communication.

Message

i) By clicking on [Create] button, a new SSL Certificate is created

——_\

— A confirmation screen appears.
3 Click the [OK] button.
x|
\‘.:) Are you sure?
e YO

— The SSL certificate is created.

End of procedure
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6.3 Remote Support
H—

The [Remote Support] setting menu registers user information related to the ETERNUS DX60/
DX80, and settings for Remote support function to REMCS (REMote Customer Support system)
center and the ETERNUS DX60/DX80.

REMCS, a unique remote maintenance system by Fuijitsu, provides the following maintenance
functions.

* Failure Notice
This function reports various failures that occur in the ETERNUS DX60/DX80 to the REMCS
center. The maintenance engineer is notified of a failure immediately.

* Information Transfer
This function sends information such as logs and configuration information to be used when
checking a failure. It reduces time required to collect information for the REMCS center.

6.3.1 Display Support Information

The [Display Support Information] function checks the Remote Support function settings and
operation status.
The procedure to check the display support information is as follows:

Procedure

1 Click the [Display Support Information] under the [Remote Support] menu on the
[Global Settings] tab.
— The [Display Support Information] screen appears.
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2 Check the displayed "Support Information" and "Event Information”.

The current setting and status of Remote Support funclion is displayed

Support Information

Customer Information Setup Already Set
Communication Environment Setup Already Set

Support Status Operation in Progress
Controller Firmware Version W10L20-0000
Automatic Firmware Upgrade QFF

Automatic Firmware update (with activation on next power cycle) OFF
Automatic Log Transmission ON

Periodic Log Transmission ONEvery Day 05:00)
Event Information
Date Event
2009-03-26 14:08:30 End of Maintenance ;I
2008-03-26 13:47:29 Startof Maintenance
2008-03-26 13:03:29 Fowear QN
2008-03-26 13:00:47 Pawer ON
2009-03-26 12:58:04 Pawer ON
2009-03-2612:55.:21 Power ON
2009-03-2612:52:38 Power ON
2009-03-2612:49:58 Power ON
2009-03-2612.4713 Power ON
2009-03-2612:44:30 Power ON LI

‘ Not Click the [Refresh] button to obtain the latest information.
ote

End of procedure

6.3.2 Display Communication Log

This function displays the communication log when the Remote Support function is operated
between the ETERNUS DX60/DX80 and the server. When the Remote Support function cannot
be operated properly, for example, cannot be connected to the REMCS center, use this log to
identify the cause of the problem.

The communication log includes requests from the device to the server, and responses from the
server to the device. Only the communication log of the last executed event is displayed.

Caution @ Setting the server connection in advance is necessary.

The procedure to display the communication log is as follows:

Procedure

1 Click the [Display Communication Log] under the [Remote Support] menu on the
[Global Settings] tab.
— The [Display Communication Log] screen appears.
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2 Check the displayed "Event Type" and the "Communication Log".

Display Communication Log
Communication log from the last event reparted to the remate maintenance center is displayed

Communication Log

EventType COMMUNICATION (ID=0103)

Communication Log

0001 DMS 10K 00000000

0001 SMTP:start

0001 SMTP:220 rme? ts nmb.cs fufitsu.co jp ESMTP Sendrmail 8.8.3/3 7W-01/18i01; Thu, 26 Mar 2000 14:12:32 +0800 (JST)
0001 SMTP:EHLO rme o remormen.nrm

0001 SWMTP:250-tme2 ts.nmh.cs fujitsu.cojp Hello peanut! 5 unoke.pfu.co jp [10.234.242.15], pleased 10 meet you
0001 SMTP:250-EXFN

0001 SMTP:250-VERB

0001 SMTP:250-88ITMIME

0001 SMTP:250-8IZE

0001 SMTP:250-DSN

0001 SMTP:250-0MEX

0001 SMTP:250-ETRIN

0001 SMTP:250-XUSR

0001 SMTP:250 HELP

‘ Not Click the [Refresh] button to obtain the latest information.
ote

End of procedure

6.3.3 Setup Remote Support

The [Setup Remote Support] function registers the customer information and communication
environment information required to be given to Remote Support from the REMCS center.

Caution @ * When changing the registered information, use the descriptions in "6.3.4
Update Customer Information" (page 176) and "6.3.5 Update Communi-

cation Environment Information" (page 177).

* The Remote Support setting information file (customer information file
and communication environment information file) created by using
REMCS Environment Setup Assist Tool (REMCS ESAT) can be
imported to the device, to simplify the input operation required to be set
for each device.

The procedure to setup Remote Support is as follows:

Procedure

1 Click the [Setup Remote Support] under the [Remote Support] menu on the
[Global Settings] tab.
— The [Setup Remote Support] screen appears.
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2 Specify the following items.

DX80 all at once, click the [Browse...] button to specify the location

‘ Not When importing Remote Support settings to the ETERNUS DX60/
ote

where the settings file has been stored, and click the [Import] button.

e Customer Information
Customer information saved in the ETERNUS DX60/DX80 can be deleted after
transmitting the information to the REMCS center. Select the "Delete any Customer
Identity information from the storage system after the information is sent to the
"REMCS Center"." checkbox to delete the information.

- Detailed Settings

Company Name (required)
Input the company name that owns ETERNUS DX60/DX80.
Up to 60 alphanumeric characters can be used.

Department/Division
Input the department or division that owns ETERNUS DX60/DX80.
Up to 40 alphanumeric characters can be used.

Address (required)
Input the address of the company that owns ETERNUS DX60/DX80.
Up to 60 alphanumeric characters can be used.

Building Name

Input the building name where the company that owns ETERNUS DX60/DX80 is
located.

Up to 40 alphanumeric characters can be used.

Administrator Name (required)

Input the system administrator's name that manages the ETERNUS DX60/
DX80.

Up to 40 alphanumeric characters and symbols can be used.

Administrator E-Mail Address (required)

Input the E-mail address of the system administrator who manages the
ETERNUS DX60/DX80.

Up to 40 alphanumeric characters (including symbols) can be used.

Postal Code (Zip Code)

Input the post code for the company that owns ETERNUS DX60/DX80.

Up to 10 alphanumeric characters (including symbols) can be used.

Phone Number (required)

Input the phone number for the company that owns ETERNUS DX60/DX80.
Up to 20 alphanumeric characters (including symbols) can be used.

FAX Number

Input the FAX number for the company that owns ETERNUS DX60/DX80.
Up to 20 alphanumeric characters (including symbols) can be used.
Storage System Unique Name

Input the nickname for the ETERNUS DX60/DX80.

Up to 32 alphanumeric characters (including symbols) can be used.
Country of Installation (ISO3166 A2) Example: JP, US, DE, etc. (required)
Input the country code for the country where the ETERNUS DX60/DX80 is
located.

Capital letters or 99 can be entered.
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- Installation Location
* Address
Input the address where the ETERNUS DX60/DX80 locates.
Up to 60 alphanumeric characters can be used.
e Building Name
Input the building name where the ETERNUS DX60/DX80 is located.
Up to 40 alphanumeric characters can be used.
- Information filled by Field Engineers
¢ Installation Date
Input the date when the ETERNUS DX60/DX80 is installed.
Numerals can be used.
* Field Engineer E-Mail Address
Input the mail address for the field engineer who installed the ETERNUS DX60/
DX80.
Up to 60 alphanumeric characters and symbols can be used.

* Customer Code
Input the customer code.
Up to 8 numerals (including symbols) can be used.

e Communication Environment Information
- Connection
e Connection Type
Select the connection method when using the REMCS operation.
- Internet Connection
- Internet Connection (Mail only)
- P-P Connection
- P-P Connection (Mail only)
- P-P Connection (VPN Connection)
- P-P Connection (VPN Connection Mail only)
¢ LAN Port used for Remote Support
Select the device LAN port used for REMCS operation from "MNT" or "RMT".
- Service
* Scheduled Connection Time (required)
Input the time for scheduled REMCS connection.
Numerals can be used.
* Scheduled Connection Period (required)
Select the term for scheduled REMCS connection.
- Every Day
- Every Day (excluding Sunday)
- Every Day (excluding Saturday and Sunday)
- Once a Week
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 Specify the Day of the Week
When "Once a Week" is selected for "Scheduled Connection Period", select the
day of the week for scheduled REMCS connection.
- Sunday
- Monday
- Tuesday
- Wednesday
- Thursday
- Friday
- Saturday
- Proxy Server
* Proxy Server
Input the IP address or domain name for the proxy server used for REMCS
operation.
Up to 63 alphanumeric characters and symbols can be used.
* Port No.
Input the port number for the proxy server.
Numerals between 0 and 65535 can be used.
* User Name
Input the user name when using the proxy server.
Up to 31 ASCII codes (alphanumeric characters and symbols) can be used.
* Password
Input the password for when using the proxy server.
Up to 31 ASCII codes (alphanumeric characters and symbols) can be used.
- Storage System E-Mail Configuration
e SMTP Server (required)
Input the IP address or domain name for the SMTP server used for REMCS
operation.
Up to 63 alphanumeric characters and symbols can be used.
* Port No. (required)
Input the port number for the SMTP server.
Numerals between 0 and 65535 can be used.
* Sender Mail Address (required)
Input an address for mails sent by the ETERNUS DX60/DX80 for REMCS
operations.
Up to 63 alphanumeric characters and symbols can be used.
- SMTP Authentication Information
* Authentication Type
Select the SMTP authentication method.
- No SMTP Authentication
- POP Before SMTP Authentication
- AUTH SMTP Authentication
* Authentication Method
When the "Authentication Type" is "AUTH SMTP Authentication", specify the
Authentication Method.
- Automatic
- CRAM-MD5
- PLAIN
- LOGIN
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* POP Server
When the "Authentication Type" is "POP Before SMTP Authentication”, specify
the domain name or IP address for the POP server used for SMTP
Authentication.
Up to 63 alphanumeric characters and symbols can be used.
* Port No.
Input the port number for the POP server.
Numerals between 0 and 65535 can be used.
* User Name
Input the user name when using the POP server.
Up to 31 alphanumeric characters and symbols can be used.
* Password
Input the password when using the POP server.
Up to 31 alphanumeric characters and symbols can be used.
- REMCS Center
* REMCS Center (required)
Select the REMCS center where the ETERNUS DX60/DX80 is connected.
- Fujitsu America
- Australia
- Brazil
- Hong-Kong
- China
- Indonesia
- Korea
- Malaysia
- Philippine
- Singapore
- Taiwan
- Thailand
- Vietnam
- Individual support in Hawaii
- OSC
- Inputting directly
e HTTP Server
If "Inputting directly” is selected for "REMCS Center" field, input the IP address
or domain name for the destination HTTP server.
Up to 63 alphanumeric characters and symbols can be used.
* Port No.
Input the port number for the HTTP server specified above.
Numerals between 0 and 65535 can be used.
* Receiver Mail Address
When "Inputting directly” is selected, input the E-mail address for the REMCS
center specified above as a report destination of the REMCS operation.
Up to 63 alphanumeric characters and symbols can be used.
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 Detailed Configuration Information

- Mail Message Fragmentation Setting
Select whether to "Enable Message Fragmentation" or "Disable Message
Fragmentation" into the specified size.

If splitting the mail, specify the units in which to split the mail, between 64 and 6400
(KB).

- Specify Storage System Name for HELO/EHLO Announcement when Sending Mail
Select whether to "Specify" or "Do not specify" the storage system name for HELO/
EHLP announcement when sending mail. If "Specify" is selected, input the storage
system name. Up to 32 alphanumeric characters and symbols can be used.

* Time Information
This item is not required for setting.
If changing the setting values, select the "Change following Timing Parameter items"
checkbox.

- SMTP Response Timeout (sec.)
Input the timeout limit when using SMTP connection.
Numerals between 1 and 3600 can be used. The default setting is "60".

- SMTP Retry Count
Input the retry number of SMTP.
Numerals between 1 and 60 can be used. The default setting is "5".

- SMTP Retry Interval (sec.)
Input the intervals for retrying SMTP.
Numerals between 1 and 3600 can be used. The default setting is "30".

- HTTP Timeout (sec.)
Input the timeout limit when using HTTP connection.
Numerals between 1 and 3600 can be used. The default setting is "30".

- HTTP Retry Count
Input the retry number of HTTP.
Numerals between 1 and 60 can be used. The default setting is "5".

- HTTP Retry Interval (sec.)
Input the intervals for retrying HTTP.
Numerals between 1 and 3600 can be used. The default setting is "5".

- Queue Time before Sending Mails (msec.) (only when POP Before SMTP
authentication is enabled)
Input the waiting time for sending mail.
Numerals between 1 and 3600 can be used. The default setting is "1000".
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- [Setup Remote Support] screen (1/5)

Setup Remote Support
Remote Support communication environment is configured along with the customer information being transmitted to the REMCS center.

ETERNUS

Information File

Customer Information File [ Browse.
C ication Envi File [ Browse...
Import

Customer Information

Message

12) This function sends customer and hardware configuration information to Fujitsu 'REMCS Center. The information is used for customer hardware support,
improvement of Fujitsu products and te send information regarding new products. This information will never be disclosed to any third parties.
Under maintenance centract, any data required for problem investigation is automatically reported to Fujitsu 'REMCS Center,
Note that the information is encrypted before being sent.

[ Delete any Custorner Identity information from the sterage system after the information is sentto the REMCS Center.
Detailed Settings

Company Name *
Department/Division

Address *

Building Name

Administrator E-Mail Address *

Postal Code(Zip Code)

Phone Number *

I
I
[
[
Administrator Name * [
[
I
I
[

FAX Humber

- [Setup Remote Support] screen (2/5)

Setup Remote Support
Remote SUpport communication environment is configured alona with the customer infarmation being ransmitted to the REMCS center.

FAX Number [

Storage System Unique Name |
Country of tion (1503166 A2) * |
Example: JP, US, DE, etc.

Installation Location

Address [

Building Name |

Information filled by Field Engineers

Installation Date Year |2001 =|-Month: |01 =

Field Engineer E-Mail Address |

Customer Code [

Connection

Connection Type |\nleme1 Connection j
LAN Port used for Remote Support |MNT =

Service

Set
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ETERNUS

- [Setup Remote Support] screen (3/5)

Setup Remote Support
Remote Support communication environment is configured along with the customer information being transmitted to the REMCS center.

senvice
Scheduled Connection Time* [10 =] .[10 =]
Scheduled Connection Period * | Every Day |
Specify the Day of the Week  [Sunday =]
Proxy Server
Proxy Server |
portho. [
User Name |
Password |

Storage System E-Mail Configuration

SMTP Server *

[
PortNo. ™ 25

Sender Mail Address ~ |

SMTP Authentication Information

Authentication Type No SMTP Authentication -

Authentication Method | Aulomatic =

POP Server [

—

Port No.

- [Setup Remote Support] screen (4/5)

Setup Remote Support
Remote SUpport communication environment is configured alona with the customer infarmation being ransmitted to the REMCS center.

SMTP Authentication Information

Authentication Type W
Authentication Method | ~utomatic ~
POP Server [
Port Ho. 1
User Name: [
Password [
REMCS Center
REMCS Center * - |
HTTP Server [
Port Ho. 1

Receiver Mail Address |

Detailed Configuration Information

= Enable Message Fragmentation (" Disable Message Fragmentation

B4 KB (64 -5400)

 Specify & Do not specify

Mail Message Fragmentation Setting

Specify Storage System Name for HELO/EHLO Announcement when Sending Mail I

Set
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- [Setup Remote Support] screen (5/5)

Setup Remote Support
Remote Support communication environment is configured along with the customer information being transmitted to the REMCS center.

3

Detailed Configuration Information
@ Enable Message Fragmentation ¢~ Disable Message Fragmentation

B4 KB (64 -5400)

" Specify & Do not specify

Mail Message Fragmentation Setting

Specify Storage System Name for HELO/EHLO Announcement when Sending Mail I

Time Information
Message

I2) The fallowing Timing parameters should not be changed for normal usage
Flease enable checkbox below in case the Timing parameters are changed.

[T Change following Timing Parameter items

SMITP Response Timeout {sec.) Fo— le-3sm
SMITP Retry Count F a-sn
SMITP Retry Interval (sec.) o ¢-3s0m
HTTP Timeout (sec.) 50 (1-3600)
HTTP Retry Count FE  a-sy
HTTP Retry Interval (sec.) F -

Queue Time before Sending Mails (msec.) 000 1-3600)
{only when POP Before SMTP authentication is enabled)

Hote

A& Remote Supportis currently offline.
Ifthe cenfiguration is changed here, the REMCS connection will be enabled for a short time to update the configuration information.

/b~ designates mandatory field.

& By clicking on the [Sef] button, the configuration infarmation is sent to the REMCS center.
The REMCS center will verify the information and the result of verification is sent back to the "Administrator E-mail address™. Flease make sure to check the contents of the
E-mail for coreciness

Depending on the network situation, it may take some time for the round trip transmission

Set

3 Click the [Set] button.
— A confirmation screen appears.

Caution @ In the following conditions, an error screen appears.
¢ Click the [Set] button without setting the required item (items with

ll*")

* Click the [Set] button with invalid values
* When the selected setting information file is not correct

* When file format of the selected setting information file is not
correct

4 Click the [OK] button.
x|

? ) Are you sure?
g —
" Cancel |

— The specified Remote Support setting is registered.

End of procedure

Caution @ After completing the setting, the REMCS center sends the setting result to
the specified "Administrator E-Mail Address". Make sure to confirm the

settings.
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6.3.4

Update Customer Information

The [Update Customer Information] function changes the customer information specified in
"6.3.3 Setup Remote Support" (page 167).

Caution @ * Customer information saved in the ETERNUS DX60/DX80 can be
deleted after transmitting the information to the REMCS center. Check
the "Delete any Customer Identity information from the storage system
after the information is sent to the "REMCS Center"." and then delete
personal information saved in device" checkbox to delete the
information.

* The Remote Support setting information file (customer information file)
created by using REMCS Environment Setup Assist Tool (REMCS
ESAT) can be imported to the device, to simplify the input operation
required to be set for each device.
. ____________________________________________________________________________________________________________________________________|
The procedure to change the customer information is as follows:

Procedure

1 Click the [Update Customer Information] under the [Remote Support] menu on
the [Global Settings] tab.
— The [Update Customer Information] screen appears.

2 Set the customer information again.

When importing customer information to the ETERNUS DX60/DX80
‘ Note all at once, click the [Browse...] button to specify the location where
the settings file has been stored, and click the [Import] button.

- [Update Customer Information] screen (1/2)

Update Customer Information

The customer information registered in the REMCS Center is updated
Information File —
Customer Information File [ Browse. Irmport:
Customer Information
Message
1) This function sends customer and hardware configuration information to Fujitsu 'REMCS Center. The information is used for customer hardware support,
improvement of Fujitsu products and te send information regarding new products. This information will never be disclosed o any third parties
Under maintenance centract, any data required for problem investigation is automatically reported to Fujitsu 'REMCS Center,
Note that the information is encrypled before being sent
[" Delete any Customer Identity information from the storage system after the information is sentto the REMCS Center.
Detailed Settings
Company Name * [
Department/Division | —
Address * |
Building Name [
Administrator Name * [
Administrator E-Mail Address * [
Postal Code(Zip Code) [
Phone Number * [
FAX Number |
Storage System Unique Name |
Country of fion (1503166 A2) * -
:I“
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- [Update Customer Information] screen (2/2)

Update Customer Information

The customer information registered in the REMCS Center is updated
Manager Name *

Mail Address *

Post Code

FAX Humber

Storage System Unigue Name

Country of fion (1IS03166 A2) *
Example: JP, US, DE, etc.

|
I
I
Phone Number * |
I
I
I

Installation Location

Address |

Building Name |

Information filled by Field Engineers

Installation Date Year:|2001 | -wonth: |01 ¥

Field Engineer E-Mail Address |

Customer Code |

Note

I ——————
3 Click the [Set] button.
— A confirmation screen appears.
4 Click the [OK] button.
x
\?) e you sure?

Canicel

L

— The customer information is changed.

End of procedure

6.3.5 Update Communication Environment Information

The [Update Communication Environment Information] function changes the communication
environment information specified in the "6.3.3 Setup Remote Support" (page 167).

Caution @ The Remote Support setting information file (communication environment
information file) created by using REMCS Environment Setup Assist Tool

(REMCS ESAT) can be imported to the device, to simplify the input
operation required to be set for each device.
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The procedure to update communication environment information is as follows:

Procedure

1 Click the [Update Communication Environment Information] under the [Remote
Support] menu on the [Global Settings] tab.
— The [Update Communication Environment Information] screen appears.

2 Set the communication environment information again.

When importing communication environment information to the

‘ Note ETERNUS DX60/DX80 all at once, click the [Browse...] button to
specify the location where the settings file has been stored, and click
the [Import] button.

- [Update Communication Environment Information] screen (1/3)

Update Communication Environment Information
The communication environment for Remote Support function is updated.

Information File I

Communication Environment Information File | Browse.. | lmport

Communication Environment Information

Connection

Connection Type |\ntemel Connection j
LAN Port used for Remote Support | MNT =

Service

Scheduled Connection Time * |00 >} |00 =

Scheduled Connection Period * | Every Day j

Specifythe Day of the Week [ Suriday -

Proxy Server

Proxy Server |

Port No.

User Name |

Password |

Storage System E-Mail Configuration

SMTP Server * [ o
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- [Update Communication Environment Information] screen (2/3)

Update Communication Environment Information
The communication environment for Remote Support function is updated

Storage System E-Mail Configuration

SMTP Server * [

Port No. *

Sender Mail Address *

SMTP Authentication Information

Authentication Type Mo SMTF Authentication B
Authentication Methed |Automatic =

POP Server |

Port No. 0

User Name [

Password [

REMCS Center

REMCS Center * Direct Input Setting ¥

HTTP Server [

Port No.

Recelver Mail Address |

Detailed Configuration Information

- [Update Communication Environment Information] screen (3/3)

The communication environment for Remote Support function is updated

Detailed Configuration Information
& Enable Message Fragmentation ¢ Disable Message Fragmentation

64 KB (64 - 5400)

" Specify = Do not specify

Mail Message Fragmentation Setting

Specify Storage System Name for HELO/EHLO Announcement when Sending Mail I

Time Information
Message

4] The following Timing parameters should not be changed for normal usage
Flease enable checkbox below in case the Timing parameters are changed

[~ Change following Timing Parameter items

SMTP Response Timeout (sec.) 50 (1-3800)
SMTP Retry Count F  la-sn
SMITP Retry Interval (sec.) F a-3om
HTTP Timeout (sec.) )
HTTP Retry Count [ (1-60}

HTTP Retry Interval (sec.) (1-3600)

Queue Time before Sending Mails (msec.)

= 1000 (1-3600)
{only when POP Before SMTP authentication is enabled)

HNote

& Remote Support is currently offline
Ifthe configuration is changed here, the REMCS connection will be enabled for a short time to update the configuration information

. * designates mandatory figld.

& By clicking on the [Sef] button, the configuration infarmation is sent to the REMCS center,
The REMCS center will verify the information and the result of verification is sent back to the “Administrator E-mail address™. Please make sure to check the contents
of the E-mail for correctness.

Depending on the network situation, it may take some time for the round trip transmission.

3 Click the [Set] button.
— A confirmation screen appears.
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6.3.6

4 Click the [OK] button.
]

\?/. Are you sure?

— The communication environment information is changed.

End of procedure

Setup Log Sending Parameters

The [Setup Log Sending Parameters] function transfers the internal log to the REMCS center.
Select "Send Log Automatically" or "Send Log Manually".
* Send Log Automatically
ETERNUS DX60/DX80 sends the log automatically.

* Send Log Manually
Send log manually.

Caution @ This function is not available in the following conditions:
* When "6.3.3 Setup Remote Support" (page 167) is not finished

* When a problem is detected in the Remote Support settings
* When the "Receiver Mail Address" (REMCS center) is not specified for
the Remote Support

* When the Remote support function is "Stopping" (refer to "6.3.7 Stop/
Restart Remote Support" (page 182))

The procedure to send log is as follows:

Send Log Automatically

Procedure

1 Click the [Setup Log Sending Parameters] under the [Remote Support] menu on
the [Global Settings] tab.
— The [Setup Log Sending Parameters] screen appears.

2 Click the [Send Log Automatically] link on the left of the screen.
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3 Specify the following items, and click the [Set] button.

* Send Method
To send logs automatically in the case of a failure, check the "Send" checkbox.
» Send Period
To send logs on regular basis.
Check the "Enable send period" checkbox, and specify time, period, and day of the
week.

The automatic transmission of support log to the REMCS center is configured. Also, the manual transmission of support log can be executed.

* Send Log Automatically Send Method
* Send Log Manualk
Send Loy when Ertors Occur [ Send

Send Period
[ Enable send period
Time [os =] .[o0 =]
Period lm
DayoftheWeek [Frioay =]

e
— A confirmation screen appears.
4 Click the [OK] button.
x|
\?‘) Are you sure?

Cancel |

— The send log (Send Log Automatically) is performed.

End of procedure

Send Log Manually

Procedure

1 Click the [Setup Log Sending Parameters] under the [Remote Support] menu on
the [Global Settings] tab.
— The [Setup Log Sending Parameters] screen appears.

2 Click the [Send Log Manually] link on the left of the screen.
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3 Specify the following items, and click the [Run] button.
* Incident Number
Specify the incident number of the manually sent log.
* Expander Log Collection
To obtain the Expander log, check the "Collect" checkbox.
» Time Specified
To specify the time to send log, check the "Specify" checkbox, and specify the start and

Setup Log Sending Parameters
The automatic transmission of support log to the REMCS center is configured. Also, the manual transmission of support lag can be executed
» Send Log Automatically Manually
= Send Log Manually
Incident Number 111
Expander Log Collection [ Collect
Time Specified ¥ Specify
Start Time 2001 =f-j01 =] |01 = 00 x|.f00 x]:jo0 =
End Time 2001 =).|01 =j-|01 = 00 >|:|00 =00 =

——————— )

— A confirmation screen appears.
4 Click the [OK] button.
x|
\?) Are you sure?
Cancel |

— The send log (Send Log Manually) operation is performed.

End of procedure

6.3.7 Stop/Restart Remote Support

The [Stop/Restart Remote Support] function stops or restarts the Remote Support.

This function is used for long time suspension such as relocating the system.

When suspending the Remote Support function, the device support status is changed from
"Operating" to "Stopping". When restarting the Remote Support function, the device support sta-
tus is changed from "Stopping" to "Operating". When in the "Stopping", all Remote Support func-
tions, such as automatic notification of device errors to the REMCS center, are stopped.
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Caution @ e Perform "6.3.3 Setup Remote Support" (page 167) in advance.

e This function is not available when the ETERNUS DX60/DX80 is in
"Maintenance".

* The event of stopping or restarting the Remote Support function is
transferred from the ETERNUS DX60/DX80 to the REMCS center.

The procedure to stop or restart the Remote Support is as follows:

Procedure

1 Click the [Stop/Restart Remote Support] under the [Remote Support] menu on
the [Global Settings] tab.

— The [Stop/Restart Remote Support] screen appears.
2 Click the [Stop] or [Restart] button.

Stop/Restart Remote Support
Remote Support function is temporarily stopped and restarted.

Message

(1) Click the "Stop" button below to stop the Autarmatic Error Motification. The status will change to "Remaote Support Function Termporarily Stopped"

Stop/Restart Remote Support

Remote Support Status  Rermate Support Operations in Progress

————, |

— A confirmation screen appears.
3 Click the [OK] button.
x|

\?) Are you sure?
e —
Cx D e |

— The stopping/restarting Remote Support is performed.

End of procedure
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6.4

6.4.1

System Settings

Modify Date and Time

The [Modify Date and Time] function is used to set the time/date and time zone (device location)
of the internal clock.

The clock is used for checking the internal log and Eco-mode, etc. of the ETERNUS DX60/DX80.
This function is used when moving the ETERNUS DX60/DX80 to a new installation site, and/or
changing the device date/time. The time zone setting is used for Remote Support function. It is
possible to setup the NTP server to automatically set the time. If an NTP function cannot be
used, resetting the time once a month is recommended.

Caution Q) * When using Eco mode, make sure to set the time/date correctly.
If the time/date of the ETERNUS DX60/DX80 is wrong, processes used

for stopping and starting the disk motor cannot be performed per the
Eco mode schedule.

* When using the NTP server, the time modification method is step mode
(modify immediately).

The procedure to modify date and time is as follows:

Procedure

1 Click the [Modify Date and Time] under the [System Settings] menu on the
[Global Settings] tab.
— The [Modify Date and Time] screen appears.

2 Specify the following items, and click the [Set] button.

¢ Date/Time Information

- Current Time
Current date and time setting is displayed.

- Date
To change the "Current Time", input the new date and time.

* Time Zone
Set the time difference (GMT).

- Time Zone
Select the Time Zone from the list box. If the appropriate Time Zone does not exist,

select "Direct Input", and specify the time difference using "+" or "-", hour, and
minute.
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* Daylight Saving Time
- Set
Select whether to set the Daylight Saving Time "ON" or "OFF" with the radio button.
- Range
If "Set" is "ON", set the Daylight Saving Time period. Select "by day of the week" or
"by Date" with the radio button, and input the required parameters.
* NTP Service

- NTP server
Select "NTP enabled" or "NTP disabled" with the radio button. When NTP is
enabled, input the IP address or domain name for the NTP server in the text box.
ETERNUS DX60/DX80 is synchronized with the NTP server in a step mode fashion.
- LAN Port used for NTP
Select the LAN port to be used for NTP connection from "MNT" or "RMT".
- Access Status
Access state to the NTP server is displayed.

The internal real time clock is configured. Date, Time, and Time zone are set.

Date/Time Information

Current Time 2009-05-18 14:26:54

Date YearEﬂﬂQ - Month:f5 -Day/18 Hour[14 _Mmule.lEE Second:j44

Time Zone

[ (GMT+03:00) Tokyo, Osaka, Kyoto, Fukuoka, Sapporo x|

Time Zone E "'_LI m

Daylight Saving Time
Set € ON = OFF

bydayofthe Start [January -] -[1st =] -[Sunda = [00E o0

I3

- wreel. End [January 7] -[1st 5] [sunday =] [00[=] 00
nge
start [Janvay ] -[01]E 00 =] 00
© byDate
End [Janvary & -[01]E 00 =] :00
NTP Service
€ NTP enabled @& NTF disabled
NTP server I
LAN Port used for NTP [T =
Access Status Notyet Set

|

— A confirmation screen appears.
3 Click the [OK] button.
X
\?‘) Are you sure?
: Cancel |

— The date and time setting is set.

End of procedure
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6.4.2

Modify Storage System Name

The [Modify Storage System Name] function is used to set the name, administrator, and installa-
tion site of the ETERNUS DX60/DX80 Disk storage system.
Information registered in this screen is used for the following functions and screens:

* Network management using SNMP
» Storage system name displayed in logon screen and operation screens

» Friendly Name (storage system name){"") for Virtual Disk Service (VDS)
*1: VDS is a storage management function of the Windows Server®.

The procedure to register the storage system name is as follows:

Procedure

1 Click the [Modify Storage System Name] under the [System Settings] menu on
the [Global Settings] tab.
— The [Modify Storage System Name] screen appears.

2 Specify the following items, and click the [Set] button.

* Name
Input the storage system name.
Up to 16 alphanumeric characters and symbols (including blanks) can be used.

* Installation Location
Input the device installation location.
Up to 50 alphanumeric characters and symbols (including blanks) can be used.

* Administrator
Input the system administrator information (contact name and address).
Up to 50 alphanumeric characters and symbols (including blanks) can be used.

* Description
Input the system description.
Up to 50 alphanumeric characters and symbols (including blanks) can be used.

Modify Storage System Name
The name of the Storage System, Location, Administrator name and other attributes about the storage system are defined and modified here.

Set the Name of this Storage System

Name ETERNUS_01 (1- 16 characters(alphanumeric character blanc sign))

Installation Location [Server Center (1- 50 characters(alphanumeric character blank sign})

Administrator [Fuiitsu Tare (1 - 50 characters(alphanumeric character blank sign))

Description [Test (1- 50 characters(alphanumeric character blank sign))

-
— A confirmation screen appears.
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3 Click the [OK] button.
x|

\?/I Are you sure?

Cancel

— The specified storage system name is registered.

End of procedure

6.4.3 Setup Encryption Mode

The [Setup Encryption Mode] function enables or disables encryption mode.
When encryption mode is enabled, an encryption buffer is secured in the cache memory of the
controller module.

Caution @ * When the "Setup Encryption Mode" is not displayed in the menu, the
encryption function is not available.

* Encryption related functions are only available after enabling encryption
mode.

* When disabling the encryption mode, reboot the ETERNUS DX60/
DX80.

* The encryption buffer capacity for each controller module (CM0/CM1) is
76MB for ETERNUS DX60, and 230MB for ETERNUS DX80.

* Once encrypted, volumes cannot be changed to non-encrypted
volumes.

* When disabling the encryption mode, delete all the encrypted volumes
and volumes being encrypted in advance.

* Encryption function cannot be used under the following conditions:
- Encrypted volumes exist
- Volumes being encrypted exist

- The cache memory capacity for all the controller modules in the
ETERNUS DX60/DX80 is not the same

- Required cache memory capacity cannot be secured for enabling the
encryption mode

The procedure to setup encryption mode is as follows:

Procedure

1 Click the [Setup Encryption Mode] under the [System Settings] menu on the
[Global Settings] tab.
— The [Setup Encryption Mode] screen appears.
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2 Select whether to "Enable" or "Disable" encryption mode, and click the [Set]
button.

Setup Encryption Mode
Encryption feature is enabled for this storage system. Once the feature is enabled, encrypted volumes can be created.

Hotice

. The storage system must be power cycled in order to disable Encryptien mode.

‘Setup Encryption Mode
Encryption Mode  Enable ¢ Disable

— A confirmation screen appears.
3 Click the [OK] button.
x|
\‘2:) fAre you sure?

— The encryption mode is set.

End of procedure
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6.4.4 Change Box ID

The [Change Box ID] function changes the Box ID that identifies an ETERNUS DX60/DX80 in
the user system.

Box ID is used as information to identify the ETERNUS DX60/DX80 from applications connected
to the ETERNUS DX60/DX80. The initial Box ID is a device ID that is created by combining
device information (series name, model, serial number, etc.).

If upgrading or replacing the ETERNUS DX60/DX80, the existing Box ID will change with the
ETERNUS DX60/DX80 change. Therefore, there is a risk that the backup data saved in the pre-
vious ETERNUS DX60/DX80 cannot be used, so it is necessary to reconfigure the user system
after the ETERNUS DX60/DX80 is upgraded or replaced. This function changes the device BOX
ID to the same ID as that of the previous ETERNUS DX60/DX80 in order to avoid any problems
and also use the same backup data in the new device.

Caution @ * ABox ID is a unique name in the user system. Make the Box ID different
from that of other ETERNUS Disk storage systems in the user system. If

the Box ID is not changed, the Device ID is used as a Box ID.
* You cannot change the Box ID during Advanced Copy or RAID
migration.

The procedure to change Box ID is as follows:

Procedure

1 Click the [Change Box ID] under the [System Settings] menu on the [Global
Settings] tab.
— The [Change Box ID] screen appears.

2 Input the Box ID and click the [Set] button.

Set the Box ID with 40 characters.
Alphabetic characters (upper case), numerals, blanks, and hash key characters (#) can be

used.
Caution @ In the following conditions, a Box ID cannot be set.
* When a Box ID is not entered

* When the input value of a Box ID is less than 40 characters

* When the entered value of a Box ID is not alphabetic characters
(upper case), numerals, blanks, or hash key characters (#)
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ETERNUS

Change Box ID
Box ID which is a unigue identifier for the storage system used for Advanced Copy function can be modified

Information

1) Box ID's must be exactly 40 characters long and only capital letters, numbers, spaces and % symbols may be used

SetBox ID

Box ID [D0ETERNUSDXLA#ETOBF21A####N0000000000##

e
— A confirmation screen appears.
Click the [OK] button.
x|
\?) Are you sure?
Cancel |

— The specified Box ID is registered.

End of procedure

6.4.5 Setup Power Management

The [Setup Power Management] function connects the external input device and controls (shuts
down) the ETERNUS DX60/DX80 power.

Caution @ * When using power management function, the AUTO POWER switch

(AC power interlock mode) setting as well as GUI setting for ETERNUS
DX60/DX80 is required. Refer to "ETERNUS DX60/DX80 Disk storage
system User Guide" for details.

« If this function is enabled by mistake, the ETERNUS DX60/DX80 may
shut down unexpectedly.
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The procedure to setup power management is as follows:

Procedure

1 Click the [Setup Power Management] under the [System Settings] menu on the
[Global Settings] tab.
— The [Setup Power Management] screen appears.

2 Specify the following items, and click the [Set] button.

Enable
Select the controller module to enable power management by an external input device
(both checkbox can be selected at the same time).

- CM#0
- CM#1

When the ETERNUS DX60/DX80 has only one CM, CM#1
‘ Note cannot be selected.

Delay until Shutdown (min.)
Set the delay time before starting shutdown after receiving a battery low signal between
0 and 15 (minutes).
Set management unit interface
Select the device connecting via RS232C interface.
The "Manual" setting is for particular use, thus should not be used during normal
operation.

- Power Synchronized Unit

- PMAN

- Manual
Power Failure Signal
Select the signal logic for power failure signal when the power failure occurs (Positive:
positive logic, Negative: negative logic).
Low Battery Signal
Select the signal logic for a low battery signal when a low battery charge occurs
(Positive: positive logic, Negative: negative logic).
UPS Shutdown Signal
When enabling the UPS shutdown signal, check the "Enable" checkbox. Also, select
the signal logic for UPS shutdown signal (Positive: positive logic, Negative: negative
logic).
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Setup Power Management
Remote power management is configured here.

Shutdown by External Power Management Unit
Enable W CM#) [T CM#
Delay until Shutdown (min.)} 0 -
Set management unitinterface  Power Synchronized Unit & PMAN ¢ Manual

Power Failure Signal i Positive € Negative

Low Battery Signal & Positive € Negative
. I~ Enable

UPS Shutdown Signal

i Positive € Negalive

.___________________________ wr>;
— A confirmation screen appears.

3 Click the [OK] button.
zl
\?) Are you sure?

Cancel |

— The power management setting is set.

End of procedure
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6.5

Host I/F Management

Host I/F Management provides the following host connection related functions.

* Set Port Parameters
e Setup Host

* Setup Host Response
* Modify Reset Group

ETERNUS DX60/DX80 can relate the Logical Unit Number (LUN) of the host to volumes in the
device, and set or limit the volume that is recognized from the host.
Host Affinity relates the LUN and volume to each interface port connected in the host.

® When using Host Affinity function

The [Host I/F Management] is used when connecting multiple servers via a switch.

The server recognizes the affinity group specified for each Host Bus Adapter (HBA).

By restricting the volumes can be recognized from each server, security improvement is
expected.
The following shows a basic concept for affinity group.

Apply Affinity Group #00 for the access from
HBA#A (=Server A) and HBA#B (=Server B)

000000000
000000000
000000000

Server A

Switch

000000000
000000000
000000000

Server B

000000000
000000000
000000000

HBA#C

Server C !

________

Restrict the server
that can be accessed

per port

Affinity Group #00 @
P, ¥ B T
ort | LUN#0 -  Volume#0
il M) S
- 1
s -
P T T
A} 1
L ULUN#27-5  Volume#127
TR SR
1
ffinity Group #01
' T~~~ ==-=======-=
'LUN#0 —»  Volume#128
R R R LR
Port : o
Fem e — Ol e -
1
' LUN#12745  Volume#255
1
""""""""" o

Apply Affinity Group #01 for the access from
HBA#C(=Server C)
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® When Host Affinity function is not used

When the host affinity function is not used, the server recognizes the volume related to LUN in
each ETERNUS DX60/DX80 port.

This method is suitable for connecting the server and ETERNUS DX60/DX80 directly.

The following shows a basic concept when the same volume is LUN mapped to each port.

LUN#0 = Volume#0

LUN#127 = Volume#127

000000000
000000000
600000060

________

-

= Port

000000000
000000000
006000000

! LuN#27
1

________

Server A and Server B
recognize the LUN#0 as Volume#0

LUN#0 = Volume#0

LUN#127 = Volume#1 27

The following shows a basic concept when different volumes are LUN mapped to each port.

LUN#0 = Volume#0

LUN#127 = Volume#127

Server A recognizes LUN#0
as Volume#0 Q
_____ F-=-==-========="
838 ' Volume#0 :
g8 po----- e |
888 1 1
CEE 37 T SO DU [ > |
— L e e e - - - b e e e e e e e e === = - 1
1 1
' Volume#127 '
______ I'"""J"__"'I
883 LUN#0 I Volume#128 :
833 b e e oo !
Port | _ |
°00 . e B t _____________ :
""" 1 1
' ! Volume#255 '
1
———————— Server B recognizes LUN#0 ~ _C:_/
as Volume#128

LUN#0 = Volume#128

LUN#127 = Volume#255
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6.5.1

Set Port Parameters

The [Set Port Parameters] function sets the connecting information for ports to connect to the
server.

There are three types of Host I/F; FC, iSCSI, and SAS. Procedures to set port parameters varies
depending on the Host I/F types.

Caution @ When the Host Affinity function is enabled, use the [Setup Host] function to
set the host response for each host. When the Host Affinity function is

disabled, use the [Set Port Parameters] function to set the host response
for each port.

For details, refer to "ETERNUS Disk storage systems Server Connection
‘ Note Guide" for each operating system.

Set FC Port Parameters

The [Set FC Port Parameters] function sets the connection information between the FC port of
the ETERNUS DX60/DX80 and host (FC port parameters).
The procedure to set FC port parameters is as follows:

Procedure

1 Click the [Set FC Port Parameters] under the [Host I/F Management] menu on
the [Global Settings] tab.
— The [Set FC Port Parameters] screen appears.

2 Specify the following items, and click the [Set] button.

* Port
Select the target port.
* Connection
Select the connection method for the target port from the "Fabric" or "FC-AL". The
default setting is "FC-AL". When "FC-AL" is selected, it is necessary to assign a Loop-
ID to the port.
e Set Loop ID
When the "Connection" is "FC-AL", select "Manual" or "Auto" to specify the Loop ID.
* Loop ID
When the "Set Loop ID" is "Auto", select "Ascending” or "Descending".
When the "Set Loop ID" is "Manual”, specify the Loop ID (last 2 digits of 0x00 to 0x7D).
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e Transfer Rate
Select the transfer speed from the following:
- For 4Gbps models
* Auto Negotiation
¢ 1Gbps
e 2Gbps
* 4Gbps
- For 8Gbps models
* Auto Negotiation
* 2Gbps
* 4Gbps
e 8Gbps
* Frame Size
Select the frame size of the target port according to the destination server or switch
(2,048Byte, 1,024Byte, or 512Byte).
* Host Affinity
Select whether to "Enable" or "Disable" the host affinity function for the target port.
Select "Enable" when restricting access per server (when connecting via switches).
When the switch is not connected (directly connected to the ETERNUS DX60/DX80),
select "Disable".
* Host Response
When the "Host Affinity" is "Disabled", select the host response to allocate to the target
port.
- Default
The initial pattern is displayed. Sense information is not converted.
- Host Response (Number:Name)
Identification number of the host response registered in the ETERNUS DX60/DX80
is displayed.
When the host response name is registered, it is also displayed.
* Reset Scope
Select the reset scope from"|_T_L" or "T_L". The default settingis "l_T_L".
Reset scope is the range where the command reset request from the server is
performed, when the port is connected to multiple servers.
- |_T_L (I: Initiator, T: Target, L: LUN)
Reset (cancel) the command request from the server that sent the command reset
request.
- T_L (T: Target, L: LUN)
Reset (cancel) the command request from all servers that are connected to the port
(regardless of whether the LUN is recognized).
* Release Reservation if Chip is Reset
Select whether to "Enable" or "Disable" the function to release the volume's reserved
status when the target port (chip) is in Reset status.
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Set FC Port Parameters
FC portp are changed.

Port Settings

Port [z Poran =]
Connection @ Fabric " FC-AL
Set Loop ID © Manual & Auto
Loop 1D [Ascending 5]
Transfer Rate [Auto Negotiation =]
Frame Size lm

Host Affinity @ Enable (" Disable
Host Response lm

Reset Scope LT L CT.L

Release Reservationif Chipis Reset ¢~ Enable (% Disable

———————————— |

— A confirmation screen appears.
3 Click the [OK] button.
x
\?) Are you sure?

e —
Cancel |

— The FC port parameters are set.

End of procedure

Set iISCSI Port Parameters

The [Set iSCSI Port Parameters] function sets the connection information between the iSCSI
port of the ETERNUS DX60/DX80 and host (iSCSI port parameters).

Caution @ » Each port must have a unique IP address. The same IP address cannot
be set again in the ETERNUS DX60/DX80.

* An iSCSI name is a unique name in the ETERNUS DX60/DX80. The

same iSCSI| name cannot be specified for multiple iSCSI ports.

However, the same iSCSI name has been specified for all ports by

default (only the default value can be same). When these name must be

recognized separately, change the iSCSI names. For multipath
connection, iISCSI names must be changed.
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The procedure to set iSCSI port parameters is as follows:

Procedure

1 Click the [Set iSCSI Port Parameters] under the [Host I/F Management] menu
on the [Global Settings] tab.
— The [Set iSCSI Port Parameters] screen appears.

2 Specify the following items, and click the [Set] button.
* Port
Select the target port.

* |P Address
Specify the IP address for the target port (required).

Click the [Test Connection (ping)] button to display the [Send ping
‘ Note Command] screen. Specify the IP address of the connection

destination device whose connection status is to be checked and

number of execution, and click the [Send] button.

Sending the "ping" command enables you to check whether the

IP address is allocated correctly, and connection path to the

destination device is normal.

* Subnet Mask
Set the subnet mask for the target port (required).
* Default Gateway
Set the default gateway for the target port.
* iSNS Server
Select wether to use the iISNS server in the target port.
When "Enable" is selected, specify the IP address for the iISNS server.

Internet Storage Name Service (iSNS) is almost equivalent to

‘ Note Domain Name System (DNS) for the Internet. iISNS server is
used to convert the iISCSI name to the IP address on the iSCSI
network.

* iSCSI Name
Set the iISCSI name for the target port. Up to 233 alphanumeric characters and
symbols ([!], [-], [_], [.]) can be used. Click the [Default] button to set the default iISCSI

name.
Caution @ An iSCSI name is a unique name in the ETERNUS DX60/DX80.
The same iSCSI name cannot be set to multiple iSCSI port

except the device iSCSI name.

* Alias Name
Set the alias name for the target port. Up to 31 alphanumeric characters and symbols
(including blanks) can be used.
While the iSCSI name is a formal nomenclature that specifies the target iSCSI port, an
alias name is used as nickname.
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¢ Host Affinity
Select whether to "Enable" or "Disable" the Host Affinity function for the target port.
Select "Enable" when restricting access per server (when connecting via switches).
When the switch is not connected (directly connected to the ETERNUS DX60/DX80),
select "Disable".

* Host Response
When the "Host Affinity" is "Disabled", select the host response to allocate to the target
port.

- Default
The initial pattern is displayed. Sense information is not converted.

- Host Response (Number: Name)
Identification number of the host response registered in the ETERNUS DX60/DX80
is displayed.
When the host response name is registered, it is also displayed.
* Reset Scope
Select the reset scope from "|_T_L" or "T_L". The default settingis "l_T_L".
Reset scope is the range where the command reset request from the server is
performed, when the port is connected to multiple servers.
- I_T_L (I: Initiator, T: Target, L: LUN)
Reset (cancel) the command request from the server that sent the command reset
request.
- T_L (T: Target, L: LUN)
Reset (cancel) the command request from all servers that are connected to the port
(regardless of whether the LUN is recognized).

* Release Reservation if Chip is Reset
Select whether to "Enable" or "Disable" the function to release the volume's reserved
status when the target port (chip) is in Reset status.

* CHAP
Select "ON" when enabling CHAP authentication (Bidirectional CHAP) for the target
port. To disable, select "OFF".
For CHAP Authentication, an encrypted password based on a random key that the
ETERNUS DX60/DX80 receives from the host is sent, and connection possibility is
judged on the server side.

* CHAP User Name
When "ON" is selected for "CHAP", specify the user name that accesses the target
port. Up to 255 characters of alphanumeric characters and symbols (including blanks)
can be used.
This setting is required when CHAP authentication is used.
Make sure to set the user name and password in pairs.

¢ Change CHAP Password
When changing the CHAP password, select the checkbox. This checkbox can only be
selected when "ON" is selected for "CHAP" and the password has already been set.

* Password
Specify the password for the currently specifying "Chap User Name".

* New Password
When "ON" is elected for "CHAP", specify the password that accesses the target port.
Between 12 and 100 alphanumeric characters and symbols (including blanks) can be
used.
Make sure to set the user name and password in pairs.
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* Confirm New Password
Input the same character strings as the value entered in the "New Password" field for
confirmation.

* Header Digest
Select "OFF" when not adding Header Digest of the target port. When adding, select
"CRC32C". Header Digest is a check code to be added to the header part of the iISCSI
port detailed information.
Specify "CRC32C" when the host requests to add the check code. "CRC32C" is
algorithmic to create a check code.

» Data Digest
Select "OFF" when not adding Data Digest of the target port. When adding, select
"CRC32C". Data Digest is a check code to be added to the data area of the iSCSI port
detailed information.
Specify "CRC32C" when the host requests to add the check code. "CRC32C" is
algorithmic to create a check code.

* [Set iSCSI Port Parameters] screen (1/2)

Select Port —

CM#0 PORTED o)

Type i2Csl

TCPIP Settings
wasaress*  [82 [[iea F fr | Test Connection (ping}
sunetMask* [5E FE FE P
Detmult Gateway [152 | [168 |F  p3 |

@ Enable " Disable

ISNS Server ,T ,T h ,59_

I5C S| Settings

|SCSiName 177 2000-08.com Rijitsu slorage-5ystem. ad. 000000 Defaull

Dedault4SCSI Nameagn.2000-09. com fuytsu:storage-system. dad 00000000

asias Name | il
Ganaral Sattings

Host Afinity € Enatle & Disable

Host Response 0Dsfaun =]

Reset Scope ®LTLOTL

Release Reservation if Chip is Reset & Enatle © Disable

* [Set iSCSI Port Parameters] screen (2/2)

ISC51 Settings
1SCE) Hame Jjon.2000-02 com yjitsu:storage-system. i D000A000 Default |
Defaull-iSCEl Name ign, 2000-09, com fujitsu; storage-Sysiem, dd 00 000000
asias Name |
General Setlings
Host Affinity " Enabls & Disable
Hosl REsponse ODefaul 'I
Feset Scope EILTLOTL

Release Reservalion il Chip is Resel & Enable ¢ Disable

Sacunty
CHAP £10N & OFF
CHAP User Hame pern |
Change Password r
Password —

Hew Password ,7
Confrm new Password [
Header Digast & OFF © CRC32C
Data Digast % OFF ¢ CRC32C

— A confirmation screen appears.
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3 Click the [OK] button.

Microsoft Internet E x|
?)
\_.s/ Are you sure?

— The iSCSI port parameters are set.

End of procedure

Set SAS Port Parameters

The [Set SAS Port Parameters] function sets the connection information between the SAS port of
the ETERNUS DX60/DX80 and host (SAS port parameters).
The procedure to set SAS port parameters is as follows:

Procedure

1 Click the [Set SAS Port Parameters] under the [Host I/F Management] menu on
the [Global Settings] tab.
— The [Set SAS Port Parameters] screen appears.

2 Specify the following items, and click the [Set] button.

* Port
Select the target port.

* Host Affinity
Select whether to "Enable" or "Disable" the Host Affinity function for the target port.
Select "Enable" when restricting access per server (when connecting via switches).
When the switch is not connected (directly connected to the ETERNUS DX60/DX80),
select "Disable".

* Host Response
When the "Host Affinity" is "Disabled", select the host response to allocate to the target
port.
- Default
The initial pattern is displayed. Sense information is not converted.
- Host Response (Number: Name)
Identification number of the host response registered in the ETERNUS DX60/DX80
is displayed.
When the host response name is registered, it is also displayed.
* Reset Scope
Select the reset scope from "I_T_L" or "T_L". The default settingis "l_T_L".
Reset scope is the range where the command reset request from the server is
performed, when the port is connected to multiple servers.
- I_T_L (I: Initiator, T: Target, L: LUN)
Reset (cancel) the command request from the server that sent the command reset
request.
- T_L (T: Target, L: LUN)
Reset (cancel) the command request from all servers that are connected to the port
(regardless of whether the LUN is recognized).
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* Release Reservation if Chip is Reset
Select whether to "Enable" or "Disable" the function to release the volume's reserved
status when the target port (chip) is in Reset status.

SAS port parameters are changed

Port Settings

Port Ch#0 Pori#) >
Host Affinity  Enable  Disable
Host Response 0:Default ¥

Reset Scope LT L CTL
Release Reservation if Chip is Reset (™ Enable & Disable

I — e D
— A confirmation screen appears.

3 Click the [OK] button.
x|
\“:) Are you sure?

Cancel |

— The SAS port parameters are set.

End of procedure

6.5.2 Setup Host

The [Setup Host] function registers the HBA information to the ETERNUS DX60/DX80. By regis-
tering HBA information, access to the volumes in the ETERNUS DX60/DX80 is restricted, and
connections from servers with unregistered hosts are not allowed (when the Host Affinity function
is enabled).

There are three types of Host I/F; FC, iSCSI, and SAS. The required setting varies depending on
the Host I/F type.
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Caution @  This setting is not needed when the Host Affinity function is not used.
* When deleting the currently running host, the access from the target

host must be stopped. To set a new host, it is not necessary to stop host
access.

* When deleting host information, the settings for the affinity group and
LUN mapping that are associated with the host must be disabled in
advance.

* When using the Host Affinity functions, make sure to "Enable" the Host
Affinity setting of the port using the [Set Port Parameters] function.

For details, refer to "ETERNUS Disk storage systems Server Connection
‘ Note Guide" for each operating system.

Setup FC Host

The [Setup FC Host] function registers the FC information of the HBAs installed in the FC host to
be connected to the ETERNUS DX60/DX80.

Caution @ Up to 16 FC hosts (HBAs) per port can be connected for ETERNUS DX60.
For ETERNUS DX80, up to 32 FC hosts per port can be connected.

The procedures to set the FC Host (register) are as follows:

Procedure

1 Click the [Setup FC Host] under the [Host I/F Management] menu on the [Global
Settings] tab.
— The [Setup FC Host] screen appears.

2 Click the [Add] button.

Setup FC Host

Motce
4. If any informativn regarding active hosis is being modified or deleted please stop any access fom the comespending hosl servers.

Registered FC Host List

Hame W Host Respanse Status
rC Drzerert D00D00DICI4STCAR rDefaul Allve =

Cl 1.50rver2 DOOBOO0OCHASTCAT O Dafault Inactive d
dD ERREEET
S —

— The "Add New FC Host" field is displayed.
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3 Specify the following items, and click the [OK] button.
¢ FC Port

The list of FC port existing in the ETERNUS DX60/DX80 is displayed.

Caution @ When the fibre channel switch is connected to the ETERNUS
DX60/DX80, settings between the fibre channel switch and server

(FC host) must be completed in advance.

* WWN

Select the WWN, or directly input a WWN (required). 16 capital letters and numerals

can be used.
* Name

Specify the FC Host Name (required). Up to 16 alphanumeric characters and

symbols (including blanks) can be used.

* Host Response
Specify the host response for the target host (required).

Setup FC Host
HostInformation used to enable access for FC interfaces is defined here.

HNotice

& If any informaticn regarding active hosts is being modified or deleted please stop any access from the corresponding host servers.

Registered FC Host List

Name WWN Host Response Status
[ | O:serverd 00000000C9457CA8 0:Default Active
(i 1:server2 00000000C9457CAT 0:Default Inactive
T = e e

Add New FC Host

FC Port CM&0 Port#0 |»
00000000C9457CA6 ¥ Re-Discover WWN

VAN =

|EIUEIUEIEIEI[IC9(57CAE (18 characters)
Name * server2 (1- 18 characters(alphanumeric character blank sign})

gl Response * | 0:Default =

\

— The target FC host is added in the "Registered FC Host List".

Set
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‘Note

When changing or deleting the FC host settings, select the target FC
host in the "Registered FC Host List" field, and click the [Edit] or
[Delete] button.

When deleting all the registered FC hosts, click the [Delete All]
button.

| sowpeciomt |

Motice

b 1t 2y informatien regarding actve hests i baing modfed oo daleted phesse sinp any access from the eomespondng hosl ssrers

Registered FC Host List
tame: Hagt Respansa seatun
5] Osanart O-Dataut Actve o
r LR e
[ TDatat e =

4 Click the [Set] button.

Setup FC Host

HostInformation used to enable access for FC interfaces is defined here.

HNotice

Registered FC Host List
Hame

r O:servert
r 1:server2
r 2:serverd

Add. Edit Delete’

AL Ifany information regarding active hosts is being modified or deleted please stop any access from the correspending host servers.

WWN Host Response Status

00000000C8457CAS 0:Default Active ;I

00000000C9457CAT 0:Default Inactive

00000000C9457CAG 0:Default Inactive LI
Delete All

ee———ee |

— A confirmation screen appears.

5 Click the [OK] button.

Windows Internet Explo

? ) Are you sure?

Cancel

d

x|

— The FC host is set (registered).

End of procedure
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Setup iISCSI Host

The [Setup SAS Host] function registers the SAS information of the Host Bus Adapters (HBAS)
installed in the SAS host to be connected to the ETERNUS DX60/DX80.

For iSCSI connection, configure the server as an iSCSI initiator (the host that sends commands),
and the ETERNUS DX60/DX80 as an iSCSI target (the device that executes the commands).
Authentication is performed using the iSCSI name in each session between an initiator and tar-
get. CHAP Authentication, which matches the user name and password, can be performed in

this phase.
Caution @ Up to 16 iSCSI hosts (HBAs) per port can be connected for ETERNUS
DX60. For ETERNUS DX80, up to 32 iSCSI hosts per port can be
connected.

The procedures to set the iISCSI Host (register) are as follows:

Procedure

1 Click the [Setup iSCSI Host] under the [Host I/F Management] menu on the
[Global Settings] tab.
— The [Setup iSCSI Host] screen appears.

2 Click the [Add] button.

Setup iSCSI Host
Host Information u

sed to enable access for iSC8| interfaces is defined here.

Hotice

A if any information regarding active hosts is being madified or deleted please stop any access from the correspending host servers.

Registered iSCSI Host List

iSCSi tame P Address HostResponse Alias Name CHAP User ID Status
Adg ERt| EEE| R

S e
— The "Add New iSCSI Host" field is displayed.

3 Specify the following items, and click the [OK] button.
* iSCSI Port
The list of iISCSI port existing in the ETERNUS DX60/DX80 is displayed.

* iSCSI Name
Select the iISCSI Name, or directly input the iSCSI Name (required). Between 4 and
223 alphanumeric characters and symbols can be used.
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HNotice

Registered iSCSI| Host List

Add New iSCSI Host

The iSCSI Name cannot be obtained automatically in the
following conditions:
* The [Discover] button is inactivated

¢ When "Disable" is selected for the "iISNS server" in the "Set
iSCSI Port Parameters"

Caution (2 )

IP Address

Specify the IP address for the iSCSI host (required).

Name

Specify the iSCSI Host Name (required). Up to 16 alphanumeric characters and
symbols (including blanks) can be used.

Host Response

Specify the host response for the target host (required).

Alias Name

Specify the alias name for the iSCSI host. Up to 31 alphanumeric characters and
symbols can be used.

CHAP User Name

Specify the user name to access the target host. Up to 255 alphanumeric characters
and symbols can be used. This setting is not needed when CHAP authentication is not
used.

CHAP Password

Specify the password to access the target host. Between 12 and 100 alphanumeric
characters and symbols can be used (required).

Caution @ Make sure to set the user name and password in pairs.

Confirm CHAP Password
Input the same character strings as the value entered in the "CHAP Password" field for
confirmation (required).

Setup iSCSI Host
Host Information used to enable access for iSCS| interfaces is defined here

A fany information regarding active hosts is being modified or deleted please stop any access from the corresponding host servers.

Name iSCSI Name IP Address Host Response Alias Name CHAP User ID Status

i Efii| EEEE| EEEEE

iSCSI Port

| ﬂ Discover
,m (13 - 223 charactersialphanumeric character sign))
IP Address * ez e [ =

Name * senvert

Host Response * ,m

,7 (Max 31 characters)

,— (Max 255 characters)

,— (12 - 100 characters(alphanumeric character sign))

Confirm CHAP Password= | | (12- 100 characters(alphanumeric character sign))

iSCSIHame *

Alias Hame
CHAP User ID
CHAP Password *

\
— The target iSCSI host is added in the "Registered iSCSI Host List".

Set:
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‘Note

[Edit] or [Delete] button.

When changing or deleting the iISCSI host settings, select the target
iSCSI host in the "Registered iSCSI Host List" field, and click the

When deleting all the registered iSCSI hosts, click the [Delete All]

button.

Regstarad S50 Host List
N IS N

[ Oserer! e 00810 sample comuisesl 1230 230 I EMIEM-10

L et s 1734173 T TR T34

[ B T

. 17 3w inviom o, ragaring active hostn & Baing ModNeg o selalnd §es58 S100 a0y ACE3E o NG CmreEnondng hosl semers

P Adddy s
VL1809 48
1921669 44

Sates
e 2]

Inactve

Woul Respoorse Allns Matse CHAP gy 10
aCefaull
aDstault

4 Click the [Set] button.

Setup iSCSI Host
Host Information used to enable access for ISCS| interfaces is dafined hers

Hotice

Registered iSCSI Host List
Name
r Oserver!  ign.2009-10.sample.com.iscsi 123412341234123412341224-10 192.168.1.48

iSCSI Name IP Address Host Response

0:Default

Add Edit [SElEte Delete All

A ff any information regarding active hosts is being modified or deleted please stop any access from the corresponding host servers

Alias Name  CHAP User|D  Status
inactive =
=

— A confirmation screen appears.
5 Click the [OK] button.
x|
\?) Are you sure?

Canicel

:

— The iSCSI host is set (registered).

End of procedure
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Setup SAS Host

The [Setup SAS Host] function registers the SAS information of the Host Bus Adapters (HBAS)
installed in the SAS host to be connected to the ETERNUS DX60/DX80.

Caution g ) Up to one SAS host (HBAs) per port can be connected.

The procedures to set the SAS Host (register) are as follows:

Procedure

1 Click the [Setup SAS Host] under the [Host I/F Management] menu on the
[Global Settings] tab.
— The [Setup SAS Host] screen appears.

2 Click the [Add] button.

Hotice

£ sy inforrration regarding active hosts is being rmodified or delated please stop any sece=s from tha comesponding hos! saners

Fegistarod SAS Host List
Hame SAS Addiess Huast Respatise Statis

() sarver] 500G0SB00D0BI4F4 0 Dataun Inastve -
P El |

[ ————__ e ]
— The "Add New SAS Host" field is displayed.

3 Specify the following items, and click the [OK] button.

e SAS Port
The list of SAS port existing in the ETERNUS DX60/DX80 is displayed.

¢ SAS Address
Select the SAS address, or directly input a SAS address (required). 16 capital letters
and numerals can be used.

* Name
Specify the SAS Host Name (required). Up to 16 alphanumeric characters and symbols
(including blanks) can be used.

* Host Response
Specify the host response for the target host (required). Refer to "ETERNUS Disk
storage systems Server Connection Guide (SAS)" for details.
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hiotice

fian usEd 1o enadle accass fof SAS mterfaces |5 dangd hare

. W any infoerreation regarding aclive hasts ks being modified or dedeted please stop ary access from the coresponding bost saners

SAS Pt Cwll Porl "i

hfiespansa’ | [ Dafault =
@ ancal

———

Registarod SAS Host List
[ SAS Addiess Host Respairse Statiss
= 0:5arver S0DG0SB00DOBI4F4 0 Defaut Inactva jJ
AT i |
Add Hew SAS Host

SAS Adiress’ 5| R
SO0E0SH000060EF T (16 charac! bers)

Hame* sarver? 1 - 16 characters(alpharumaric character blank signy)

— The target SAS host is added in the "Registered SAS Host List".

‘Note

When changing or deleting the SAS host settings, select the target
SAS host in the "Registered SAS Host List" field, and click the [Edit]
or [Delete] button.

When deleting all the registered SAS hosts, click the [Delete All]
button.

B, 1 s v ation iSgrobng BEtive hosts & baing Podfied o dedele i B5358 SI00 S0Y BLCEEE Mo N8 £0IMRED0ndng host semers

Fegstarad SAS Host List
e S Addiess et Rosponse Slatuy
Usemert 50000 SECH0DBOAF 0Dt sk -]

QLI Tod Q060 SBOOOCEOMF 3 0-Defaut nachi =l
g @ zan Cotitn | Do 43 |

=
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4 Click the [Set] button.

Setup SAS Host
Huost Information uged to enahle access for SAS interfaces is defined here

Notice

A I any information regarding active hosts s being modified or deleted please stop any access from the corresponding host servers,

Registered SAS Host List
Name SAS Address Host Response Status
r O:servert 500605B0000604F4 O:Default Inactive ;I
r 1:58ver? 500605B0000604F3 O:Default Inactive ;I
Add Edit Delete; Delete Al

-

— A confirmation screen appears.
5 Click the [OK] button.
x|

? ) Are you sure?
Cancel |

— The SAS host is set (registered).

End of procedure
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6.5.3 Setup Host Response

The [Setup Host Response] function adds, changes, and/or deletes the Host Response settings,
which is the information added to the response to the server.
By specifying the correct host response, it prevents the following conditions:

 Server cannot recognize the ETERNUS DX60/DX80 when connecting

* Server cannot take appropriate measures against an ETERNUS DX60/DX80 error

For more details about setting the Host Response for each OS type, refer to "ETERNUS Disk
storage systems Server Connection Guide".

Caution @ « If the Host Response is not changed, the default pattern provided by the
ETERNUS DX60/DX80 is assigned.

* If a host response item is in use by a port or host, release it from the port
or host (by associating them with the default host response) before
editing or deleting the host response.

* Up to 256 Host Responses can be set.

The target to be assigned to the Host Response varies depending on
‘ Note whether the Host Affinity function is used or not used.

* When the Host Affinity function is used.
Set the Host Response per server HBA (Refer to "6.5.2 Setup Host"

(page 202)).
* When the Host Affinity function is not used.
Set the Host Response per port (Refer to "6.5.1 Set Port Parameters"

(page 195)).

The procedure to add the host response is as follows:

Procedure

1 Click the [Setup Host Response] under the [Host I/F Management] menu on the
[Global Settings] tab.
— The [Setup Host Response] screen appears.
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2 Click the [Add] button.

Setup Host Response

Set of tunable SCSI characteristics are defined as "Host Response” here which can be assigned to individual hosts or ports.

Notice
/. When this Host Response delete it used in the host and the port under operation, please release the Host Response beforehand

Host Response List

: Name Status
r Default Active ﬁ
Beieiel)| |[Beetear
\ [ s |

— The "Edit Host Response" field is displayed.

‘Note

When changing or deleting the Host Response, select the target
Host Response from the tree in the left of screen or target Host
Response listed in the "Host Response List" field, and click the [Edit]
or [Delete] button.

When deleting all the registered Host Responses, click the [Delete
All] button.

Motice
b When this Host Reaparise delete & used in the hest and e pof uded spsraian, clease felease the HostRespanse beforshand
Hosl Resporrse List

Ho. Nasme Stanss
Dataue = -
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3 Specify the following items, and click the [OK] button.

* Response No.
Host response identification number is displayed.

* Response Name
Enter the host response name (may be omitted). Up to 16 alphanumeric characters
and symbols (including blanks) can be used.
* Byte-0 of Inquiry Response
Set the value for Byte-0 of the Inquiry command from "No Conversion (Default)" or
"Custom".
After the link between the ETERNUS DX60/DX80 and the host is established, the host
sends an "Inquiry command" to check the status of the volumes for a certain period of
time.
Specify the Byte-0 of the Inquiry data to response this Inquiry command.
Byte-0 in the Inquiry data indicates the volume status.
- No Conversion (Default)
Responses with the value specified in the ETERNUS DX60/DX80.
- Custom
When the Byte-0 is "0x20 (configuration is available, unformatted)", converts the
Byte-0 value to "Ox7f (configuration is not available)" and responses.
* Inquiry VPD ID Type
Set the Vital Product Data (VPD) information type to respond to the host.
VPD information includes the device information (Vender ID, Product ID for each
model, volume number, etc.) for the volume. Type1 and Type3 indicate the data format.
- Type1 + Type3 (Default)
- Type1
- Type3
* Inquiry Standard Data Version
Specify the Standard Data Version (version number of the SCSI standard) of the Inquiry
command.
- Version 5 (Default)
- Version 4
- Version 3
* Command Timeout Interval
Select the setting method for the command timeout interval from the following items.
- Default (25sec.)
- Customize
When "Customize" is selected, input a value between 10 and 255 seconds
(numeric).
* Load Balance Response
This field sets the response status when an overload-derived timeout is detected. The
server retry reaction is determined by this setting.
While the default response should be compatible with all systems, the setting may be
changed as required by any problems that occur. Contact your maintenance engineer
to change the setting.
- [Disable] Unit Attention (Default)
- [Disable] Busy
- [Disable] Queue Full
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* Reservation Conflict Response for Test Unit Ready
Select whether to notify or not notify the Reservation Conflict to the "Test Unit Ready"
command when volumes from the other host are reserved.

- Normal (Default)

- Conflict

* Change Volume Mapping
Select whether to "No Report (Default)" or "Report" to the host when a volume that can
be accessed from the host is added or deleted.

* Volume Capacity Expansion
Select whether to "No Report (Default)" or "Report” to the host when the capacity of a
volume is changed.

* Vendor Unique Sense Code
Select whether to "No Report (Default)" or "Report" the vendor unique sense code to
the host.
Vendor Unique Sense indicates the unique sense code for each vendor that is not
coincident with host 1/0.

* Host Specific Mode
Set the operation for specific host.

- Normal (Default)

- AIX Mode
Select this to prevent the command initialization and performance degradation.

- HP-UX Mode
Select this to recognize volumes with more than 8LU(s).

e Asymmetric / Symmetric Logical Unit Access
Select the access type from the host to Logical Unit.
- ACTIVE-ACTIVE / PREFERRED_PATH (Default)
- ACTIVE / ACTIVE
¢ Sense Data Conversion
Select the sense code conversion pattern.

- No Conversion (Default)

- Linux Recommended (When not using GRMPD)

Select this pattern to prevent malfunction of Linux hosts for which GR Multipath
Driver has not been installed.

- Windows Recommended (When not using GR/ETERNUS MPD or Device Driver)
Select this pattern to prevent malfunction of Windows® hosts for which GR/
ETERNUS Multipath Driver, or Device Driver have not been installed.

- Customize
This setting is displayed only when the special sense conversion pattern is
specified.

Settings can be checked in the "SK/ASC/ASCQ".
* SK/ASC/ASCQ
This field is displayed when "Customize" is selected for the "Sense Data Conversion".
- SK: Sense Key
- ASC: Additional Sense Code

- ASCQ: Additional Sense Code Qualifier
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- [Setup Host Response] screen (1/2)

Setup Host Response

Set oftunable SCSI characteristics are defined as "Host Response” here which can be assigned to individual hosts or ports.
Hotice =i
. When this Host Response delete it used in the host and the port under operation, please release the Host Response beforehand
Host Response List
No. Name Status:
~F 0 Default Inactive :I
[l 1 HR1 Inactive
[l 2 HR2 Inactive
[ | 3 HR3 Inactive ;I
£dd | it DEIEtE welete Al
Edit Host Response -
Response Ho. 0
Response Hame Default
Byte-0 of inquiry Response & No Conversion (Default) ¢ Custom
Inquiry VPD ID Type & Type1+ Type3 (Default) ¢ Typel ¢ Typed
Inquiry Standard Data Version & Version 5 (Defaulty ¢ Version4 ( Version 3
Command Timeout Interval @ Default (25sec) " Customize |25 sec. (10 - 255)
Load Balance Response & [Disable]Unit Attention (Default) ¢ [DisablejBusy ¢ [Disable]Queue Full
Reservation Conflict Response for Test Unit Ready ¢ Normal (Default) ¢ Conflict
Change Volume Mapping & Mo Report (Default) ¢ Report
Volume Capacity Expansion & No Report (Default) ¢ Report
Vendor Unique Sense Code = NoReport (Default) € Report g

- [Setup Host Response] screen (2/2)

Setup Host Response
Setoftunable SCSI characteristics are defined a5 "Host Response” nere which can be assigned to individual hosts of ports.

Volume Capacity Expansion & NaReport (Default) £ Report =
Vendor Unique Sense Code & No Report (Default) ¢ Report

Host Specific Mode & Normal (Default) ¢ AlXMode ¢ HP-UXMode

Asymmetric | Symmetric Logical Unit Access % ACTIVE-ACTIVE / PREFERRED_PATH (Default) ¢ ACTIVE/ACTIVE

@ No Conversion (Default)
€ Linux Recommended (When not using GRMPD)

Sense Data Conversion
€ Windows Recommended(When not using GREETERNUS MPD or Device Driver)
€ Customize

From To

SK ASC ASCQ -= SK ASC AsSCQ

[ [ [ [ [ [

| I I I | I

[ [ [ [ [ I

[ [ [ [ [ [

[ [ [ [ [ [

[ I [ I [ [

[ I [ [ [ [

| I | I | I

SK  (0For)

ASC  (00-FFor)

.lg & (00-FF or#)

4 Click the [Set] button.
— A confirmation screen appears.

5 Click the [OK] button.
x|

\?!) Are you sure?
e
e

— The new host response is added.

End of procedure
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6.5.4 Modify Reset Group

The [Modify Reset Group] sets the reset group to switch the path for some servers.

A reset group is a setting that groups multiple ports that will be reset. If a host is unable to access
the volumes in a port, this function releases the volumes reserved by the inaccessible port to the
ports in the specified reset group, without affecting other ports. The reset group setting sets this
range for each port.

When a 2-port configuration server (including duplication) using the same volume cannot be
accessed, it is possible to access the ETERNUS DX60/DX80 from the opposite port (standby
side). The port for the paths that access the same volume must be grouped in the same reset

group. Even if the server is different, ports accessing the same volume must be set in the same
reset group.

Caution @ * When a port is shared by multiple servers using the "5.3.10 Configure
LUN Mapping" (page 112) function, only volumes that are included in

the LUN mapping assigned to the target server in the Host Affinity
setting are subject to release.

* One port cannot be registered in multiple reset groups.

For more details on which server is necessary to set/change the reset
‘ Note group, refer to "ETERNUS Disk storage systems Server Connection Guide"
for each OS type.

The procedure to set the reset group is as follows:

Procedure

1 Click the [Modify Reset Group] under the [Host I/F Management] menu on the
[Global Settings] tab.
— The [Modify Reset Group] screen appears.

Modify Reset Group
Reset Group defines the extent of a Reset signal issued from the server. Reset Groups are modified here

Set Reset Group

Please selectthe poris belonging to the same Reset Group.

CM#0 Port#0  CM#0 Port#1  CM# Porté0  CM#1 Port#l
ResetGroup & C « O
ResetGroup @ (o] o]
ResetGroup ™ [ o] « Lo
ResetGroup {c] (5] @

—S—S———————_—_——__——_§_§§S§§S§§S§n_u§C_ e~
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2 Select the port that belongs to the same reset group, and click the [Set] button.

Modify Reset Group

Reset Group defines the extent of a Reset signal issued from the server. Reset Groups are modified here

Set Reset Group

Please selectthe poris belonging to the same Reset Group.

CM#0 Port#0  CM#0 Port#1  CM# Porté0  CM#1 Port#l

ResetGroup & C « O
ResetGroup {o] @ o]
ResetGroup {e] o @
ResetGroup @ (5] [l

— A confirmation screen appears.
3 Click the [OK] button.
x|
\?) Are you sure?
Cancel |

— The reset group is set.

End of procedure
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Chapter 7 Maintenance

71

This chapter describes maintenance related operations.

Hot Expansion
T ——

This function can expand the components without stopping device operation.

The device needs expansion of components to the original configuration in order to enhance per-
formance, increase the number of available volumes, or increase the number of connected
hosts.

Disks and drive enclosures can be expanded in hot mode.

Disks can be expanded in hot mode by physical installation in the ETERNUS DX60/DX80. This
operation does not require GUI operation.

® The maximum number of disks and drive enclosures

The following explains the maximum number of disks and drive enclosures that can be
installed in each model.

Model Disk Drive enclosure
ETERNUS DX60 24 1
ETERNUS DX80 120 (*1) 9
*1:  Up to nine SSDs can be installed in the ETERNUS DX60/DX80.
Caution @ * The expanded disks can be used after registering in the RAID group

or as hot spare disks.

* When the maximum number of parts set for each model has already
been installed, the parts cannot be expanded.

* When adding two or more disks, install disks one by one after an
interval (of approximately 30 seconds). Confirm that the status LED
of the expanded disk glows green, then add the next disks.

* Be sure to use authorized expansion parts. If parts other than the
expansion parts are used, operation is not guaranteed.

* When encryption is in progress, disk expansion is not available.
Perform the disk expansion operation after completing the encryption
process.

* Only one drive enclosure can be added at once. To add multiple

drive enclosures, repeat the procedure for all the drive enclosures to
be added.

Refer to "4.1 Storage System Status" (page 33) for component status
‘ Note display.
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7.1.1 Add Drive Enclosure

The [Add Drive Enclosure] function can expand the drive enclosure while the ETERNUS DX60/
DX80 is operating.

If expansion fails due to an error or problem, the expansion can be restarted from the interrupted
point by starting this function again and recovering the failed expansion parts. However, when
disk operation is not normal, maintenance is required.

The procedure to add a drive enclosure in hot mode is as follows:

Procedure

1 Click the [Add Drive Enclosure] under the [Hardware Maintenance] menu on the
[Maintenance] tab.

— The [Add Drive Enclosure] screen appears.

2 Click the [Next >] button.

Add Drive Enclosure
This function expands the system with additional Drive Enclosure(s)
o Information
Place DE on the rack =
CHEHCALTD Power Shith i) This wizard will expand the system with the following Drive Enclosure
Finish

Drive Enclosure#1

Click Next to continue, or Cancel to exit this wizard.

- T

— The procedure to add DE is displayed.
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3 Install the drive enclosure in the rack according to the displayed procedure, and
click the [Next >] button.

Add Drive Enclosure
This function expands the system with additional Drive Enclosure(s)

v Target Drive Enclosure
P4 Place DE on the rack
Check Auto Power Switch Target Drive Enclosure  Drive Enclosure #1
Finish
Workflow Sequence
1. Please mountihe expansion Drive Enclosure in the rack,
2. Please verify that two Expanders and two Power Supply Units are installed in the Drive Enclosure.
3. Please connectthe SAS cable between the existing and new Drive Enclosures
4. Please make sure that the "Auto Power” switch is turned OFF.
5. Please connect AC cable to Power Supply Units.

|
— The expanded components identification process starts.

Add Drive Enclosure

m Cancel

This function expands the system with additional Drive Enclosure(s)

v Target Drive Enclosure
o Pioce 0 on the rck |
Check Auta Power Switch Target Drive Enclosure  Drive Enclosure #1
Finish
Status Check
Paris Progress Status
DE#1 EXP#0 Maintenance
DE#1 EXP#1 Waintenance
DE#1 PSU#0 Waintenance
DE#1 PSU#1 laintenance

- | ]
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Confirm the "Auto Power" switch for the target drive enclosure is "OFF", and
click the [Next >] button.

Add Drive Enclosure

unction expands the system with additional Drive Enclosure(s)

Target Drive Enclosure

Target Drive Enclosure  Drive Enclosure #1

Workflow Sequence

1. Please checkthe "Auto Power" switch of the DE.

— The [Add Drive Enclosure] procedure is completed.

Enclosure

Expansion of Orive Enclosure have been nomally completed.

¥ other Drve Endosure is continuously added, execute i after complebing fo buslt-in the desk and bacoming nomal state

End of procedure
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Chapter 8 Display and Download Information

(Diagnosis)

8.1

This chapter describes how to display and download ETERNUS DX60/DX80 related information.

Display Event Log

The [Display Event Log] function records and displays the event history of the ETERNUS DX60/
DX800 as an event log.

The event log is one of the internal logs stored in the ETERNUS DX60/DX80. The event log con-
tains a history of events that are related to setup information changes, such as module failures
and volume creation.

Up to 800 (400 per a CM) event logs can be displayed. Once the recorded event log is no longer
necessary, it can also be deleted.

Caution @ Even after deleting internal logs using the "8.2 Export/Delete Log" (page
225) function, the event log remains in the ETERNUS DX60/DX80.

The procedure to display the event log is as follows:

Procedure

1 Click the [Display Event Log] menu on the [Diagnosis] tab.
— The [Display Event Log] screen appears.
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2 Click the [Log Display] button.

Display Event Log
Displays the event log associated with the storage system.

Event Li q

— The event log is displayed.

Displays the event log associated with the storage system
Event Log =
Level Date Type EventCode Event Message
[:] 2009-07-24 14:11:49 L) E3FF1104 WT=->WB =
[:] 2009-07-24 14:11:48 " E3031002 WT<>WB
& 2009-07-24 14:11:48 I 00000002 Caontroller firmware updated (V10L20-7211)
& 2009-07-24 141146 W 0E931000 Controller Module#0(iSCS! 1.2GHz) MAND Controller Warning <iyyyiiiviiyg Fiiimg i
[: ] 2009-07-24 141024 " E3031102 WT=->=WB
(4] 2009-07-24 14:10:19 " E3FF1004 WT=->WB
[: ] 2009-07-24 14:09:28 " E3031104 WT=->=WB
s 2009-07-24 140025 W 0E931100 Controller Module#1(iSCSI 1.2GHz) NAND Controller Warning <y iy i
[:] 2009-07-24 14.08:03 " E3031004 WT=->=WB
@ 2009-07-24 13:58:40 | 00000001 Power on completed (V10L.20-508f)
Y 2009-07-14 09:15:32 | 00000001 Power on completed (V10L20-508f)
] 2009-07-09 14:06:23 I 00000001 Power on completed (V10L.20-508f)
[F1] 2009-07-06 15:34:35 | 00000021 1 RAID group(s) deleted
2009-07-06 15:33:11 I 00000026 10 volume(s) deleted
il 2009-07-06 15:27:50 | 00000034 i8CSI host registered
7] 2009-07-06 15.27:34 I 00000035 1 host name(s) changed
6] 2009-07-06 15:21:08 I 00000039 Host affinity group registered (No.0)
[F1] 2009-07-06 15:19:52 | 00000034 iSCSI host registered
5] 2000-07-06 1517:47 | 00000025 10 volume(s) created
7] 2009-07-06 15:16:51 | 00000020 1 RAID group(s) created
3] 2009-07-06 15:13:15 | 00000021 1 RAID group(s) deleted
2009-07-06 15:12:41 | 00000026 3volume(s) deleted
nnn a7 g azatan 0 nnanaane 1 - |

‘ N ot  Click the [Delete] button to delete the event log.
ote * Click the [Refresh] button to update the event log.

End of procedure

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

224 Copyright 2009 FUJITSU LIMITED



Chapter 8 Display and Download Information (Diagnosis)
> 8.2 Export/Delete Log

8.2 Export/Delete Log

The [Export/Delete Log] function exports and saves the ETERNUS DX60/DX80 maintenance
information (log) according to user-specified time. An exported log can be stored on a floppy disk
or hard disk, or sent by mail. Also users can select a log segment size in accordance with save
destination.

® The maintenance information to be exported

Logs include an internal log and setup information.
* Internal log

Detected errors, warnings, and traces.
e Setup information

The setup information exported from the device.

Caution Q) * The internal log and setup information cannot be exported separately.
¢ If logs saved in the ETERNUS DX60/DX80 are no longer needed, click
the [Delete] button to delete the logs. When using this function, all log
data is deleted. Make sure to backup any necessary data before
proceeding.
* Event logs cannot be deleted with this function. Use "8.1 Display Event

Log" (page 223) to delete event logs.

The procedure to export log information is as follows:

Procedure

1 Click the [Export/Delete Log] menu on the [Diagnosis] tab.
— The [Export/Delete Log] screen appears.

2 Set the following items and click the [Export] button.

* Specify Time Range
Select whether to specify the time range with "Yes" or "No", or select the "Last 24
hours" radio button.

 Start Time

When a time range is to be specified, specify the date and time to start exporting logs.
* End Time

When a time range is to be specified, specify the date and time to end exporting logs.

* Include Expander log
Select whether to export the Expander log with the "Yes" or "No" radio button.

 Log File Size
Select the log segment size when saving the exported log.
- Default (4.27MB)
- Floppy Disk (1.44MB)
- Mail (640KB)
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¢ Delete of Customer Information
Select whether to delete the customer information with the "Yes" or "No" radio button.

Caution @ In the following conditions, an error screen appears.
* When the input date and/or time are not valid (For example:
February 31st)

* When the end time is earlier than the start time

Export/Delete Log
Export and save the Internal Log for support. The log contains detailed information, errors and other events recorded by the storage system

Export Option

Specify Time Range " Yes ¢ No & Last24 hours

Start Time ‘Year. - Month, - Day) Huour. Winute; Second)
End Time Year. - Month, - Day) Huour. Winute; Second)
Include Expander log @ Yes " ho

LogFile Size & Default (4.27TMB) ¢ Flappy Disk (1. 44MB)  Mail (B40KE)

Delete of Customer Infermation  (~ vas & No

= s>

— A confirmation screen appears.
3 Click the [OK] button.
x|
\?) e you sure?

Cancel

L

— The log is exported.
After exporting log completes, a dialog box to download the log file appears.
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4 Click the [Download] button to save the exported log.

Export/Delete Log
Export and save the Internal Log for support. The log contains detailed infarmation, errors and other events recorded by the storage system

Hotice

. When exporting multi-part log, please start the download of next part immediately after the previous partis complete by [Download] button. Along interval between the saves
may resultin an invalid log file.
1) Please save "Panic Dump” as well after log save is complete, if applicable

Export Log
Log File(5406720/54067 2

| rnsh | coo |
Caution @ After exporting the log completes, save the log file immediately.

5 Save the log file.

Caution Q) » Take care so that the segments are not overwritten.
* When exporting segmented log files, make sure to export the

segment within five minutes. If five minutes passes before
exporting the next segment, exporting the log fails. After saving
one segment is finished, save the next segment immediately.

— If the log file is segmented, download and save the next segment (save all the
segmented files).

After saving all log files, the [Download] button described in the Step
‘ Note 4 becomes deactivated.

6 Click the [Finish] button.

— Exporting log is completed.

- After exporting the log completes, make sure to perform "8.3 Export
Caution (2 ) . i
Panic Dump" (page 228).

End of procedure
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8.3 Export Panic Dump

"Panic Dump" is the action of outputting (dump) memory information when an error (panic)
occurs, and also the name of the output information itself. This function exports and saves the
memory information of the controller that is stored in the panic dump data, in a segment size
specified by the user. An exported panic dump can be stored on a floppy disk or hard disk, or

sent by mail.
Panic dump data is used to analyze the cause of a firmware abnormality or hardware error.
Caution @ e This function cannot be used when there is no panic dump to be

exported in the device.

* Two panic dumps are stored per CM, and four per device. After
exporting a panic dump has finished, immediately deletion of the panic
dump is necessary because panic dumps that were exported within 14
days are not overwritten. If all four panic dumps saved in the ETERNUS
DX60/DX80 were exported within the last 14 days, new panic dumps
are not saved because there is no target to be overwritten.

The procedure to export panic dump is as follows:

Procedure

1 Click the [Export Panic Dump] menu on the [Diagnosis] tab.
— The [Export Panic Dump] screen appears.

2 Set the following items, and click the [Export] button.

* Panic Dumps
Select panic dump to be exported from the list displayed in the screen.
e Option
- Dump File Segment Size
Select the dump file segment size to save the obtained panic dump.
» Default (4.27MB)
* Floppy Disk (1.44MB)
« Mail (640KB)
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Export Panic Dump
Exporis Panic Dump which contains the detailed state of the controller memory from a controller panic event.

Panic Dumps

Module Date Panic Code Data Size (bytes)  Panic Message
¥ CMz0 2009-04-16 17:05:36  0x0D0G3f00 65256443 SysmamtErrStat
r CcMs0 2009-04-17 10:10:40  0x000E3700 69018624 SysmgmtErStat
r cwst 2009-04-16 16:42:11  0x00063f00 83372800 SysmgmiErrStat
r cw# 2009-04-17 09.54.09  0x0006300 70079488  SysmomtEmrStat

Option

Dump File Segment Size @ Default (4.27MB) (" Floppy Disk (1.44MB) ¢ Mail (540KB)

|
— A confirmation screen appears.

3 Click the [OK] button.
x
‘:.:) Are you sure?

Canicel |

— The selected panic dump is exported.

After the panic dump export is finished, a screen to execute saving the panic dump is

displayed.

4 Click the [Download] button to save the exported panic dump.

Export Panic Dump
Exporis Panic Dump which contains the detailed state of the controller memory from a controller panic event.

Notice

. After saving a splitted file complete, download next splitted file immediately by clicking [Download] button

Export Panic Dump

Panic Dump File(4358144/65256444 | Dowrload. |
~——

When exporting a panic dump file is finished, save the panic dump
‘ Note fie.
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5 Save the panic dump.

Caution Q ) » Take care so that the segments are not overwritten.
* When exporting segmented panic dump files, make sure to export

the segment within five minutes. If five minutes passes before
exporting the next segment, exporting the panic dump fails. After
saving one segment is finished, save the next segment
immediately.

— When the panic dump file is segmented, download and save the next segment (save all
the segmented files).

After saving all the panic dump files, the [Download] button
‘ Note described in the Step 4 becomes deactivated.

End of procedure
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8.4

Start/Stop Performance Monitoring

GUI contains a function that acquires performance information and displays the result.

The [Start/Stop Performance Monitoring] function is used to start/stop acquiring the ETERNUS
DX60/DX80 performance information.

Acquired information can be checked using the "8.5 Display Performance Information" (page
233) function.

Caution @ * When the ETERNUS DX60/DX80 is rebooted, monitoring performance
process is stopped.
* When other monitoring software, such as ETERNUS SF Storage
Cruiser, is controlling performance information, performance information
cannot be acquired using the Web GUI.

The procedure to start/stop acquiring performance information is as follows:

Start Performance Monitoring

Procedure

1 Click the [Start/Stop Performance Monitoring] menu on the [Diagnosis] tab.
— The [Start/Stop Performance Monitoring] screen appears.

2 Specify the following item, and click the [Start] button.

* Monitoring State
Current status of performance information acquisition operation is displayed.
* Interval (sec.)
Input the interval to acquire the performance information between 30 and 300 (sec.) in

units of 30 seconds.

The Performance Monitoring is enabled or disabled

Message
) By clicking the [Starl button, the performance manitoring is Started.

Performance Monitoring

Monitoring State Stopped
Interval (sec) [30

———— >\

— A confirmation screen appears.
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3 Click the [OK] button.
x|

‘\.‘f) Are you sure?

— Acquisition of performance information is started.

End of procedure

Stop Performance Monitoring

Procedure

1 Click the [Start/Stop Performance Monitoring] menu on the [Diagnosis] tab.
— The [Start/Stop Performance Monitoring] screen appears.

2 Click the [Stop] button.

The Performance Monitoring is enabled or disabled.

Message
(1) By clicking the [Stop] button, the perfarmance monitoring is Stopped

Performance Monitoring

Monitoring State Active
Interval (sec.) 30

———— .\

— A confirmation screen appears.
3 Click the [OK] button.
x|

‘\.‘:) Are you sure?
= Cancel |

— Acquisition of performance information is stopped.

End of procedure

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

232 Copyright 2009 FUJITSU LIMITED



Chapter 8 Display and Download Information (Diagnosis)

> 8.5 Display Performance Information

ETERNUS

8.5 Display Performance Information

The [Display Performance Information] function displays performance information related to the
Host 1/0, Advanced Copy, disks, CM, and host port, which is obtained by the Master CM in
advance. By collecting the CM (CPU) usage rate in the device and busy ratio of the disk, operat-
ing conditions and work load in the device can be checked.

Caution @ The performance information acquisition operation must be started by
using the "8.4 Start/Stop Performance Monitoring" (page 231) function or

other monitoring software (such as ETERNUS SF Storage Cruiser) in

advance.

The procedure to display the performance information is as follows:

Procedure

1 Click the [Display Performance Information] menu on the [Diagnosis] tab.
— The [Display Performance Information] menu appears.

Click the tree view on the left of the screen to display information for each component.

Performance Data collected by the Performance Monitor is displayed.
= Volume Performance Information List(Host 1/0)
A Volumes(Host 110)
[ Valumes(Advanced Capy) ops  lops Daa  Daa
[ Disks ~  Rate Rate CacheHi c c
= Controller Modules K= ?;:) ::g';; Read Write Read (mS) Write (ms) Read (%) Read (%) Prefetch (%)
= Controller Module Ports (MB/S) (MBIS)
1 Volume1 0 0 0 0 0 0 0 0 0
ZVolume2 0 0 0 0 0 0 0 0 0
| sae | Reresn |
‘ Not  Click the [Save] button to save the performance information.
ote . . . .
¢ Click the [Refresh] button to display the latest information.

End of procedure
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8.6

Display Error Information

The [Display Error Information] function displays the total number of errors for disks and ports.
An increasing number of error occurrences in the information is used to indicate early replace-
ment of warning status components, and for analysis information when performance degradation
occurs.

Also, deleting unnecessary disk error information can be deleted.

The procedure to display error information is as follows:

Procedure

1 Click the [Display Error Information] menu on the [Diagnosis] tab.
— The [Display Error Information] screen appears.

Click the link on the left of the screen, and display the [Disk Error Statistics] screen and
[Port Error Statistics] screen.

- Disk Error Statistics

The Error Statistics from Array Disk Drives and Interface Ports are displayed

= Disk Error Stafistics Message
=+ Port Error Statistics
) The statistics associated with this disk cannot be cleared because there are no errors.

Disk Error Statistics

Media Drive Drive Recovered SMART. o Link Check Code
Error Error Error Event Timeout Error Error

Disk Port

CE- Port#0
Disk#0 Port#1
CE- Port#0
Disk#1 Port#1
CE- Port#0
Disk#d Port#1
CE- Port#0
Disk#5 Port#1
CE- Port#0
Disk#5 Fori#1
CE- Port#0
Disk#7 Pori#1
CE- Port#0
Diski#8 Pori#1
CE- Port#0
Disk#9 Port#1

cooo oo oo o0 o0 o9 o0
cooo oo oo o0 o0 o9 o0
co oo oo oo o0 00 o0 oo
cooco oo oo o0 o0 oo oo
cooco oo oo o0 o0 oo oo
cooco oo oo o0 oo oo o0
coocooo oo oo oo oo oo

Clear Statistics I Clear All Stafistics I Refresh

Caution @ * To clear the error information for each disk, select the checkbox
for the target disk and click the [Clear Statistics] button.

* To clear the error information for all the disks, click the [Clear All
Statistics] button.

* The [Clear Statistics] targeting checkboxes are only provided for
disks with error information.
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Chapter 8 Display and Download Information (Diagnosis)
> 8.6 Display Error Information

- Port Error Statistics

ETERNUS

Display Error Information

=+ Disk Error Stafistics Port Error Statistics
* Port Error Statistics
Expander  Port

Port#0

BEEXP#0  Port#1

Port#2

Port#0

BEEXP#1 Port#

Port#2

The Error Statistics from Array Disk Drives and Interface Ports are displayed

Phy

Phy#0
Phy#
Phy#2
Phy#3
Phy#0
Phys
Phys2
Phye3
Phyz0
Phye
Phy#2
Phy#3
Phy0
Phy#
Phy#2
Phy#3
Phy#0
Phy#
Phy#2
Phy#3
Phy#0
Phy#
Phy#2
Phy#3

Status
Link Up
Link Up
Link Up
Link Up
Link Down
Link Down
Link Down
Link Down
Link Up
Link Up
Link Up
Link Up
Link Up
Link Up
Link Up
Link Up
Link Down
Link Down
Link Down
Link Down
Link Up
Link Up
Link Up
Link Up

Invalid Dword

coococ ocococo ocCcoo CO00 SO0 0 OO0 O

Disparity Error

coocococococo ocooo cocoo coo0 oooo

Loss of Dword Synchronization  Phy Reset Problem

Coococ ocCoo 000D CO00 000 OO0 O
coococococococ ocooco cocoo o000 oooo

T T

End of procedure

P2X0-0700-02ENZ0 ETERNUS DX60/DX80 Web GUI User Guide

235

Copyright 2009 FUJITSU LIMITED



ETERNUS

Appendix A Install Site Certificate

A1

For Internet Explorer

This section describes the procedure to install security certificate.
The procedure to install security certificate for Internet Explorer 7 is as follows:

Procedure

Enter the URL to the address bar in the web browser.

This chapter describes how to install the web-site certificate.
This chapter provides an example of when using Internet Explorer and Firefox.

Specify "https://IP address of the ETERNUS DX60/DX80" (Default IP address is

"192.168.1.1").
— A confirmation screen for security certificate appears.

Click the "Continue to this website (not recommended)" link.

i atee Errer: Mavigation Blacked - Wiedows Intermet Expliores

e Eot Yew Fgwodtes ook Help
N g Certhicate Emar: Navigation Blocked | ] - B -

2 Certil
|« |8 Oy = | furee e 2 -

@ There is a prablem with this website's security certificate.

The security certificate presented by this website was not issued by a trusted certificate
authority.

Security certficate problems may indicate an attempt to fool you or intercept any data you
send to the server.

We recommend that you dose this webpage and do not continue to this website,

& cClic

= More information

e T | i temet [%00% -

— The logon screen for GUI is displayed.
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> A.1 For Internet Explorer

3 Click the "Certificate Error".

ETERNUS

/2 ETERSLIS DOR0 - Windws Internet Explorer o [=T 7|
G - By <JEETED> R o
Bl Edt  Wiew Fgeodtes  Took  Help
W D ETERNUS 0 | ] i - B - o - [ rae - @k - T

2
Storage System Name  ETERNUS_O1
Serial Number GO0O0OO000
Username foat
Password [womaf
Language English -I
= B
Copyright & 20082000 FUNTSU LIMITED. All Rights Resermedd
e

T

| i temet

[Fww -

— A warning message appears.

4 Click the "View Certificates" link.

= [ mioscipinzaea.1.7 -]
Fie EdL Vew Favies Took Hep
W D ETERNUS 0 | ]

'

a Untrusted Certificate

wetisie was nol isswsd by & ru;
eeificale authoriy.

This problem may indicale an al

T sErver

e recomen end hat you cloge |
wibDAGE

Starana Svstam Nama FTFRNIIS M

— The site certificate information appears.

x

The securiy cerificale preserted oy Fis

led

tiemed i

001 wou Of intercepd ary data you &end by

his

ET E R About ce ificate erors
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Appendix A Install Site Certificate
> A.1 For Internet Explorer

5 Click the [Install Certificate] button.

General IDEtai\s | Certification Path |

Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Root Certification
Authorities store.

Issued bo: 192.168.1.1

Issued by: 192.168.1.1

valid from 1/1/1970 to 2j8j2106

’ SUET Statement

— The "Certificate Import Wizard" appears.

6 Click the [Next >] button.
E

Welcome to the Certificate Import
Wizard

This wizard helps you copy certificates, certificate trust
lists, and certificate revocation lists from your disk to &
certificate stare.

A certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used ko protect data or to establish secure netwark.
connections, A certificate store is the system area where
certificates are kept.

To continue, click Mext.

Cancel

7 Select "Place all certificates in the following store".
zl

Certificate Store
Zertificate stores are system areas where certificates are kept.

‘Windows can automatically select a certificate store, or you can specify a location For

ol

& baced on the type of certificate

+ Place all certificates in the Following store

Certificate store:

Browse. ..

< Back I Mext = I Cancel |

— The "Select Certificate Store" screen appears.
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> A.1 For Internet Explorer

Caution @ If "Automatically select the certificate store based on the type of
certificate" is selected in the "Certificate Import Wizard", an error may

occur in the security certificate according to the customer
environment.

8 Select the "Trusted Root Certification Authorities", and click the [OK] button.

Select the certificate store you want to use.

{1 Personal -
ROERETrusted Root Certification Authorities

{1 Enterprise Trust
{1 Intermediate Certification Autharities
{3 Trusted Publishers

T L Inkn sted Certificates ad
4| | >

™ Show physical store:

9 Click the [Finish] button.

x
Completing the Certificate Import
Wizard
‘ou have successfully completed the Certificate Import
wizard,

Wou have specified the Following settings:

Certificate Store Selected by User  Trusted Root Certific,
Conkent Certificate

4 | 0|

< Back ’ Cancel

— The "Security Warning" dialog box appears.

10 Click the [Yes] button.

5
'f ‘ou are about ko install a certificate From a certification autharity (CA) claiming ko represent:
= e

Windows cannot validate that the certificate is actually from "192, 168,1.1", You should confirm its origin by contacting "192.165.1.1", The following
number will assist you in this process:

Thumbprint (shal}: 2F11B65D OFCD9CZE FOB32ASE D6670EBE 14FFF228
Warning:

If vou install this rook certificate, Windows will automatically trust any certificate issued by this Ca. Instaling a certificate with an unconfirmed
thumbprint is & security risk. IF wou click "Yes" you acknowledge this risk,

Do you wantk to install this certificates

. Atfter clicking the [No] button, the operation may not be continuable.
Caution (2 ) ,
If this occurs, restart the web browser.

— The completion screen appears.
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11 Click the [OK] button.
Certificate Import Wizard x|

o

)

— The security certificate is installed. Restart the web browser.

End of procedure I




,;A‘ppen:izx ,lo\:oLnsitrezellf()S):te Certificate ET E R N u S

A.2 For Firefox
[ B

This section provides the procedure to install the security certificate.
The example when installing security certificate for Firefox 3.0.8 is as follows:

Procedure

1 Enter the URL to the address bar in the web browser.

Specify "https://IP address of the ETERNUS DX60/DX80" (Default IP address is
"192.168.1.1").
— A confirmation screen for security certificate appears.

2 Click the "Or you can add an exception..." link.

=1o=

Eie Edt  Vew oy fockmars  Took el

G = 0 X A epensziesay B ep y
A Most Vsterd 0 Gatting Started . Lateik Huadines

% Secure Connection Failed
192 168, 1.1 uses an invald security certificate,
The certificate = not trusted because it i seff signed.

(Error Code: Sec_emror_untrusted_issuer)

a This could be a probliem with tha servar's configuration, or it could be someona
trying 10 Imparsonate the sarver,

= 1f you havs connacted (o this servar seccesshaly in the past, the enor may be
gl try agan lster.
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> A.2 For Firefox

3 Click the [Add Exception...] button.

tuzilla Firefos

(o) | Ak |betpsiiazea )

oy

Secure Connection Failed
192166, 1.1 uses ) invakd security certificate,
The certificate = not frusted because it i soif signed.

(Error code: sec_efror_uninusted_issuer)

= This could be a probiem with tha servar's corfiguration, o it coukd be somemna:
Tring 10 imparsonate the saner,

= IF o haws connacted o this server successily in tha past, the eror may be
temporary, and you can try agan leter.

st

mm'fmmgmhh“.

— The [Add Exception] screen appears.

4 Click the [Get Certificate] button.

Add Security Exception

— The status of certificate is displayed.

ETERNUS




/;\pperxj.i;( /l-\:olrn;itraellf ;(ite Certificate ET E R N u S

5 Click the [Confirm Security Exception] button.

Add Security Exception

A

[mesiisessery | |Gekcavress]

|

— The security certificate is installed. Restart the web browser.

End of procedure I
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