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Executive Summary

Insikt Group recently identified an ongoing information operation
that we assess with high confidence shares significant overlap with
what the Atlantic Council’s Digital Forensics Lab (DFRLab) refers to
as Operation Secondary Infektion (Secondary Infektion); a covert
information operation targeting governments in the United States
and Europe and believed to originate from Russia. We have named
this information operation “Operation Pinball.”

Recorded Future’s investigation into Operation Pinball revealed
a covert influence operation that analysts assess attempted to
undermine the government of Estonia and its relationship with the
European Union while exploiting the ongoing European migrant
crisis. Recorded Future analysts also discovered a second instance
of this campaign targeting the government of Georgia and the
disputed territories of Abkhazia and South Ossetia, and seeking to
undermine Georgia’'s growing relationship with the North Atlantic
Treaty Organization (NATO). This information operation consisted
of a wide network of self-publishing webpages, one-off accounts,
Reddit and social media promotion, and analysts saw evidence of
an emphasis on operational security (OPSEC) and connections to
sources that Insikt Group assesses to have a strong command of
the Russian language. We assess with high confidence that this
information operation targeted Russian-speaking audiences in
Eastern Europe and among the Commonwealth of Independent
States (CIS). At this time, analysts assess with high confidence that
at least one of these operations is ongoing, and others, as yet
unidentified campaigns, are likely in planning stages.

Further investigations into one self-publishing website revealed
additional, previously undisclosed, attempts to plant false
documents targeting U.S. officials and U.S. political organizations’
relationships with international policymakers and governmental
bodies. It appears that these fraudulent documents attempt to
emulate confidential correspondences on sensitive international
issues in Eastern Europe to make them seem to be authentic leaked
information on the topics. The age of these documents, ranging
from January to June 2019, aligns with known activity periods of
Secondary Infektion.
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This report illustrates Recorded Future’s observations in detail.
Analysts believe that this activity demonstrates the complexity and
layers of this campaign and indicates that similar, prior campaigns
were more wide-ranging among Eastern European sources than
initially thought.

It is also important to note that while there is strong evidence
to indicate a coordinated effort to push this false story into the
mainstream, this event, like most Secondary Infektion-attributed
events, was not successful. Overall, Insikt Group identified minimal
shares on social platforms and Reddit threads were quickly deleted
by page administrators of the various pages.

Further, we believe that the prodigious OPSEC demonstrated by
this group limited the effectiveness of single-use accounts to build
personas and grow audiences required for content to go viral.
Based on our observations, if an active campaign does not reach
mainstream sources the effort is likely to be abandoned.

Key Judgments

+ We found that this activity shared significant overlap with
previously reported tactics, techniques, and procedures
(TTPs) used in Secondary Infektion campaigns, namely the
use of self-publisher blogs with single-use personas, Reddit
promotion, and multilingual obfuscation. Distinct TTPs
overlapping with Secondary Infektion that we emphasize in
this report include the following:

* The use of forged letters and email correspondence
+ Targeting of geopolitical incidents in the greater CIS

« Language errors that are characteristic of native-
Russian speakers

+ Seeding on self-publisher websites to include
homment.com, as well as self-publishers based within
Russia’s “near abroad”

+ We assess with high confidence that Estonia-targeted activity
was a coordinated, deliberate attempt with four objectives:

* Undermine the relationship between Estonia and the
EU
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+ Degrade Estonian confidence in their government

+ Create internal political strife among elected Estonian
officials

+ Alter public opinion against migrants coming to Estonia,
and to a greater degree sour the public perception of
migrants in Europe

* We assess with high confidence that Georgia-targeted activity
is a coordinated, deliberate attempt with five objectives:

* Prompt support and international recognition of
Abkhazia and South Ossetia quests for independence

* Undermine a growing relationship between the NATO
alliance and Georgia

* Undermine Georgian support of national political
leadership and establish a narrative that current
political figures are corrupt to the benefit of the West

+ Create uncertainty in Georgia's economy and energy
independence

* Promote the narrative that NATO consists of a selfish,
ruling elite that does not have Georgia's best interests
at heart

+ We expect to see additional instances of Operation Pinball
tactics, such as the use of planted false documents against
Western governments and international institutions, even
though these information operations have been largely
unsuccessful to date.

* We assess that covert influence operations from Russia
against the U.S. and the 2020 election will probably seek
to leverage similarly manipulated and forged documents,
particularly regarding attempted hack-and-leak operations
when the adversary either may not have access to original
files, or deems hacked authentic files as ineffective
kompromat.
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Background

Throughout 2019, Recorded Future observed reporting from the
Atlantic Council’s Digital Forensics Lab (DFRLab) of an alleged
Russian-based information operation, dubbed Secondary Infektion.
The operators used covert “fake accounts, forged documents, and
dozens of online platforms to spread stories that attacked Western
interests and unity.” DFRLab attributed this suspicious activity to
a Russia-based covert operation, based on an analysis of a small
network of accounts originating from Russia that was suspended by
Facebook in May 2019 after they were found to be distributing false
claims and news stories tied to initial Secondary Infektion vectors.

Secondary Infektion is named after the notorious Soviet Union-
era “Operation Infektion” disinformation campaign that aimed to
convince the world that AIDS was invented by the United States. In
all, Operation Infektion took four years to reach mainstream media
mentions. What has changed recently, however, is the speed and
precision targeting with which such operations can be waged using
social media and other online platforms. In other words, what took
Operation Infektion years to achieve potentially takes only days or
weeks at most for Secondary Infektion information operations — if
they are successful.

Secondary Infektion bears similarities to well-known “hack-and-leak”
operations, a practice in which stolen information is subsequently
released in an attempt to influence public perception for or against
an issue. Hack-and-leak operations have targeted U.S. political
organizations, such as the Democratic National Committee (DNC)
and Democratic Congressional Campaign Committee (DCCC), with
the contents of these leaks later released to the public by known
GRU operations DClLeaks and Guccifer 2.0 as a means of election
interference in the 2016 U.S. presidential election. Similar hack-
and-leak operations have targeted international sports regulatory
agencies such as the World Anti-Doping Agency (WADA), as well as
malicious information campaigns against athletes.

In the case of Operation Pinball, we observed significant overlap
with Secondary Infektion’'s use of false stories, often including
planted fake document images (“leaks”) posted by one-off burner
personas on obscure online platforms such as self-publishing

Recorded Future®| www.recordedfuture.com | CTA-RU-2020-0408 | 4


http://www.recordedfuture.com
https://medium.com/dfrlab/top-takes-suspected-russian-intelligence-operation-39212367d2f0
https://www.atlanticcouncil.org/wp-content/uploads/2019/08/Operation-Secondary-Infektion_English.pdf
https://about.fb.com/news/2019/05/more-cib-from-russia/
https://www.cia.gov/library/center-for-the-study-of-intelligence/csi-publications/csi-studies/studies/vol53no4/pdf/U-%20Boghardt-AIDS-Made%20in%20the%20USA-17Dec.pdf
https://www.justice.gov/storage/report.pdf
https://www.iss.europa.eu/sites/default/files/EUISSFiles/CP_148.pdf

CYBER THREAT ANALYSIS | RUSSIA .IEI. Recorded Futurec

journalistic outlets or blog sites. These stories were often then
revised or expanded upon using a second set of established burner
personas on sites such as Reddit, LiveJournal, and self-published
(but more frequently used) blogs with little to no moderation or
policing. At this step, these information operations translated
false claims into another well-known language (such as English,
French, or German) both for broader consumption as well as using
translation to obfuscate the origins of the claim.

The final step included personas pushing false stories on social
media, with the ultimate aim of targeting mainstream media and
news organizations for broader audience consumption. In the case
of Guccifer 2.0 and other hack-and-leak operations tied to the
GRU, the adversaries conducting the activity communicated with
journalists in a likely attempt to provide greater visibility for the
information. The most recent instance of this behavior pertaining
to Secondary Infektion was when leaked trade documents from the
U.K. National Health Service (NHS) were distributed to Global Justice
Now, a U.K.-based organization, through a secure email address
with no name.

According to DFRLab, Secondary Infektion information operations
share attributes commonly associated with Russian intelligence
services, namely that the activity their research team observed
was conducted with a high degree of operational security (OPSECQ),
was well resourced, and persisted over a long period in support of
objectives that align with ongoing Russian strategic goals. Despite
these observations, there is no available information that directly
links Secondary Infektion, or Operation Pinball for that matter,
to Russian intelligence services as of this writing. We assess that
this is because the operators are highly skilled in OPSEC and use
techniques that effectively obfuscate their origins. OPSEC not
only provides key plausible deniability, but allows Russian state-
sponsored media to counter these observations with alternative
hypotheses, insults, doubt, and other distractions.

Recorded Future®| www.recordedfuture.com | CTA-RU-2020-0408 | 5


http://www.recordedfuture.com
http://www.recordedfuture.com
https://www.bbc.com/news/blogs-trending-38610402
https://www.vice.com/en_uk/article/ywaydx/nhs-for-sale-labour-documents-leaks
https://www.rt.com/op-ed/474945-nhs-corbyn-russia-nimmo/

CYBER THREAT ANALYSIS | RUSSIA .IE'. Recorded Futureg

Discovery of Operation Pinball Targeting Estonia

Threat Analysis

On December 18, 2019, the author “flokortig” published the article
“Neue Fluchtlingskrise: Europa ist nicht dazu bereit,” (Translated:
“New refugee crisis: Europe is not ready for it”) on the German self-
publishing website homment.com. Homment was previously linked
to multiple instances of Secondary Infektion document seeding as
reported by DFRLab. After publication, Homment visitors viewed
the article approximately 250 times.

This article began by blaming the U.S. and Europe for “wars in
Middle East [sic] and Africa,” resulting in waves of refugees entering
Europe since 2015. The article proceeded to illustrate “the reception
of refugees in some EU countries,” highlighting France and Greece,
claiming that non-transit migrants overwhelm France, and noting
reports of violence among migrants in Greek refugee camps. The
article then turned to Estonia, claiming that the state welcomed the
EU’s migration quotas, despite “political opposition and existing
government disagreements.”

The post included a copy of a letter, which we judge was
inauthentic, addressed to Mr. Dimitris Avramopoulos, the European
Commissioner for Migration, Home Affairs and Citizenship, from
Taavi Aas, Minister of Economic Affairs and Infrastructure of
Estonia. The letter made the claim that Estonia agrees with the EU
refugee admission quotas despite concerns regarding statements
from Foreign Affairs Minister Urmas Reinsalu and “several other
Estonian politicians” that were deemed contrary to the EU’s standing
on migrant quotas. The letter claimed these dissenting views were,
in fact, the personal views of these individuals and were stated only
to score “political points.”

The article also pointed out that Hungary, the Czech Republic, and
Poland are campaigning against the EU immigration policy “by
building a wall as they wish and deciding for themselves who will
enter their territory ... Such steps by the Eastern European countries
make it difficult to implement the common EU migration policy.”
These domestic policies, according to the article, only further hinder
other EU states from adequately accommodating migrants.
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In relation to the European migrant crisis, the article stated the
following:

“The situation looks bleak on the whole. The state of

the infrastructure for the reception of asylum seekers in
the EU shows that Europe is not ready for the wave of
refugees like in 2015. The EU-Turkey Refugee Agreement,
which aimed to reduce the number of refugees entering
the EU, has stopped working. EU migration policy is
paralyzed. It is unclear whether one can find the way
out. Because of the disagreements between Western and
Eastern Europe, the real unity of the European continent
is very doubtful.”
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REPUBLIC OF ESTOMNIA

MINISTRY OF ECONOMIC AFFAIRS

AND COMMUNICATIONS
Mr. Dimitris Avramopoulos 12* of Movember 2019
European Commissioner
For Migration, Home Affairs and Citizenship
Dear Commizsionér Aviamopoules,
| understand your cancemns with statements of Estonian Minister of Foreign Affairs, Urmas Reinsalu,
and several other Estonian politicians about refugee admission quotas and the country’s engagement
in this process. | want to assure you that the statemenis reflect the views of these persons and are an
attempt to score political points by focusing on this obviously important issue for Ewrope.
As you know, Estonia is fully committed to European values and is totally ready to fulfill its
obligations. All agreements relating to refugee reception prajects, incheding establishment of new
centers on the temitory of Estonia and allocation of funds for these purposes, are being implementad
in line with the plans approved,
Yours sincerely,
TaaviAas
Minister of Economic Affairs
and Infrastructure of Estonia

Minksery of Economic Affairs and Communieations/ Suur-Ameerka | /10022 Talline ESTONIAS 372 625 6342/
fax +372 631 3660/ info@mkenee | wwwmkm, ee

N

Forged letter addressed to Mr. Dimitris Avramopoulous from Estonian Economic Affairs Minister Taavi Aas.
(Source: Homment)
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By analyzing the document, itis quickly apparent that native English-
language speakers did not prepare this document, but was a well-
crafted attempt at appearing authentic. We are aware that Taavi
Aas speaks fluent English and official correspondence from the
Ministry would most likely not include any of the following errors
and observations.

One indicator of inauthenticity is located in the first statement, “I
understand your concerns with statements of Estonian Minister
of Foreign Affairs...,” which is a grammatically incorrect English
construction. Insikt Group Russian-language experts note that
potential linkage of this sentence to a Russian speaker is the use
of the genitive case in Russian, which, when translated into English,
sometimes results in the incorrect use of the preposition “of” to
denote ownership. Furthermore, this example demonstrates a
consistent lack of indefinite/definite articles throughout the
forged document, to include this example. Russian does not have
a definite or indefinite article (i.e. the/a/an) or the verb “to be”
in the present tense, and many English-speaking Russians have
considerable trouble using “the” and “a” correctly, often using them
interchangeably or leaving them out entirely. If a fluent English
speaker correctly wrote this statement, it would likely state “I
understand your concerns with [the] statements of [the] Estonian
Minister of Foreign Affairs...”

In the body of the document, there are multiple instances of
unusual or colloquial language that are unlikely to appear in
formal government correspondence, such as the use of the words
“totally ready,” “scoring political points,” as well as the statement
“establishment of new centers on the territory of Estonia,” rather
than simply, in Estonia. We note that Ha TeppuTtopun (on the
territory of) is commonly spoken in Russian and is grammatically
correct.

The forged letter contains what we refer to as imprecise language,
meaning that the author likely did not have a concrete position on
Estonian migrant quotas or specific government projects and was
likely not entirely well versed in the subject matter. Therefore, the
author of this document resorted to vague or confusing phrases
such as “establishment of centers” rather than specifying refugee
centers or specific housing projects for migrants in Estonia.
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The footer of the document itself has improper spacing, which
would likely not pass by a government-level editor. Further, the
titles of Mr. Avramopoulos and Mr. Aas on the letter are improperly
and inconsistently formatted.

The signature of Mr. Aas also raises concerns. While his signature is
not commonly found in open sources, a 2010 document prepared by
The Civitas Initiative and the EU, which contains Mr. Aas's legitimate
signature during his tenure as Tallinn deputy mayor, indicates that
the signature found in the 2019 letter was likely an attempted, far-
less fluid, forgery. Given the simplicity of the signature itself, this
opens opportunities for attempted emulation.

4 N [ N
— City of Tallinn - Taavi Aas, Deputy Mayor
. TaaviAas JU )

Comparing a verified signature of Taavi Aas (right) to the forged document (left).

Initial Reddit Amplification

Reddit user “u/flokortig” — the same name as the author on
Homment — shared the article once on the German subreddit r/
de. This post was shortly thereafter removed by moderators for an
unspecified reason. This was u/flokortig’'s only post, made within
one minute of registration based on the Reddit account’s metadata.
This account was also registered on the day that flokortig published
the article on homment[.]Jcom.

Posts Wiki

homment.com/XIalb9... (2

g Sorry, this post has been r d by the moderators of r/de.
Moderators remove posts from feeds for a variety of reasons, including keeping communities safe, civil, and true to their purpose.

M 1Comment ) Give Award # Share Save (@ Hide M Report 100% Upvoted
| J

u/flokortig’s post on the German subreddit r/de, sharing the article “Neue Fliichtlingskrise: Europa ist nicht dazu

bereit” on Homment. (Source: Reddit)
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/ sorT #ff NEW ~ \
s Neue Flichtlingskrise: Europa ist nicht dazu bereit homment.com/x1albs... &
1 r/de Posted by u/flokortig 1 day ago
+ (Z W 1cComment €3 GiveAward s Share Save (@ Hide M Report - Q
b

ufflokortig

Karma Cake day

1 = December 18, 2019

MORE OPTIONS

TROPHY CASE (2)

New User
W?
g Verified Email

" J

u/flokortig’s user profile page on Reddit, demonstrating a minimal post history. (Source: Reddit)

A search for the exact text of this article’s title on open sources
discovered the Homment article shared, at least temporarily, on
the following websites: Austrian forum meinbezirk.at (broken
link), and German forums kraichgau.news/bretten (broken link),
nachrichten-aktuell.eu, meine-news[.]Jde/nilkheim (unavailable),
and de.indymedial[.]Jorg (unavailable). The author of the articles on
these sites often appeared under the moniker “Florian Kortig.”

Insikt Group assesses that Operation Pinball, and TTPs aligned
with Secondary Infektion in general, uses German-speaking self-
publishers, in addition to blog sites for other European languages,
likely as both a medium to distribute false information and to
further obfuscate the operation’s activities.

In a temporarily available cached version copy of the article on
meinbezirk[.]at, Insikt Group found, via a formatting error, that the
file upload service Post Image hosted the document. Searching this
image link in open sources revealed copies of this report shared
on oko-planet.su, which links to a copy shared on the website
perevodika.ru, both dated December 19, 2019. On perevodikal.]
ru, the source backlinked to the Homment article dated December
18, 2019. The author of this post used the moniker “leovitaus.” To
date, this article has received over 2,300 views and one comment.
Based on these metrics, this article was likely an anchor for much
of the story’s promotion across Russian-speaking sources.
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In an investigation of “leovitaus,” we found another copy of the
article with the forged letter posted by an individual under the
same name on the Russian forum Ursa Manor Forums ursa-tm.ru,
under the forum’s subpage dedicated to Russian translations of
international articles. Insikt Group concludes that this too was an
inauthentic account, made for single use only to further distribute
the article. As of January 20, 2020, thread visitors viewed the post
approximately 900 times and the post garnered 23 replies.

“{ 7 leovitaus

Monb3oeaTenu

December 19,2019 December 19, 2019

E HoBbIi MI/IFpaLlHOHHbIﬁ KpHU3KC: EBDOI‘Ia He rotToea
leovitaus posted a topic in Mepesogbl OT HalWWX YMTaTENER
M3-3a BOIH Ha BnuxHem BocToke U 8 Adpuke, B KOTopbIX y4yacTeoBanM CLUA v eep i r TBa, ¢ 2015 r. Espony

3aX/IECTHYNa BOMHA BeXeHL|eB. 3TO CTan0 HACTOALIUM KPM3WCOM M BbI3BANO Pe3K0e 060CTPEHUE COLMANBHOR HANPAXEHHOCTW. [lansle
BYNeT elle xyxe, nporHo3upyet rnasa MB/] Fepmanim XopeT 3eexodep. B koHLe ceHTRGPA XopeT 3eexodep NoGeIBan ¢ BUIMTOM B...

Rank ManeHbkmit Exmk

Mon MysmnHa

© December 19,2019  # 23 replies ﬁ* 39

Npoxueaer Poccua

leovitaus’s profile on Ursa Manor Forums, created and last accessed December 19, 2019

There is evidence that this initial copy was picked up by authentic
Russian news aggregators, further amplifying its spread.

Among Russian sources, Insikt Group found the forged document
with the title “HoBbIN MUTpaUVOHHBIN KpU3Kc: EBpona He rotosa”
(Translated: “New migration crisis: Europe is not ready”) on a
number of different sites, including worldaggressor.com, cont.ws,
and the Russian news aggregator newsland.com. Both newsland[.]
com and cont[.]Jws originated from what we found to be the same
person, referred to as Elena Frolova.

On Newsland, the profile “Elena Frolova” reposted the article on
December 20, 2019. Interestingly, this article directly cited the
German instance found on Homment, rather than another Russian
source. Oddly, this page did not contain a copy of the forged
document, but rather displayed a photo of German Interior Minister
Horst Seehofer, mentioned in the article, and a photo from an
October 2015 article from The Atlantic titled “Thousands of Migrants
Are Crossing the Balkans on Foot.”
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“Elena Frolova” on Newsland. Insikt Group further investigated the profile as the photo appeared doctored, pointing
to a FaceApp watermark in the left-hand corner.

Insikt Group found another instance of “Elena Frolova” on the
Russian social media site Maxpark, as well as on cont.ws. It is most
likely that this is the source of the page appearing on Newsland. In
total, the pages reached an audience of approximately 450 viewers
and only six comments. On cont[.]Jws, Insikt Group identified the
moniker’'s VK social media profile and determined that it is a
legitimate account. Recorded Future has opted to not publish the
link to this profile for privacy considerations. Nonetheless, this
instance demonstrates that unsuspecting news aggregators and
legitimate social media profiles can quickly pick up and further
propagate intentionally planted disinformation.

OnJanuary 11, 2020, the Russian-language news website e-news.su
published an exact text copy of this article though it did not contain
a copy of the forged document. It instead provided two links, a
link to the “original” (OpuruHan) and a “translation” (Mepesog). The
original source was, like in the previously mentioned instances, the
German article posted to Homment, while the link to the translation
reverted to the “leovitaus” forum post on Ursa Manor Forums.

Insikt Group assesses that the article posted to Homment was
most likely translated directly from German to Russian, based on
the dates of publication and that instances discovered on Russian
sources are near-duplicates, with minimal changes as a result of
direct translation.

A deeper investigation into the dispersion of the forged letter
led Insikt Group to determine that the original source was most
likely not from Homment, but in fact the German version that was
originally translated from Russian, and then later back into Russian.
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By analyzing the link to the Post Image image repository, Insikt
Group found another website containing this document from the
image found on Post Image, stena.ee, an Estonian self-publisher,
which was not previously found linking to this group of articles. This
article posted on stena[.]Jee was a near-copy of the article found
on homment[.Jcom; however, the author “dimitriteras” posted the
article on December 3, 2019. The moniker dimitriteras could not be
found on any additional websites or self-publishing forums.

Insikt Group assesses with moderate confidence that the article
posted to Stena was the seed article for this campaign, originally
written in Russian. Our investigation determined that this was the
earliest date in which we identified a version of this article and
forged document. We note that at the time of publication, this blog
post was removed from the site.

One observed change from the most recent articles, however,
was the title, which, when translated, reads, “Multiculturalism
lessons from Brussels: EU is building new refugee accommodation
centers in Estonia.” (“Ypokn MynbTuKynbTypannima ot bproccens:
EC cTpouT HOBble LleHTPbl pasMelleHns bexeHues B SCTOHUN").
Further analysis of the article itself revealed that it appeared to be
an editorial-type version of the article posted to Homment, as it is
more opinionated, and takes a more anti-immigrant stance:

“Migrants who have been accustomed to meet sympathy
and help from tolerant Western Europeans for so many
years have become so familiar with us that they behave
at home, ignoring local basic rules of behavior, laws
and culture. At the same time, attempts to integrate
new ‘Estonians’ fail one after another: forcibly displaced
refugees do not want to adapt to new conditions, get

a job and learn the local language, actively using the
social benefits provided by the European Union.”
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Like flokortig’'s post to Homment, this article was the only post
made by this account.

rMoroaa W pacnucaHWe asTo6Gycos TemaTuueckme Gnoru

TALLINNA MNT. 41.,
NARVA ASTRI KESKUS (1

NMouck Ha caiite: Mnasxas » Bnoru » dimitriteras's Gnor

Custom Searcf

YPOKHM MYNIbTUKYNLTYPann3Ma oT Bproccensn: EC CTPOUT HOBble
LUeHTPbl pazMelleHns GeeHLes B 3CTOHUM

= MaGpanmsie OnyGnukosano: dimitriteras 0312|2019 || MpocvoTpos: 362
HaRaCcTH Ha npoT ey neT EBpona r GecnpeLeneHTHbIA Mulrpal_MnHthﬁ KpW3Mc. Maccosoe
= Hapsckue nmen c ro BocToKa i ADPHKM T xapaKTep e
HoBOCTH auepe.m, A7 BEAYUINX BpONefickmX CTPaH, GexeHues P couy
P — Korpa Hawbonee "smirogHbie” Ans MArPaHTOS eBpOoneicKie It Tea nepen Ee)KeHu,aMul_
nuaepel pewmnu Th Gpems pa MHOCTPaHHEDC "FOCTER" MEXY BCEMI CTpaHamMuI-
ScToHun UNeHaMn COKZa 1 NPUAYMANM NPUHYAMTENEHYIO CUCTEMY KBOT AN pacnpeneneHms Gexenyes. Gaxruueckn EC
= Mecounmnua 3anycTin MacWTaBHLIR 1 ANUTENEHEIR NPOLECT N0 NEPECENEHNIO MUIPaHTOs 13 3anaaHoi 1 KxHoi Esponst Ha
I — BOCTOK, TEM CaMbiM HAPYLLME THXYIO KW3HL, B TOM MMCIE, M NPMBANTHHCKNX CTPaH. Tak MATPaLMOHHEIH KPH3NGC 1
R ConyTCTEYIOWME eMy NPOGNeMB! CTanu PeansHOCTLIO W ANA SCToHMKM. MurpaHTel, puie 32 net np
BCTPEUATE COUYBCTBME M NOMOLLL CO CTOPOHL! TONEPAHTHLIX 3aNafHLIX eBponefiles, CCEOMNMCE Y HAC HACTONLKO, YTO
~ [Jocka BeayT cebs Kak AOM3, MIHOPUPYHA MeCTHLIe Gazoskie NpaBMna NoBeASHNA, 3aKOHE! M KynbTypy. MpK 3TOM, NONLITKKM
o6bABNEHNA MHTErpaumu HOBLIX "2CTOHUEE" NPOBANMBATCA 0AHA 3a APYIOH: HACHNEHO NepeceneHHsIe GeXeHUL He XOTAT
s O6bABNEHNS a.qarrmpoaan,cn K HOBGIM YCIOBAAM, YCI'paVIBaTbSCH Ha paGoTy M M3y4aTb MECTHbIA A3biK, aKTUBHO MONbL3YACH
col naramu.
< poTo =
= Monynspsie HeyaweuteneHo, UTo 2aTen C nep GexeHues 06LIecTBo BCTPETUNO B WTLIKK. Sloan
HEOAHOKPaTHO Ha MHOro! AKUMM Np C Tpe BEPHYTH HENPOLWEHBLIX roCcTer
ceroana uﬁpamo HacTpoerun o6luecTBa XOPoLULO OTPaX@IoT MTor Hex, pr TCKIX B pesynsTaTe
= Mowuck poe K MUFpaHTaM NapTuM BowWNM B npaamenbcmeunym Koanuuuia. Teneps NpuabiBL!
P OTHA3ATLER OT NPUHATUA GEXEHLIEB 3BYUAT YIKE B CAMOM NPABUTENLCTBE. O
- Mom BLI3BANG 3ARBNEHNE F1ABLI SCTOHCKOrO MIAZL YpMaca Pefiicany, Mo MHEHIIO KOTOPOro SCTOHMA He 0BA3aHa
PasMeLlaTL NPUGLIBAIOLMX B EBPONY MWTPAHTOE Ha CBORH TEPPUTOPMM, TaK KaK, COFNACHO MNPUHUMNaM
OGLABNEHNA MMrPaLMoHHOR NoNUTKKKM EC, 33 GEXEeHLEB 0TBEYaET CTPaHa, B KOTOPYH OHW W3HaqaNbHO NPUGLLNM. CnoBa
= fobaBuTb I T2 CIESaanT) T 2 Bptoccene, KOTOPbIN MNAHMPOBAN W AANbLIE NPUCHINATS MHOCTPaHHLIX "rocTeii
o6 ni B p EC N0 MUrpaLmy, BHYTPEHHMM IENaM 1 MPaXAAHCTBY JMMUTPUC ABDaMONYNOC Aawe
\ Temareckue n oT "0 MMHCTEPCTBA SKOHOMUKK W MHDPACTPYKTYDb, KOTOPOMY BpPHCCENE:
BhRENRET ASHLMA Ha CTPOMTENLCTEO HOBBIX LIEHTPOB PASMELIEHMA GEXEHLIEE. B OTBET YNOMHOMOUEHHBIA MAHWCTP
Gnorn Taasu AaC NOCNELWNN 3aBEPUTE EBPOUMHOBHUKA, UTO SCTOHMA HU B KOEM CIYUaE HE OTKA3LIBACTCHA OT BLINONHEHNA
A\ ctona eanoda/SRORS CBOWX OBA3ATENLCTE NO P MUrpaHToR, a rnassl MW SENSIOTCA He 6ONES UeM "MonLITKOwH

A likely original source of the article “Ypoku mynsmukyaemypanusma om bproccens: EC cmpoum Hosele yeHmpes!
pasmeujeHus bexceHyes 8 IcmoHuu” posted on stenal.]ee.

Persona — Maxim Bernik, Maxim Lebedev

An exact text search of the title in Russian among open sources
revealed another corresponding article, posted to the website
aftershock.news on December 17, 2019. This posting occurred a
day before flokortig's post and nearly two weeks after the post by
dimitriteras. The title of this article, published by the username
“MaximLebedev,” was “EBponeickas cONMAapHOCTb B AeNCTBUN:
EC cTpouT HOBble LEeHTpbl pasMeleHns murpantos” (Translated:
“European solidarity in action: EU builds new migrantaccommodation
centers in Estonia.”) Like the version found on Stena, this article
was particularly hostile toward Estonia and the migrant crisis. This
article maintained a strong anti-Western and anti-migrant tone, and
was written in a less formal editorial style. The article connects a
newly formed “coalition of centrists, nationalists and rightists” with
“the surge of radical moods in Estonian society directed against
migrants.” The story also brings into question Estonian leadership’s
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motivations, and whether they are acting for the good of the country,
stating “Apparently, the desire to enjoy all the “benefits” of being in
the EU among Estonian politicians is much stronger than the desire
to protect their own interests and national identity.”

AFTERSHOCK
Knapoesan
Maesnan
Mynec
Brniorum
Bece pasnensi
FAaC

BXOO HA CAWMT
HMma nonsaosarTensa =

Mapones *

Permcrpauwma

BoccraHoBTE Naporks

Cepuvan
«YummTenAa»

CMOTPMTE NPAMO Cefuac
npemoepy ceprana

ra Etvnet. MNokassisasn
Ha BCex yoTpoRcTEax

& etvnet.com >

EsponeMcKan connmaapHocTbe B gerMcTemn: EC cTpomT HOBLIEe LLEHTPLI @
pazmMmelleHMA MHMMNPaHToE B 2CTOHMM
@o.ak BT 17/12/2019 - 15:40 | MaximlLebedev mm (2 AHA 9 yacos)

MurpaumoHHEIR KPM3MC yXKe OaBHO CTalfl 4y Te JfivM He rMaBHom ronoesHom Sonerwo Espo-
corwsa. Mexnay Tem, TONMNb GexxeHues NMpPpoaorixKarT arTakoBaTh rkHbIe Gepera Esponbi
B Hanexae AoGparbca A0 3aBeTHbIX 3anaHoeBPONercKnXx cTpaH., NPYBNeKarLmx ro-
CTEeM LIMPOKMM COUMankHbLIM NakeTom. Koraa crano noHATHO, Y4To nanobneHHsle cpenu
MEMeaXiMx CTRaHel HEe B cunax NMprHATE BOeX Xeratoumx, NponaraHonpyoume mageono—
MK TOMNEePAaHTHOCTH GPRRCCEerNbECKMe HMHOBHMK DeLUWUIiKM paccennTe GexeHues No Bcem
cTrpaHam-yuacTHruam EC cormacHo kBoTam. BoT TONbKO He BCe rocyaapcTBa BCTPEeTHUIM 3TO HOBOBBE—
OeHune C IHTY3mazmom. HacmoTpeBwnce Ha HeyOauHelR ONBIT MHTerpaumn HoBbIx "eBponernues” B 3a-
nagHol Eppone, rpaxaaHe BOCTOYHHOSBPOMNeMCKMX M NpuSanTHuickmMx cTpadH KpamMHe arpeccuBHO BOC-
MNPMHANKM HOBOGTE O BESOSHMIKM KBOT M nNoTpebGosanuy oT Bracred oTnpasnTe NprcrnaHHex Bproccenem
SereHues obparHo. M ecnr NpaBemTeNnsCTEC BeHrpvn yocrneilWano mMmHeHue Hapooa W Hadano BCAYeCcKW
CONPOTUMBMNATECS HaBA3aHHbBIM EC KBOTaMm, To noaMnums npuGanToe BEIrFSOMT KpafhHe
MPOTHMBOReUMBON.

Taxk, Hanpumep, B JCTOHMM CeAYac MPaBnT KOAMNMLMA M3 UeHTPMCTOB, HAUMOHANMMCTOB WM NpasBbix.
Yonex NocnegHnx Ha HeQaBHKMX NapfamMeHTCKKX BeiSopax CBA3aH Kak pas co BCNMNeCcKOoM PafuKankbHBx
HacTpoeHMA B 3CTOHCKOM obuecTee, HaNpaBnNeHHbLIX MNPOTUE MurpadHTos. B peaynsrtaTte, cpeav Henpu-
BEIKLUMX MNepeqYnTe DPICcCernbckMmM HAYANBHMKAaM 2CTOHCKMX MOMMTUKOE MNOABMINMCE Te, KTo OTKPBITO
BbICKasbliBaeTcHA NpoTHMB MHWMLUKMaTmBbl Espocorwsa no "adppukaHraaumm” crpadHbl. OrpomMHBIR pe3cHaHo
BEIZBANC 3IaABMNEeHME MHMHIMCTPAa MHOCTPaHHEIX aern JcToHnm Ypmaca Pelncany ob oToyToTBMM GO CTO—
pPOoHEBI TannuHa KaknMx-nmbo obAazaTensecTE Mo NpMemMy BhICAaMMBALLIMXCHA Ha oxHbBIe Gepera Esponsi
rmurpaHTos. OOHKMM 13 MAaBHBIX aprymMeHTos Maskl 3CTOHCKOR OMnnomMaTmi SBNsAeTcs ToT dpakT, uTo no
eBpPOoNelcKOMY PernamMeHTy OTBeTCTESHHOCTE 338 WMMMIPaHTOB HeCyT Te CTpaHbl, NMOe MxX periMcTpupy-
HOT MO NPUBEITUK Ha TeppuTopuio EC. Kpome TOro, acToHLUEB! HACTAMBAKOT Ha TOM, YTO B MX CTpaHe v
Tak NnpoxueaeT GoNswWoe KoONMMYecTEBO MMMMIPaHTOR M3 BhIBLUMX COBETCKMX PecnyBnmk, B Nnepey oue-
penes, M3 YKpaunHbsl.

Oaorako crnosa Permncany mayT epas3pes © rnnaHamm Espocorosa, KOTOoOpPEIM yX e BeiOarl annuvuHy OeHsri
Ha CTPOMTENLCTBO HOBLIX LeHTpoB npuema Gesxernues. O6 sTom komuccap EC no murpaumrm, BHyT-
PeHHMM OernamM M NPadaancTey MM Tprc ABPamMonyNoc HAanoMHKWI ICTOHGCKOMY MMHMCTRY 3KOHOMIAKMA
M MHppacTPYKTYPERl TaaB Aac, KOTOpRIFA oTEeYaeT 3a pasBrMTHMe B DCTOHMM MHMPacTPyYKTYDBl s M-
rpanToe. TOT B CBOK OuYepedb YCNoKoun GRICCenLCKono HaYansHMKa 1 MNoaTeepRamn NprBepHe HHOC T
2CTOHUSE @BPONelcKM LeHHOCTAM M NTOBHOCTE TannmMHa BeiNoMNHATE BCe paHee OOCTHUIHYThIe O0ro-
BopeHHocT ¢ EC.

Maxim Lebedev’s post to aftershock.news.
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Search of Maxim Lebedev’s profile picture, which we have determined is a stock image.

(Source: Google)
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Insikt Group identified that the author behind the post, “Maxim
Lebedev,” created a burner Reddit account, u/MaximlLebedeyv, like
the aforementioned actor u/flokortig, the day the post was made
(the user references the article on the site aftershock[.Jnews).
Unlike u/flokortig, “MaximLebedev” targeted r/politota, a subreddit
dedicated to political news involving states of the former Soviet
Bloc. Insikt Group believes that another account connected to
“Maxim Lebedev,” u/maksbern, registered on Reddit a week prior
and targeted the Ukrainian subreddit r/Ukrainia. Despite the last
names being different, Insikt Group believes that monikers “Max
Bernik” and “Maxim Lebedev” are loose associations to the same
person. Administrators of both subreddits removed the post, citing
violations of subreddit rules.

% Eeponeickas convpapHocTe B AencTBMM: EC cTPOMUT HoBbIE
b E UEeHTpb! pasMelleHMAa MUrPaHTOE B ICTOHUKU
¥ r/politota - Posted by u/MaximLebedev 2 days ago
R, W 1comment ¢ Give Award  Share -
Makcum Nebeper
u/MaximLebedev
Karma Cake day
o1 g= December 17, 2019
FOLLOW CHAT
MORE OPTIONS
f OVERVIEW POSTS COMMENTS \
sorT #k NEW -
4+ Eeponeiickas conMpapHocTb B AeWCTBUK: EC CTPOWT HOBbIE UEHTPbI pa3Mel,eHns
1 B8 MWFPaHTOB B ICTOHMM
¥ rfukraina - Posted by u/maksbern 10 days ago
Ry W Comment ) Give Award  Share Save (@ Hide M Report
Makcum BepHuk
u/maksbern
Karma Cake day
I 1 & December9, 2019
MORE OPTIONS

Source profile and post history for u/MaximLebedev and u/maksbern on Red(dit.
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An exact text search of the title posted to Reddit identified
approximately 20 additional blogging and self-publishing websites
to which the article shared by u/maksbern and u/MaximLebedev
had spread. Interestingly, in addition to various Russian-based
websites, the article and corresponding document was widely
spread among unverified Ukrainian and other CIS-based sources.
We have provided these resources in Appendix A. We note that
“Maxim Lebedev” used a number of different personas across
several publishing websites, and there are inconsistencies in their
profile data (such as locations of residence), which provided further
indications that this activity was inauthentic.

fuser information \ / USER: LEBEDEV MAXIMILIAN [MAXIMLEBEDEFF]

= All users
Avatar: &
=
Nick: maksbern
First Name Last Name: Maxim Bernik
Registration Date: 12/09/2019
Floor: Boy
Country city: Ukraine, Dnipro Registered : 12/17/2019
Birthday: 06/21/1977 Gender : Male
Age : 35-40
Blog: Maksbern blog Birthday : October 12th
\_ J , .
From : Ukraine
Not defined (100.0%)
Social Status : Employee
Field of activity : Finance, insurance, securities -

Sample personae data among Maxim Bernik/Lebedev’s blog accounts.

Persona — Vladimir lvovich

Insikt Group found that this forged document was also shared on
December 16, 2019 by a fifth actor, “vladimirivovich,” also known
as “Vladimir Ivovich,” on the clearnet sites Transnistria Free Forum,
forum-pridnestrovie.info, and Transnistria Forum, forum-pmr.
net. Further investigation of this moniker revealed that account
creation under the same moniker “Vladimir lvovich” appeared on
the Belarusian political blogging forum BramaBY the same day.
However, this account only made one comment, on a blog titled
“Why Belarusians are not Russian.”
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This account included a photo that, when analyzed, linked to an
additional blogging page on the CIS-facing site Horde. We believe
this is a legitimate photo, but do not know the origin of the photo.
Based on the consistency and adherence to strict OPSEC across the
campaign thus far we maintain that it is unlikely to be the authentic
person behind Vladimir Ivovich. Based on account data, the user
of this account wrote one post after its creation on December 16,
2019, though this post has since been deleted. The profile image
also linked to an account using the same name on Kazakhstan-
based blogging site YVision, which also included a copy/paste of the
article spread by “Maxim Lebedev.” One specific article copy, posted
by “Vladimir lvovich” on the site dosug.md, provides a backlink to
the original, but not defunct, article on stenal.]ee.

~

[masuas  KommeHTapuu (1)

benapyck — Movemy Benopychbl - He pycckue. (49)

vladimirivovich

benopyce! Takue, 6enopycobl CAKMe.
Benopycbl pasHbie. Pycckue ToXe pasHble.
He6narogapHoe 3aHaTHe — HaBELIMBATb APJbIKU.

- j

Vladimir Ivovich’s lone comment on BramaBY and profile picture.
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viadimirivovich

in the rating

a VLADIMIRIVOVICH

EBponeickas conmpapHocTb B aencreum: EC
CTPOMT HOBbIE LIeHTPbI Ppa3sMeLLeHNSA
MMWIPaHTOB B SCTOHUM

MUrparoHHBINM KPU3KC YKE JAaBHO CTaJl YyTh JIK He TIIaBHOM T0JI0BHOM 6011610 EBpoCO03a.

Profile picture of “Vladimir Ivovich.” (Source: YVision)

Infiltration on Social Media

On December 16, 2019, Insikt Group found one Facebook account
which shared the article from forum-pridnestrovie.info to the
Facebook group Transnistrian Social Forum (MpuaHecTpoBCKNIA
coumanbHbI dopym). This was the only time to our knowledge that
this letter appeared on this social network.

MpUAHECTPOBCKUIA CoLManbHbIA GopyMm

- @ . http:/fforum-pridnestrovie.info/evropejskaya-
solidarnost-v-dejstvii-es-stroit-novye-tsentry-
razmeshheniya-migrantov-v-estonii/

A share of the article to Transnistria Free Forum on Facebook.
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On the social media website VK, the footprint of this document was
small and had little engagement. The most popular versions of the
article were shared with four different links between December
16 and 18, 2019, via the following pro-Russian and CIS-facing blog
sites and forums: RNBee, 123ru, which was not previously observed
before, Razumei, and the aforementioned Transnistria Free Forum.
In all, views of these links reached approximately 50 viewers.

MACHMO OTHIOAL HE COCTABAAKT 06PA30BAHHA, ECAM OHM HE NOMOTAIOT NKOAAM BbiT
TBAPAM. ([won PEcku)

NEHTA'BAOTOB  ERpQNEACKAS CONMIAPHOCTD B AEACTBMM: EC CTPOMT HOBBIE UEHTPbI PASMELLEHUA MAPARTOB B Mbl NOAIEPHMBAEM

3JCTOHKUH
Yero Tebe, Hapoa, Ana Makcnm Nebeges
CHACTLH HE METAET 201812171126 ® 97 405
& Hatan evepa 23:28 o - ot
ro4emy 3aKpbini AAA . B
"OTKpbITOE
NPasUTENLCTEO", W HE
OTKPOET JIM €10 HOBBIA .
KabMMH? (4acTHoe HALL 30710TOH ®OHA

paccnefosaHune)
& HataneA Nlonatvha suepa
94

\ Bnagnumup MpyTHOB

L : » REPUBLIC OF ESTONIA 2 HooccepHas Gops6a
MiNISTRY OF ECONOMIC AFFAIRS ~

Kniouesoe HasHadeHne B AND COMMUNICATIONS 11 MaTprLbl Tonno

MPABUTESBLCTBE - HE Cam 3MMTAPHOI KyNLTYPbI MPOTUB Pachl-

MUALLYCTUH Pycu-Poccui

s HaTankA JToNaTvHa suepa

2 Bnagumup ®unapetos
Hapoa pasoanuTcs, ecnu Sl M alirls yerimoponio Ve N30, . Ees nacnopTa: 06

- 23 European Commissioner
NOMMETTARHYSHYTUHCIOE For Migration, Home Affairs and Citizenship QTRNDHEHIN
@npaﬁou 3EKOHONPOEKTA O Nacnopre )

Screenshot of the article posted on the pro-Russian blog site Razumei. According to the site, the site’s purpose is to
be “one of the centers for uniting and crystallizing the forces and ideas of Russian civilization.”

Another translated copy of the Homment article was found on the
Russian social media site VK, posted on December 20, 2019 by the
page geopoliticalinfo. However, this share reached less than 100
viewers on VK. This page linked the article posted to the Russian
geopolitics news site geo-politica.info, which provided a backlink to
the instance found on Perevodika as its original source. This page
reached over 350 viewers since December 19, 2019. Insikt Group
found minimal engagement on the group’s dedicated page on the
Russian-based social media site Odnoklassniki (ok.ru).
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Discovery of Operation Pinball Targeting Georgia

Insikt Group concluded that our investigation of the campaign
against the Estonian government and the EU was coordinated,
deliberate activity. In the event of additional manifestations of this
campaign, we continued to monitor these sources for instances of
similar activity to include false documents, additional personas and
potential spread of this disinformation on social media.

Within the past month, Insikt Group identified what we assess
with high confidence is another developing campaign using similar
TTPs as our initial observations regarding Operation Pinball. In
particular, this campaign used another forged document targeting
the Republic of Georgia and its growing relationship with NATO.
This is the second time within the past four months, and the third
time since July 2017, that Georgian leadership was targeted by
information operations employing Secondary Infektion-esque TTPs.
This is also the third instance of this specific information operation
targeting NATO.

We note that at the time of publication, this campaign is likely
ongoing, using similar self-publishing outlets, Reddit promotion,
multilingual translation, as well as persistent use of burner personas
that emphasize OPSEC over reaching a broad audience. Unlike
our observations on the Estonian campaign, this campaign began
on Reddit, with the use of a Reddit persona that has been “aged”
to appear authentic by participating in other subreddits before
planting a forged document. We believe this persona and activity
are similar to those of the account “u/gregoratior.” This persona
was an active participant in promoting and distributing the leaked
trade discussion documents pertaining to the U.K.’s National Health
Service in late 2019. Thus far, Insikt Group has identified minimal
social media engagement in this Georgia-focused operation.

These tactics distinctly overlap with documented Secondary
Infektion information operations identified thus far. The discovery
of additional instances of planted forged documents, in our view,
further confirms our assessment of a deliberate campaign to
undermine Western governmental bodies or political institutions.
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On Friday, January 10, 2020 a Reddit account, “u/TarielGeFr,” made
a post to the subreddit r/france, in french, titled “Un vrai réve
georgien,” which translated states “A True Georgian Dream.” The
post begins by stating that, while the author has lived in exile for
a long period of time, they have closely paid attention to Georgian
politics. Since Georgia's recognition of sovereignty by the United
States, the nation’s integration into NATO has become a strategic
security priority for the state level and throughout the region.

w

@ r/france - Posted by u/TarielGeFr 7 days ago
Un vrai réve géorgien

Vivant en exil pendant longtemps, elle a toujours suivi de pres I'évolution de la situation politique dans
sa Géorgie natale. Aprés que les Etats-Unis eurent reconnu la souveraineté de la Géorgie en 1992, il
devint évident que la politique étrangére devait étre davantage orientée vers I'Occident, plus
précisément vers les pays démocratiques ou le niveau de vie et le développement économique étaient
élevés. C'est la raison pour laquelle I'une des taches vitales et stratégiques de Thilissi est I'intégration a
I'OTAN, ce qui garantira la sécurité non seulement de la république, mais de toute la région. En peu de
temps, la Géorgie a pu progresser de maniere significative dans I'amélioration des normes de sécurité
et dans le développement de la démocratie, prouvant ainsi a son partenaire a I'étranger qu'elle
méritait de rejoindre I'Alliance de I'Atlantique Nord et que I'avenir de I'Etat était exclusivement lié a
I'Occident. Mais le conflit territorial non résolu constitue un obstacle a une alliance avec I'OTAN.

Et si, jusqu'a récemment, le sujet de la reconnaissance de la souveraineté de I'Abkhazie et de |'Ossétie
du Sud était fermé non seulement dans la société, mais également au niveau de I'Etat, le
gouvernement corrige aujourd'hui sa position. En témoigne par exemple une publication dans le
p=18803&fbclid=IwAR2pCAO6MMIFYhYIGQ84KWU767YWQ900uvRLPMhz7c3h7YPS2EYL3ZpH3tM), qui
exprime avec audace la réponse longtemps demandée a la question de savoir quoi faire avec les
républiques séparatistes. Je suis tout a fait d'accord avec I'opinion de la publication selon laquelle vous
ne serez pas forcément gentil et il est temps de laisser partir ceux qui attachent de la valeur a leur
indépendance imaginaire plus que la possibilité de vivre dans un pays vraiment libre.

Les dirigeants géorgiens ont apparemment trouvé un moyen de sortir de cette situation. Bien
entendu, il ne faut pas s'attendre a des déclarations a haute voix dans un avenir proche sur la
reconnaissance de la souveraineté des républiques autonomes, mais des étapes expérimentales dans
cette direction seront prises. En témoigne une lettre de défense de Garibachvili au secrétaire général
de I'OTAN, M. Stoltenberg.

u/TarielGefFr’s post, “Un vrai réve géorgien” on Reddit.

@ r/france

La France et les Francais.

317k

Abonnés

1.5k
En ligne

& Created Mar 19, 2008

COMMUNITY OPTIONS v

r/france Rules

1.Insulte v

2.Doublon (mettre le lien en v
commentaire)

3.Spam ou contenu publicitaire v

4.Menace, appel au meurtre ou incitation v
au suicide

5. Absence du flair paywall v
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The article discusses the issue of sovereignty for the disputed
territories of Abkhazia and South Ossetia. The post claims that
while the issue of sovereignty was “untouchable” before, it is now
under review. This post includes a citation to an article published
by the Georgian newspaper Qronika+ (Chronicle+), which poses the
suggestion that Georgia should “get rid of” Abkhazia. u/TarielGeFr
stated that they agree with the newspaper’s view and claims that the
Georgian government has come to a solution regarding Abkhazia’s
sovereignty. The author states that while “loud statements” should
not be expected about Abkhazia, the government is quietly planning
“experimental steps” toward appeasing Abkhazia’s recognition for
independence while managing admission to NATO, citing a letter
dated November 29, 2019 — which Insikt Group concludes is forged
— from Georgian Defense Minister Irakli Garibashvili to NATO
General Secretary Jens Stoltenberg.

The phrase “loud statements” (rpomkue cnosa translated: loud
words) is a common Russian phrase indicating a bold statement.
Insikt Group assesses that this is most likely a direct translation
from Russian to French but more accurately translated as a “bold
statement” in English. This phrase hints that the author of this post,
u/TarielGeFr, is a native Russian speaker.

The letter highlights an alleged upcoming sale of the Enguri
hydroelectric dam (HES) to Abkhazia, serving to both remove
an “obstacle” to the integration of Georgia into NATO, and as a
flexible strategy for “progressive change of public opinion” towards
granting Abkhazia and South Ossetia independence. Further, the
letter states that Georgia is currently in negotiations with Turkey
and other countries to provide supplemental electricity to the state
“with the aim of enhancing the country’s energy security and its
independence from [sic] NATO potential enemies. u/TarielGeFr
suggests this may result in an electric rate increase, which is
unlikely to be favorable among Georgians, but proposes that it
may be worthwhile to ensure integration with NATO. In fact, the
author suggests that full integration may encourage the disputed
territories to come back into the fold as a united Georgian state,
enticed by “a higher standard of living, including good education,
quality care and other benefits Western progressive world.”
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Currently, the only source of electricity in Abkhazia is HES, and is
the only joint project in the Georgian-Abkhaz conflict zone.

4 i ) N

LINANIITML 013IRIBINL 3NBNLEAIR
MINISTER OF DEFENSE OF GEORGIA

Thilisi, 29 November, 2019

Your Excellency,

In the name of the Georgian leadership, | thank you for your support in integrating Georgia
into NATO. We appreciate your confidence and will continue to work to justify it.

The Georgian leadership has worked on your proposals for removing obstacles to the
gradual integration of Georgia into the Alliance. Solution of such main problems as
resolving the territorial disputes with Abkhazia and South Ossetia through recognizing the
independence of these occupied Georgian territories becomes difficult to implement in the
foreseeable future because of unexpected socio-political implications of such a decision.
That is why the government of Georgia has developed a more flexible strategy for
progressive change of public opinion and attempts to mitigate the most urgent territorial
problems. The strategy will help to meet the requirements for Georgia's entry into NATO.

In particular within the framework of the plan prepared by National Agency of State
Property of Georgia, package of documents based on property rights on the objects of the
Enguri hydroelectric power station (HES) within the occupied Georgian territory is being
developed. Specifically, it is planned to handover them to Abkhazia for a symbolic amount
of money. This will allow to organize the HES maintenance and to avoid possible
provocations and energy blackmail in future.

Furthermore, agreements with Turkey and other countries are being prepared, which will
change a common scheme of providing Georgia with electricity and will help to attract
additional investment with the aim of enhancing the country's energy security and its
independence from NATO potential enemies.

Respectfully yours,

His Excellency Mr. Jens Stoltenberg
Secretary General of NATO

01/55364
= J

Forged letter addressed to Mr. Jens Stoltenberg from Georgian Defense Minister Irakli Garibashvili. (Source: Reddlit)
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We believe that this letter between Georgian and NATO leadership
contains significant indications of a forged document written by
someone with a poor command of English as well as Georgian.
Phrases in the document, such as “In the name of the Georgian
leadership,” “handover them to Abkhazia,” and “NATO potential
enemies” as examples are strong indicators of poor grammar
and word usage that are unlikely to appear in official government
correspondence. The phrase “handover them,” (nepesgaTb u1X)
demonstrates a direct translation from Russian, treated as a full
verb followed immediately by an object. A fluent English speaker
would phrase this as “hand them over.”

This letter, like our observations with the forged letter allegedly
from Taavi Aas, continues to demonstrate a poor grasp of the use
of indefinite and definite articles in the document. For example, “In
the name of the Georgian leadership” should be, “In the name of
Georgian leadership.” The statement in the third paragraph should
also read “In particular, within the framework of the plan prepared
by [the] National Agency of State Property of Georgia, [a] package...”

Another clue that indicates that a Russian speaker drafted this
letter is the use of the word “objects” in the statement “package of
documents based on property rights on the objects of the Enguri
hydroelectric power station...” The term “object” (06bekT) is a
Russian term with multiple meanings and intentions, and its use
in this document does not indicate specifically what the original
speaker was referring to. This form of lazy translation is another
clue that the letter was likely a direct translation from Russian to
English.

We assess with high confidence that the signature of Minister Irakli
Garibashvili in the letter is another attempted forgery. In open
sources, Insikt Group identified an image of Minister Garibashvili's
legitimate signature on his public-facing Facebook page, dated
January 28, 2014 during an official visit to Israel while Garibashvili
was Prime Minister of Georgia. Comparing the two signatures
quickly highlights discrepancies in the style and flow of the signature
presented in the letter, as well as the hesitation in attempting to
recreate the signature.
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The signed book, which addresses Garibashvili’'s visit with former
Israeli President Shimon Peres, also demonstrates that he has a
fluent command of written English, and therefore we assess that he
is highly unlikely to make the grammatical errors aforementioned.

‘li|- Recorded Future
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kli Garibashvili

Comparing a verified signature of Irakli Garibashvili (right) to the forged document (left).

Furthermore, in a translated post of u/TarielGeFr's post to the
Georgian-facing subreddit r/Sakartvelo, commenters highlighted the
header of the document, stating that “bogoMMN3xMML MO3330L
d0b60LHMO” is incorrect, while “bLogdoMmN3xMML MV305330L
LodnbobLhHMm” is accurate.

The source of this document, appearing in French on r/france, is
another indicator of inauthenticity, as the language in which the
post is presented does not share any relationship with the subject
matter. Previous Secondary Infektion information operations
targeting the EU highlighted this discrepancy between post and
forum languages and in our prior observations targeting Estonia.
The author used two languages in both cases (German and English)
to mask the original source of the material, as well as to help conceal
the location of users who are injecting the documents into these
sources.

u/TarielGeFr's activities on Reddit demonstrated very similar
characteristics to those previously observed in the analysis of the
Reddit profile u/gregoratior in the attempts to promote leaked
documents discussing the future of the NHS before the December
12, 2019 U.K. elections. The handler of the account registered
with Reddit on December 18, 2019, interestingly the same day as
the aforementioned Reddit profile of u/flokortig within six hours
according to account metadata.
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Unlike u/flokortig, who registered on Reddit and immediately
planted the forged document, u/TarielGeFr aged the account
over the course of a month before planting the document. Insikt
Group found that u/TarielGeFr was active on three subreddits: r/
france, r/cars, and r/DragonballLegends, posting 32 comments in
one month. u/TarielGeFr's first comment was approximately five
minutes after registering on Reddit. According to Graphika'’s report
which illustrates u/gregoratior’s activities, over the course of two
years this account also frequented various subreddits over the span
of the campaign against the NHS, such as r/worldpolitics, r/brexit,
and r/dankmemes.

Native French-speaking Insikt Group analysts confirmed that this
author is unlikely to be a native French speaker. u/TarielGeFr's posts
and interests are primarily French but the account’s comments show
scattered use of the French language. For instance, one comment
“Mais ma Maasdam de I'année derniére, qui est devenue Dorblu,
sera-t-elle distinguée de l'original?” makes little grammatical sense
and throughout the comment history, Insikt Group identified
persistent grammatical errors. Furthermore, we believe that a native
French speaker is also more likely to subscribe to additional French-
language channels or other French subreddits for discussions other
than just r/france.

We are also confident that u/TarielGeFr does not have a native
command of English. By analyzing their posts, Insikt Group found
that comments on r/cars and r/DragonballLegends were in English,
but contained grammatical and stylistic errors, reminiscent of
errors found in prior Secondary Infektion observations attributed
back to suspected Russian speakers.
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. TarielGeFr commented on Why are there so many crossovers and SUVs in the market, yet only a tiny few offers manual transmission? - r/cars - Posted by u/i_suckatjavascript

TarielGeFr 1 point - 1 month ago
At first, you choose a brand from your personal motives, be it design, an opinion on reliability, someone goes deeper and looks for unpretentious

engines and transmissions. secondly, an automatic gear shift system is trite simpler and more convenient, it's the same as beating yourself in the chest
now that a steam engine is better. It has long been established that fuel consumption due to the difference in the type of gearbox is negligible, and
pays off in full comfort. due to traffic jams you do not need to constantly use the mixer. Well, the only plus in the mechanical gearbox is the dynamics.
BUT, if you buy a crossover, what dynamics do you think?

Reply Share ee¢

J
~

/- TarielGeFr commented on As all-touchscreen interiors, and the increased reliance of software in cars grow, what is going to happen to the used car market in the future? - r/cars - Posted
by u/markyymark13

TarielGeFr 1 point - 1 month ago

never mind. obsolete cars will live their lives, and new ones will put you on your knees and leave you without socks so that you can start your car due to
the failure of a sensor. and there are fewer and fewer cars that drive pleasure from every trip, and there are instances that give modern cars a cheek,
such as the Nissan GT-R BNR32 BNR33 BNR34, Toyota Supra A80 and other cars of this era, as well as American rare muscular cars

Reply Share ee¢

= /

u/TarielGeFr posting on r/cars in English.

Persona — George Garilbi

Insikt Group identified the first instances of amplification of the
forged document on January 15, 2020, with posts appearing on
the Russian-speaking forums bakililar[.]az and vardanank.org (now
removed) by an individual under the persona “George Garibli”
(Teoprun fapubnn) also known as “garibliger.” The author titled
the post “Buxy uenb, He BUXy nperpaa!” translated to say “l see the
goal, | see no obstacles!” with a subtitle saying “Georgia Obedience
to NATO.”

-

# Home == All Activity

e I I I X Love reading great articles? Visit Elix.com today!

leopruin Fapnénu

Wednesday at 02:48 AM Wednesday at 03:38 AM & View Profile

EVERYTHING POSTED BY EOPT MW FTAPUESN

All Activity

Profiles
Buxxy Lenb, He BUXY nperpag!

Statisllipdates Teopruii Fapu6nu posted a topic in MonuTMKa U OBlLECTBO

Status Replies Mocnywaxue Mpyauu nepen HATO WcTopkA ¢ 3aABNeHUeM Beisliero reHceka HATO PacMycceHa o paccMOTpeHWH [pyaMel BONpoca BCTYNNEHWA B
AnsAHc 6ea AGxaann 1 K0xHOIH OCETUH NoMyYKNa NROAOMKEHUE: HEABHO NPEACeNATENL NapnaMeHTa Tanakeaf3e 3afABUN, YTO "NapTHEPCTED ©

Forums CLUA, HATO 1 EBpocorozom cerofHa AnA Mpyaum o3HadaeT Bonbiue, 4em Korga-nuéo npexae”. MpesuneHt 3ypabuiiBruini BTOPUT emy...

Topics @ Wednesday at 03:34 AM

Posts

Blogs

“George Garibli” on bakililar[.Jaz Insikt Group confirmed that Garibli’s profile image is a stock photo.
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The article shares similarities with the post made by u/TarielGeFr,
though “George Garibli” wrote the article in an assertive, anti-
NATO tone, rather than as an opinionated journal entry. Like the
aforementioned post, this article brings up the ongoing challenges
presented by Abkhazia and South Ossetia and Georgia’s admission
into NATO. The article views NATO as a necessity in the eyes of
Georgian leadership, stating that the issue at hand is “the fact that
the main enemy and occupier is Russia, and the key to solving the
problem and a panacea for all troubles is Georgia's entry into NATO,
which can protect and feed.”

The article continues to target the Georgian government, claiming
that it is prioritizing NATO admission over its own people, stating
the following:

“..the forbidden topic of recognition of Abkhazia and
South Ossetia is gradually becoming the subject of
discussion. And even if the price of integration is too
high and runs counter to state ideology, the ruling elite,
as it turned out, is ready to sacrifice the interests of its
own people in order to satisfy the demands of Western
curators.”

Further, “George Garibli” introduces Georgian leadership’s
connection to the West in an attempt to further inflame the point,
citing President Salome Zurabishvili's French citizenship, Prime
Minister Giorgi Gakharia’s business dealings with SEK Group and
Lufthansa, and the fact that Defense Minister Garibashvili graduated
from Sorbonne University in Paris.

The article suggests that Georgia is torn between NATO and the
desires of the Georgian people and that the plan to sell HES to
Abkhazia is an attempt to favorably sway public opinion and avoid
mass protests, citing the aforementioned forged document as well
as the opinion piece from Chronicle+, though this redirects to a
copy of the op-ed posted on abkhazeti.info.
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Most interestingly, the forged document linked back to the original
Reddit post by u/TarielGeFr, dated January 15, 2020. For each of the
following instances in which we identified copies of this article and
the forged document, the articles cite the Reddit post on r/france
as the original source. This also aligns with prior observations in
Secondary Infektion tradecraft.

Garilbli reintroduces the prospect of purchasing electricity from
Turkey, though he states that the inflated prices and subsequent
tariffs will hurt low-class Georgians. The article ends by attempting
to unnerve opinions of Georgian and NATO leadership by stating
that “the Georgian elite, by hook or by crook aspiring to NATO, is
ready to betray its own people, and in case of failure it will flee the
country, leaving the ruined state to its fate.”

Further investigation of the article across open sources found
a third post, dated January 15, 2020, on the forum disput.az by
“garibliger.” Though the post is an exact copy, the post was made as
areplyin aforum thread titled “Georgian President wants to return
South Ossetia and Abkhazia,” originally posted on August 27, 2019,
and dormant since August 30, 2019. There is no evidence indicating
that the author of the original thread had any involvement in this
campaign, however, garibliger's reply to the thread several months
after the last post does indicate that this was a targeted reply.

Insikt Group found an additional five copies of the article on dosug.
md, az-news.3dn.ru (links to a blog post on the Azerbaijani forum
baku.life.com which is not accessible), forumpmr.org, tradernet.ru,
and semey.city posted between January 17 and 20, 2020. In each
of these five instances, the author was either “George Garibli” (two
articles), “garibliger” (two articles), or a third moniker, “ggaribli” (one
article), each time registering shortly before posting the article with
the planted document, only to abandon the account afterward. In
total, these pages reached approximately 2,500 views, the majority
of which originated on tradernet.ru, a financial website with a self-
publishing blog.
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garibliger

1D:1732, npochoTpos:39
My6nukaumum nocnepree rocelere: 20 Singaps 2020 9:37

e ®otoranepes (1) | 3aknaaku (0) § KommeHTapum (0) Mecrta passneyenuii (0) | My6avkauum () i Apuim (0) ®unbmbl (0) | Popymbl (0) i Ceagbba (0)
Mecra criuckom Pa6ora (0) j§ Onpocbi (0)

Aduwa

0O6baBneHns

Hosoctn

3HakomcTBa
Nupepsi TOM-100 SouverTaDn, o

Dopym

Pedan © 20.01.2020 09:38 | uzs #OmO®25

BuXy uenb, He BUXXY nperpaa!

Mocnywanue Mpyaun nepea HATO UcTopus ¢ 3asBieHem

Kypc Baniot 6biBLUero reHceka HATO PacMmycceHa 0 pacCMOTpeHun

pyavieit Bonpoca BCTyneHns B AnbaHc 6e3 A6xaaum 1

OxHoit OceTin nony4mna NPOAOIKeHNe: HeflaBHO

KomMmeHTapum npejicenatenb NapnamenTa Tanaksazse 3asBsun, 4To

"NapTHepCTBO C /

KuHo

Bcé pns ceagbbbl

Onpochbl

4 AATE )
garibliger 164 [ +0.60
UHdopmaumsa
0 cebe
Moka HM4Yero He U3BECTHO...
AKTUBHOCTb
CocTomT B: Ceononutunka
3apeructpuposaH: 17 aHsaps 2020, 10:55
Nocneannit BusuT: 17 sHsapa 2020, 11:18
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Sample persona data on “George Garibli” (garibliger) on dosug.md forumpmr[.Jorg.
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Aside from these articles, Insikt Group discovered yet another
instance of this article and forged letter on a Russian-speaking blog
site, mirtesen.ru, on January 17, 2020 from a page titled “benapycb
n He Tonbko...” (Translated: “Belarus, and not just that...”) which
publishes a blog and news articles from Russia, Eastern Europe
and CIS states. Though this article is an exact copy of the others
we discovered, this page did not have an author; however, the
originator of the post did have two initials, “GG,” which we presume
refers to the moniker “George Garibli.” The post also links back to
the original Reddit post made by u/TarielGeFr. We also point out
that the forged letter pertaining to Estonia was also posted on this
blog page in December 2019.

Further investigation of this blog revealed that it is active with
frequent posts on the Russian website mirtesen.ru, which
advertises itself as “a media platform with thematic content from
media, commercial brands, organizations and users, united in a
social network.” It is unclear whether the account has any ties to
Belarus, though the page likely accepts article submissions from all
sources as another self-publishing medium. This blog in particular
hosts articles found containing a myriad of similar letters and other
documents previously unreported that Insikt Group deems suspect,
dating back to at least 2017.

Persona — Andrey Vorozhko

On January 22, 2020, Insikt Group observed a repost of George
Garilbi’'s article on blog.i.ua. In this case, we identified a third
persona under the username “avorojko,” who registered shortly
before posting. An additional four articles were quickly posted to
berdpo.info, enmjigi.politiko.ua, times.com.ua, and korrespondent.
net under the moniker “Andrey Vorozhko.” This was the first time
that we identified this moniker with the campaign. According to
site-provided page metrics, these five pages reached approximately
1,700 views.

We assess with high confidence that “Andrey Vorozhko” is an
inauthentic account, based on the quick registration of the accounts
on these forums and self-publishers, and the posting of exact copies
of George Garilbi's article. Other indicators, such as the use of stock
images as profile photos and the lack of profile data, also suggest
that this is a one-off burner persona across multiple profiles.
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y avorojko BVI)Ky uerib, He BUXY nperpap,!
22.01.20, 09:56 abxasus, rapubalBunuv, rpyaus, UHIypCcKas rac, Hato, cTonTeHbepr

Mocnywanwue Mpysun nepeg HATO

WcTopus c 3asiBneHnem 6oiewero reHceka HATO PacmycceHa o paccMoTpeHun
pyauen Bonpoca BcTynneHus B AnbaHc 6e3 Abxasum n KOxHorn OceTtum nonyyuna
npogomkeHue: HegaeHo npeacenartens napnamedTa Tanaksagse 3asiBun, 4TO
"napTtHepcTBo ¢ CLWA, HATO 1 EBpocotosom cerogHs ana Mpysum o3HadvaeTt
6onblue, yem koraa-nubo npexae". NpeanaeHT 3ypabuiBMUnM BTOPUT eMy

AHZPEI BOPOXKO Mpodune,
YKPAVIHA, . : avorojk_o
0 CEBE * Ll
YkpauHa, Kues
[leHb poxaeHust 14 MAPTA 1988 Po'q”ncﬂ: S
Mon Myxckou

BCE AKTMBHOCTM  1-KOP 31 rog , pbibbl

AHapen Bopoxko no6asun Hosyto nybnukauuno 22 siHBaps 2020, 10:22
Buxy uensb, He BUXy nperpan!

Sample persona data for Andrey Vorozhko.

Insikt Group also discovered that avorojko maintained a LiveJournal,
from which the account published a copy of this article and letter
on January 21, 2020. A LiveJournal aggregator picked up the link to
the LiveJournal post, though there was no further engagement with
the associated tweet.

Between January 22 and 23, 2020, “Andrey Vorozhko” (“avorojko”)
heavily increased the spread of the article and forged letter,
spanning an additional seven websites, all identified as Ukrainian
blog pages or self-publishing websites. Exact metrics on page views
and total interaction is potentially subject to change, but at this
time we approximate that these additional single-use accounts
managed to reach at most 300 views. The full list of these sites is
provided in a table, located in Appendix B.

Insikt Group identified avorojko, under the username u/avorojko,
attempting to spread the post “BuXy Lenb, He BYXY nperpag!” on
the subreddit r/ukraina, on January 22, 2020. Subreddit moderators
shortly thereafter removed the account’s post, making this the
account’s only activity approximately 20 minutes after registering.
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4 @ r/ukraina - Posted by u/avorojko 6 days ago
T
" Bwky uenb, He Buxky nperpag!
[removed]
M Comment # Share [} Save - Anppeii Bopoxko
u/avorojko
Karma Cake day
L1 & January 22, 2020
FOLLOW
MORE OPTIONS
. J

u/avorojko’s post to r/ukraina, removed from the subreddit shortly after posting.

After January 23, 2020, mentions of this article ended. We do not
know whether the operation was abandoned, or has gone dormant
to prevent detection. To our knowledge, the claims presented in the
article and letter have not reached mainstream sources in Georgia
or abroad.

The status of this operation, in addition to others that share its
TTPs, is unclear, though Insikt Group believes that it is likely that
we will identify emerging cases of Operation Pinball in the future.
It is evident that the operators behind this campaign take a keen
interest in the affairs of Eastern European and CIS geopolitics, and
desire to use false information to instill a sense of division, distrust,
and doubt among European and democratic institutions such as
NATO and the EU.

Each of these two campaigns closely shared similar TTPs like the
following:

+ A forged letter as the focus of attention of an obscure blog
post

+ Current, controversial geopolitical events in Europe as a
backdrop of the forged letter

+ Wide-ranging attempts to promote the letter on multiple self-
publishing websites, forums, and blogging pages via at least
one false persona

+ Translation to at least one additional European language

+ At least one attempt to infiltrate mainstream sources through
Reddit
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When investigating historic evidence of prior campaigns using these
TTPs, not only did Insikt Group identify fragments of prior campaigns
connected to Operation Secondary Infektion, but additional,
previously undiscovered instances of forged correspondence that
shared many of the same TTPs with Operation Pinball. Unlike the
findings regarding Estonia and Georgia, these cases of forgeries
emulated correspondence between U.S. officials, as well as among
U.S. officials, national and international political organizations, and
international policymakers.

Operation Pinball’s Implications for US-Targeted Disinformation
and the 2020 Election Cycle

Insikt Group assesses it is unlikely that barriers exist to prevent the
actors behind these campaigns from engaging in similar tactics to
attempt to discredit or otherwise target U.S. politicians running for
office in 2020, undermine confidence in federal, state, and local
government, or to further exploit divisive social issues.

In our investigation of these targeted operations against Estonia
and Georgia, we uncovered a blog account reposting many of the
aforementioned examples of this influence campaign over the
past year — the aforementioned blog “benapycb n He TonbKO..."
(Translated: “Belarus, and not just that...”) active on the Russian
blogging site mirtesen[.]ru.

Among these blog posts, Insikt Group found six notable examples
of correspondence (five letters and one email) containing, in our
view, likely confidential correspondence on sensitive international
developments in Eastern Europe. This correspondence emulated
discussions between U.S. officials, U.S. officials and grassroots
political organizations, and U.S. officials and international
organizations and policymakers.

Recorded Future assesses with high confidence that the following
letters are inauthentic. At the very least, basic indicators (such
as grammatical errors, spelling, and document formatting)
for government-level material are present and some of the
correspondence contained within would likely be considered at
least For Official Use Only (FOUO).
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Recorded Future could not independently verify whether these
letters are legitimate:

+ A letter from U.S. Senator Benjamin Cardin to fellow U.S.
Senator Bob Menendez, dated June 13, 2019, encouraging
support to Russian opposition leader Alexi Navalny, stating
that “Navalny has every chance to encourage people in Russia
to overthrow the government.”

* Indicators of inauthenticity: spelling, grammar, style
(such as awkward phrases, tone, difficulty with proper
tense, politically charged language).

+ A letter from U.S. Secretary of State Mike Pompeo to
then-Chairman of the Democratic Party of Moldova, Vlad
Plahotniuc, dated June 10, 2019, reiterating support for the
“legitimate” government of Moldova rather than the coalition
run by then-Prime Minister Maia Sandu.

* Indicators of inauthenticity: spelling, grammar, style
(such as awkward phrases, tone, difficulty with proper
tense, politically charged language).

+ A letter from Polish politician Jarostaw Kaczynski to U.S.
Admiral James G. Foggo lll, dated January 15, 2019, on
Poland’s intentions to construct a canal through the Vistula
Spit as part of an economic balance to “Russian aggression.”
The letter also makes a claim that the Vistula Spit will be
funded in part by the U.S. through its military budget.

* Indicators of inauthenticity: internal inconsistency
(such as use of “U.S,” “USA,” and “U.S.” interchangeably),
spelling, grammar, style (such as awkward phrases,
tone, rapid call to action).

* A letter to then-U.S. Ambassador to Ukraine Kurt Volker from
Satu Kahkoénen, then-Regional Director for Belarus, Moldova,
and Ukraine at the World Bank, dated April 4, 2019, requesting
that the U.S. support Minister of Internal Affairs of Ukraine
Arsen Avakov's nomination for the post of Prime Minister of
Ukraine over Yulia Tymoshenko.
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* Indicators of inauthenticity: Spelling of author’s
name (lack of umlauts), grammar, style (such as
awkward phrases, tone). Recorded Future assesses
that The World Bank is unlikely to produce this
type of document as it likely does not align with the
organization’s policy objectives.

* An email addressed to U.S. Secretary of State Mike Pompeo
from Raffi Hamparian, raffihamparian@gmail[.Jcom,
Chairman of the Armenian National Committee of America,
dated April 18, 2019, regarding UN recognition of the
Armenian genocide of 1915-1917, and alleged U.S. economic
support of $80 million.

* Indicators of inauthenticity: Official political figures
would not be using a Gmail account to communicate
with Secretary Pompeo (in this case Chairman
Hamparian would use an anca[.]Jorg email domain),
spelling and poor command of English (Raffi Hamparian
is a native U.S. citizen), grammar, style (such as
awkward phrases, informal tone, politically charged
language), Recorded Future also notes that UN_
Resolution 2467 is not this document.

+ A letter addressed to U.S. Senators Bob Corker and Bob
Menendez from Aram Khamparyan, Executive Director of the
Armenian National Committee of America, requesting the
U.S. Senate to consider increasing duties on Turkish steel
and aluminum, imposing sanctions against Minister of Justice
Abdulhamit Gul and Interior Minister Suleyman Soylu, and
pausing the extradition of Fethullah Gulen. The letter also
alluded to the hope that the U.S. would help influence the
results of the then-upcoming Turkish municipal elections
scheduled for March 2019.

* Indicators of inauthenticity: Grammar, poor command
of English (Aram Hamparian is a native U.S. citizen),
style, (such as awkward phrases, tone, the unusual
subject matter pertaining to U.S. military operations in
Syria, and Turkish procurement of Patriot missiles/PAC-
3 missile interceptors).
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Many of these inauthentic documents are historic in nature and, at
least to our knowledge, this is the first time this account has been
identified as engaging in this activity. We are unable to determine
the actual impact of this campaign at this time but will continue
to conduct further research and analysis. Recorded Future has
provided copies of the correspondence documents included in
Appendix C.

Should these actors target the U.S. with an influence campaign in
2020 using Operation Pinball tactics, we believe the following TTPs
would be leveraged:

+ Creation of false stories on self-publishing pages both located
within the U.S. and abroad (such as on Wordpress blogs,
LiveJournal, and other similar sites, namely Ukrainian blogging
websites).

* Promotion of content on local community forums and pages,
including Facebook.

* Promotion on low- and high-visibility U.S. political forums
(such as the subreddits r/politics and r/The_Donald) using
various burner accounts.

+ Divulging information on known sources where disinformation
thrives, such as 4chan.

* Possibly, the use of “aged” social media and forum accounts,
not previously isolated as a promoter of disinformation,
to push these false narratives. The use of such accounts,
however, would indicate a shift in Secondary Infektion’s TTPs
from what we have observed to date.

* In addition, as witnessed with the WADA case and more
recently with the NHS, these actors may also attempt to
spread false documents via emails to journalists and news
publications.
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Outlook

These operations targeting Estonia, Georgia, the EU, and NATO
follow similar patterns of activity documented in connection to
historic personas constructed by the GRU. According to reporting
by Stanford University's Internet Observatory Cyber Policy Center,
“[GRU] Pages were created and run within a distinctly short time
frame, often with frenetic posting patterns. They were spun up in
response to a geopolitical event or provocation — including to serve
as a public drop for hacked materials.” However, unlike hack-and-
leak operations, there is no reported evidence indicating that these
were leaked documents from breached sources, such as the most
recently publicized Secondary Infektion operations targeting the
UK’s National Health Service.

We are confidentthat thisis adeliberate, coordinated, and methodical
operation to undermine relationships among political figures and
democratic institutions across Europe perpetrated by actors with a
strong command of the Russian language. These operational aims
and tactics align with the disinformation arm of the Russian political
warfare policy of “akTuBHble Mmeponpuatna” (Translated: “active
measures”), and the tactics are strongly reminiscent of historic
activities of Russian security services. This report, however, does
not link these activities to the GRU or any other Russian intelligence
service because we have insufficient information on the actors or
any connections to the Russian intelligence services.

To date, institutions in North America and Europe were the subjects
of this activity and are likely to remain targets in the future. Though
we have not identified specific cases of Operation Pinball targeting
the U.S. 2020 election process, we believe that the operatives behind
this information operation are likely capable of doing so. They have
consistently demonstrated the ability to craft forged documents
and quickly disperse them over a variety of sources in a clearly
organized manner.
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For influence campaigns, operational success remains an ill-
defined goal. Some metrics of success likely include views, reposts,
engagement numbers, propagation of the message or story,
presence in “mainstream” media, and ultimately manipulating the
opinions of viewers. However, many of these goals are hard to
measure. From our perspective, Operational Pinball actors would
need to improve the fluency of their fraudulent and inauthentic
communications and build networks of older and more trusted
personas to conduct a successful influence campaign in the U.S.
Inadequate fluency in target language and over reliance on known
inauthentic influence tactics will likely hinder Operation Pinball
actor’s ability to penetrate mainstream U.S. media.

In the lone case in which these tactics achieved success — in the
U.K. regarding the NHS — we believe it was simply a matter of being
in the right place, at the right time, with a particularly divisive topic
in the heart of an election cycle. Well-crafted false documents and
letters planted on Reddit, social media, and self-publishing sites (like
Medium or WordPress) which attempt to emulate correspondence
between U.S. political figures remains a significant possibility,
and, if successful, could have wide-ranging consequences for the
U.S. elections. We believe it is possible that actors could leverage
Operation Pinball tactics against U.S. political figures this year.

Mitigations

Though preventing these tactics is difficult, the impact of this
information operation can be mitigated using a whole-of-community
approach, including the following steps:

+ Sites and additional pages that are likely to be exploited by
these operatives should be continually monitored.

* Administrators should quickly isolate and remove this content
once it is identified and confirmed.

+ Targets of these operations, such as politicians who are
impersonated, should be made aware of these operations and
publicly highlight the inaccuracies and falsehoods of forged
letters for further public assurance.

+ Affected organizations and individuals must foster greater
public awareness of blatantly false claims and the key
indicators to identify forged materials.
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Appendix A —
Personas of Maxim Bernik/Lebedev
Date Domain Author

12.9.19 blog.i.ua
12.9.19 berdpo.info
12.10.19 ua-politics.livejournal.com

12.10.19 uaznaypravdu.livejournal.com
12.18.19 Maximilian Lebedev (maximlebedeff)

currentpolitics.livejournal.com )
12.18.19 maximlebedeff
(suspended)

Appendix B —
Personas of Andrey Vorozhko
Domain Author

siver.com.ua avorojko
(deleted, profile available)

slavutich.cn.ua avorojko

1.22.20 1.zt.ua Andrey Vorozhko
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Appendix C —
U.S.-Specific Forged Letters

BENJAMIN L. CARDIN
UNITED STATES SENATOR
MARYLAND

Mnited Srates Senate

Aashingron, WE 205102004

June 13, 2019

The Honorable Robert Menendez
United States Senate
Washington, DC 20510

Dear Senator Menendez:

Events which have taken place over the past few months in Russia, and particularly intense
protests sparked by the unlawful arrest of Ivan Golunov, an independent investigative journalist,
confirm that the Russian civil society is ready to stand up to the oppressive system. Mr. Golunov’s
release from prison following people’s outery is an unprecedented success that should be capitalized
on by any means available. The crucial point now is to maintain the momentum, otherwise the
Russian government will again be able to recover with minimum losses. Basically, Mr. Golunov’s
arrest is a stroke of true luck and we must not lose the perfect opportunity. I suggest that the issues
of increasing the funding of and widening the cooperation with the Russian opposition be
considered without delay.

I believe we should pay special attention to Alexei Navalny. His investigations into the
abuse of power by Russia’s law enforcement agencies must form the basis of the Russian protest.
Mr. Navalny has had both successes and failures over the previous years, yet as the example of [van
Golunov shows — the most effective way to fight Putin’s regime today is to organize those Russians
who are angry about infringement on their rights. Given the necessary level of our support, Mr.
Navalny has every chance to encourage people in Russia to overthrow the government.

And again, the most important thing for us now is to use every opportunity not to let Putin
recover from that defeat. The fate of democracy in Russia depends on how fast we can react to the
developments.

[ hope you share my views and will ensure that the issue is laid before the Committee as soon

as possible.
Sincerely,
?"“"“ g* /ja.a&-n\_
Benjamin L. Cardin
United States Senator

Reply To: Reply To:

[ 508 Harl Senale Office Building O Tower 1 Suite 1710
Washington, DC 20510 -2004 100 S. Charles Strest
(202) 224-4524 Printed on Baltimore, MD 21201
www . cardin.senate.gov Recycled Paper (410) 962-44 36

Letter from U.S. Senator Benjamin Cardin to fellow U.S. Senator Bob Menendez, dated June 13, 2079.
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THE SECRETARY OF STATE
WASHINGTON

June 10, 2019

Vladimir Plahotniuc
President

Democratic Party of Moldova
44/3 Armeneasca st.

Chisinau

Republic of Moldova

Dear Mr. Plahotniuc,

In this time of political crisis that your country is going through, I would like to
reiterate that the U.S. Government and the Department of State continue to support
the Democratic Party of Moldova under your leadership. We absolutely share your
views that the new government of Moldova have placed themselves above the law,
committed a coup d’état and usurped power in your country. We consider the actions
of Maia Sandu, who has been unconstitutionally appointed Prime Minister, to be
worthy of condemnation. She has disgraced herself in the eyes of international
partners by forming an alliance with the relieved of duties President Igor Dodon’s
supporters who jeopardize Moldova's nationhood. We believe that by defying the
Constitutional Court of Moldova, the new government have offset the balance of
power in the country, have done irreparable harm to the development of democracy
and have undermined the reputation of Moldova around the world.

The U.S. Department of State supports the citizens of Moldova in their intention to
exercise the right to vote during the snap parliamentary election in September. The
people of Moldova have taken to the streets to protest against the illegitimate actions
of the government headed by Maia Sandu, because they have an inalienable right to
freely choose the future for their country.

We appreciate your efforts against the self-proclaimed authorities, your
determination to resolve the crisis and your devotion to the principles of democracy.
[ assure you of our support and assistance during the upcoming parliamentary and
presidential elections in Moldova. We believe the Democratic Party of Moldova to
be the only political power in your country which has the potential to overcome the
situation now and ensure your nation’s successful democratic, social and economic
development afterwards.

-

Letter from U.S. Secretary of State Mike Pompeo to Chairman of the Democratic Party of Moldova, Vlad Plahotniuc,
dated June 10, 2019.
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P
Jaroslaw Kaczyniski

Prezes P\ls

Warsaw, 15 January, 2019

Admiral James G. Foggo IlI
Commander

Allied Joint Force Command Naples
L.S. Naval Forces Europe

U.S. Naval Forces Africa

Dear Mr. Foggo,

I am most grateful for your full support and assistance in addressing issues related to se-
curity of our country.

However, to sustain further development of real democracy in Poland standing on the
front line of confrontation with Russia, to ensure Poland’s independence and security from the
threat of Russian militarism, it is necessary to intensify joint work and actually demonstrate the
continuity of your orientation towards the growing relevance of Poland for security of the entire
Europe.

Despite the lack of understanding of the issue in most European countries there is need
for further work on isolating Russia in order to develop cooperation between Washington and
Warsaw, which aims at promoting vital interests of the whole Europe and advances by current
US administration and NATO leadership. Without it, our very existence could be put at risk.

That is why, in the shortest possible time, it is necessary to start construction of a ship
canal across the Vistula Spit, which will permit to trade through the Polish port of Elblag, avoid-
ing transit through Russia. It will facilitate military cooperation between Poland and the USA in
security-related matters. Poland, with sufficient military, political and financial support from the
USA, is determined to offer vigorous resistance to the growing threat of Russian aggression and
expansion. This issue has been repeatedly raised in the bilateral contacts between our countries
at various levels, which resulted in complete mutual understanding.

The Law and Justice party greatly appreciates the moral and material support that the
USA has already offered to Poland, but it is not enough. Because of vacancy of intellection in

some political circles of Poland, the project to construct a ship canal across the Vistula Spit is

Letter from Polish politician Jarostaw Kaczyriski to U.S. Admiral James G. Foggo Ill, dated January 15, 2019.
Page 1 of 2.

Recorded Future®| www.recordedfuture.com | CTA-RU-2020-0408 | 45


http://www.recordedfuture.com
http://www.recordedfuture.com
http://archive.ph/QHzMV

CYBER THREAT ANALYSIS | RUSSIA .IE'. Recorded FUture:

not yet realized although it was at the one-yard line as early as 2016. However, problems, which
weighed against successful construction of the ship canal, were practically resolved. And politi-
cal opposition led by former Prime Minister of Poland Beata Szydto, who greatly resisted the
construction under pressure from ecologists, no longer has genuine influence over the imple-
mentation of the project.

To date, a professional team has been formed in Poland. And it is prepared to act in the in-
terests of own country. But such grandiose project as construction of a ship canal across the Vis-
tula Spit requires dramatic levels of investment. Poland is unable to execute it without external
funding. In view of the fact that construction of a eanal offers benefits to both Warsaw and
Washington, we look forward to your cooperation in increasing funding for the project from the
US military budget.

I hope that mutually beneficial cooperation between our countries will continue and to-
gether we can achieve our intended objectives.

Respectfully yours,
- Jh
4 ‘ A
arostaw Ka i

Letter from Polish politician Jarostaw Kaczyriski to U.S. Admiral James G. Foggo Ill, dated January 15, 2019.
Page 2 of 2.
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The World Bank 1, Driprovskiy Uzviz (380-44)480-6671
INTERNATIONAL BANK FOR RECONSTRUCTION AND DEVELOPMENT Kyiv 01010 (380-44)480-6672
INTERNATIONAL DEVELOPMENT ASSOCIATION Ukraine (380-44)490-6673
REGIONAL OFFICE

UKRAINE. BELARUS AND MOLDOVA

April, 4, 2019
Kurt Volker,
the US Special Representative for Ukraine
Washington, DC

Dear Mr. Volker,

[’m writing to you to express my appreciation for your overwhelming support given to
Ukraine in its struggle for the triumph of democracy. The current elections have fully met our
expectations. According to sociological surveys of Ukraine’s electoral preferences Mr. Zelensky
can pretend to be elected to the post of President of Ukraine in the second round of elections. In this
case, we will have a real chance to implement a plan for changing the state structure of Ukraine by
establishing a parliamentary republic. As far as we know, Mr. Zelensky is willing to go for it. In this
regard, | am pleased to inform you that all previous agreements with Minister of [nternal Affairs of
Ukraine Avakov to nominate him for the post of Prime Minister of Ukraine are still in force. In
order to achieve the above goals, we look forward to your assistance in supporting Mr. Avakov.
Obviously, if the plan is fulfilled, we will have a good ally for solving problems in the democratic
environment of Ukraine, as well as, a stable economic partner, who would be useful for guaranteed
recovery of funds provided by international structures.

Moreover, as we have heard, Mrs, Tymoshenko also pretends to be elected to the post of the
Prime Minister of Ukraine. We do not have any arrangements with her on these issues, and that is
why in order to avoid any negative consequences, we ask you to minimize her chances to be
involved in the formation of the Government of Ukraine.

"__,-——-—‘-.

)

World Bank Country Director for
Belarus, Moldova, and Ukraine

A

Letter from the World Bank Regional Director for Belarus, Moldova and Ukraine at the World Bank, Satu Kihkénen,
to then-U.S. Ambassador to Ukraine, Kurt Volker.
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Draft Resolution on the Armenian Genocide &

o Raffi Hamparian <affi.namparian@gmail.com> @ Apr18, 2019, 1:00PH  fr &
to Michael Pompeo ~

Dear Secretary Pompea,

The ian National Committee of America exp its deepest for the support of ¢ izing the iar by the majority of the states as well as for starting of
the final stage of the implementation of the UN Security Council draft resolution on the recognition of the Armenian genocide. Possible adoption of such resolution in the anniversary of the
Great Crime committed by the Turks against our long-suffering nation would be a milestone event for the entire i devoted to the principles of hi: justice and

prevention of new crimes against humanity and civilization.

The A ian National Ci i qgreatly appreci: your knowledge of historical events related to the crimes committad by the Turks against the Armenian nation, your solidarity with the
Armenian opinion on the issues of definition of historiography of the facts of mass deportations, murders and other disasters suffered by the Armenian nation, your intransigence with the
opinion of the Turkish side related to the recognition of the facts given as well as your focus on legitimizi pay that must be realized by Turkey to the Armenian nation for
the sufferings sunived

At the same time, we hope for your support of our work devoted to the ition of the A i de by the state of Mississippi. Unfortunately, Govemnar Phil Bryant did not follow the
path taken by Governor of Alabama Kay wey who had signed the declaration on the recognition of the Armenian genocide, and he still did not respond not only te our written appeals, but also
to numerous and detailed ings with the ives of his istrati

We hope our common efforts will have a positive effect not only in the United States, but also in the United Nations General Assembly, which member states will indispensably respect the
weighty opinion of the United States. The Armenian National Committee considers its duty to inform the entire h ity about the lawl d against the Armenian nation. The
best place to do it is the UN General Assembly arena.

The A i ity highly iates the support provided by the United States, and counts on further strengthening of the relations as well as on additional $80 billion financial suppart
that will allow the leadership of the country to keep on providing democratic changes to pursue an independent domestic and foreign policy

The ip of the ian Mational C i of America takes the opportunity to express to Mr. Pompeo assurances of its highest respect and readiness for full cooperation.
Sincerely,

Raffi Hamparian

Chairman

Armenian National Committee of America

Draft Resolution
520192467.paf

- A J

An email addressed to U.S. Secretary of State Mike Pompeo from Raffi Hamparian, raffi.
hamparian@gmaill.Jcom, Chairman of the Armenian National Committee of America.
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United Nations Si0192467

XN

(3 MK Security CO“HCil Pravisional
S )

18 April 2019

Original: English

Recognition of genocide against the Armenians, ethnic and religious
diserimination including displacement of civilian population in conditions
leading to imminent death committed by the Turks in 1915-1923: draft
resolution

The Security Council,

Guided by the Charter of the United Nations, the Universal Declaration of Human
Rights, the Imernational Covenamt on Civil and political Rights (Resolutions of the
General Assembly A/RES//21T A (1948) and A/RES/21/2200 ( 1966)), and other relevant
documents on human rights,

Recalling the United Nations General Assembly resolutions on Prevention and
Punishment of the Crime of Genocide, and on the Non-Applicability of Statutory
Limitations of War Crimes and Crimes Against Humanity, in particular resolutions
ARES/3/260 (1948) and A/RES/2391 (1968),

Acknonwledging other important initiatives of the United Nations General Assembly
aimed at promoting the principles of historical justice, and raising awareness of the
suffering of victims of ethnical and religious discrimination, xenophobia and related
intolerance and discrimination in different forms, in particular regarding commemoration
of the victims of genocide, deportation, and medical experiments on representatives of the
Armenian nation,

Expressing grave concern with the negation of the Turkish government to recognize
the fact of ethnical and religious crimes committed by the Turks from 1915 o 1923,

Stressing that the responsibility for the ethnic and religious crimes against the
Armenians in 1915-1923 must be taken by the current government of Turkey.

Expressing serious concern with both domestic and foreign policy lead by the
Turkish leadership under the influence of extremist organizations,

Herving sindied documental evidence of the erimes and the facts of both ethnical and
religious discrimination against the Armenians in 1915-1923 by the Turkish authorities,

Stating a deep concern with an alarming growth of the number of discrimination and
intolerance cases related to the Armenian population of Turkey. motivated by prejudice
against people of other ethnic origins, confessions, and notions,

Acting under Chapter VI of the Charter of the United Nations,

I. Recognizes the ethnic and religious crimes committed by the Turkish authorities
against the Armenians in 1915-1923 as genocide, and recommends those member states
that haven't done it vet to consider it, including the Turkish government,

19-06280 (E)

- J

Attached draft resolution included in the aforementioned email to Secretary Pompeo.
Page 1 of 2.
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2. Recommends the Turkish government to bring its official apology for the erimes
against the Armenian nation in 1915-1923 for edification of the crimes committed against
both humanity and civilization, and 1o avoid repeating them, including against other
nations living in the country,

3. Strongly wrges the government of Turkey to do its best to atone for the guilt of the
Turkish nation before the Armenians for genocide,

4. Demands to consider the issue on the paving financial compensations 1o the
descendants of the victims of genocide, and to agree both the payouts and the terms with
the Armenian side,

5. Decisively condemns the incidents related to glorification and propaganda of
ethnic and religious discrimination of the Armenians and other nations living in Turkey,

6. Calfs wpon the Turkish government to relevantly keep acting under the
international law using the national law as well in order to prevent rhetoric and incitement
to violence motivated by hatred against any other national minorities,

7. Reminds of necessity of the criminal prosecution for denial to recognize the
genocide of the Armenians in 1913-1923,

8. Decides 1o remain seized of the marter.

12

- J

Attached draft resolution included in the aforementioned email to Secretary Pompeo.
Page 2 of 2.
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Asmenian Nstional Committes of America
NATIONAL HEADQUARTERS

January 10, 2019

Chairman Bob Corker

Senate Committee on Foreign Relations
423 Dirksen Senate Office Building
Washington, D.C. 20510

Ranking Member Bob Menendez
Senate Committee on Foreign Relations
423 Dirksen Senate Office Building
‘Washington, D.C. 20510

Dear Chairman Corker and Ranking Member Menendez:

We are writing to sum up our fruitful cooperation in 2018. We are grateful to the U.S. Senate
Commince on Forcign Relations for its proper response 1o our considerations on both the
geopolitical situation around Armenia and the recent trends in the Middle East developments. In
jparticular, our organization has always strived to timely inform you about real and potential
threats to the ULS. and Armenian national interests in the world.

During the past year, a considerable part of our efforts has been focused on Turkey. We are
proud that some of our recommendations to the U.S. Senate Committee on Foreign Relations
have been effectively transformed into actual U.S. foreign policy decisions regarding Turkey.

1) As we recommended, sanclions against Turkey’s justice minister Abdulhamil Gill and
the interior minister Stleyman Soylu, as well as, & twofold increase of tariffs on aluminum and
steel export played a decisive role in retuming American pastor Andrew Brunson 10 the United
States, after the two-year detention in Turkey. In our view, such drastic actions against
represeniatives of Turkish authorities may improve the human rights situation in that country.

2) We highly appreciate that the U S. Senate Committee on Foreign Relations has agreed
with our recommendation that extradition of Fethullah Gillen to Turkey would be
counter-productive. We are glad that the U.S. is in no hurry to exwradite the man, whose trial is
neeessary for Turkey's ruling Justice and Development Party to win municipal clections on
March 31, 2019,

3) Our organization hails the de< of the United States 1o establish observation posts

along the border between Syria and Turkey, contrary Lo Turkey's position. We hope thal
consequences of this decision will play an important role in ensuring security in northem Syria.

contined

ANCA letter( 112019} - page 2 of 2

Despite the signi hi in our cooperation, we cannot hide disappointment that we
feel about the fact that some of our organization's proposals have not been accepted. For
imstance, approval of the contract for the sale of 80 Patriot MIM-104E missiles and 60 PAC-3
missile interceptors 10 Turkey runs counter to the hardline policy of sanctions and restrictive
measures towards that country that we propose. We must also note that our words of caution
against the pointless work of the U.S.-Turkey Working Group on Manbij have gone unheeded,
As aresult, Turkey is prepasing for a large-scale operation against Kurdish troops within an
agreed roadmap. Turkey's stutements that the operation was approved of by Donald Trump —
though it meant imminent losses for the LS. allies — dealt & severe blow to the Pentagon’s
image. Moreover, our organization is astonished that the U.5. Senate has so far ignored the
information we provided on the growing trade besween Turkey and Iran seeking to expand their
economic relations up to 30 billion dollars per year. In our view, the U 5. should not ignore
Erdogan’s umwillingness to support sanctions against Teheran.

Although we have not reached understanding on some issucs, we are pleased with the results of
the 2018 joint werk with the U.S. Senate Committee on Foreign Relutions and expect the
cooperation to continue. We believe there is a need to increase coonomic pressure on Turkey in
the coming y s well as, to enhance the level of international attention to Erdogan's
destructive activities in Syria. We are drafting some proposals to the U.S. Senate regarding the
municipal elections in Turkey. In particular, we plan that certain steps be taken against the
Justice und Development Purty that, sccording o our information, is poising for expansien of
anti-Amcrican sanctions.

Thank you for attention. We are very much looking forward to receiving your response to our
proposals.

Sincerely,

Aram Humpurian
Exccutive Dircctor

A letter addressed to U.S. Senators Bob Corker and Bob Menendez
the Armenian National Committee of America.

from Aram Khamparyan, Executive Director of
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Recorded Future Ontology

Recorded Future's Insikt Group tracks threat activity associated with new and
existing threat actor groups, focusing on China, Iran, Russia, and North Korea.
Insikt Group only names a new threat actor group or campaign when analysts
have data corresponding to at least three points on the Diamond Model of
Intrusion Analysis with at least medium confidence, and only when we can point
to a handle, persona, person, or organization responsible. We will write about the
activity as a campaign in the absence of this level of adversary data. We use the
most widely-utilized or recognized name for a particular group when reporting
and researching known threat actor groups.

ADVERSARY

INFRASTRUCTURE CAPABILITY

VICTIM

Insikt Group utilizes a simple color plus phonetic naming convention for new

threat actor groups or campaigns; we will utilize the most common name when
an actor or campaign is already known. The first word in the convention will be
a color, currently corresponding to the below, with more color/nation pairings to
be added as we identify and attribute new threat actor groups associated with
new nations.

@0 «~

NORTH KOREA  ([X'EHIS
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About Recorded Future

Recorded Future arms security teams with the only complete security intelligence
solution powered by patented machine learning to lower risk. Our technology
automatically collects and analyzes information from an unrivaled breadth of
sources and provides invaluable context in real time and packaged for human
analysis or integration with security technologies.
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