
Appendix 1: 

advantages and advantages of networ 

Since the first concoct ion of a nexus of computat ional processing p o w e r in the late 1960s, 

has the practicality of networks b e e n bought into quest ion d u e to the advancements of on 

assemblages excogitating advantageous intimations for the ever changing cycle of headway 

• the m o d e r n day network. Providing valuable resources to organisations, innumerable technicians 

. t re i r t ime to creating and perfect ing a cornucopia of networks . 

4 The advantages o f networks are prominent and n u m e r o u s , a n d very well d o c u m e n t e d . So 

y o u might be asking yoursel f why there is deba te over aspects of ne tworks , f rom h o m e networks 

u p to large corporate ne tworks . This is d u e to the w i d e s p r e a d fear that networks are essentially 

. safe, d u e to the interlacing of c o m p u t e r s providing an ideal env i ronment for viruses which are 

• • :o exploit a security loophole- to contaminate multiple c o n p u t e r s , which ultimately prevails 

3h costs for compan ies . O n c e c n e c o m p u t e r in a network is n f e c t e d , t h e v r u s c a n competent ly 

' itself in to o ther computers o n the network; it only takes o n e c o m p u t e r linked to yours to rifect 

f m s h a s led to concerns over tne security of organisations having a sys tem which can b e t a k e n 

i with just o n e f i e . 

H o w e v e r , networks are f requent ly u s e d without such prob lems, as mut i far ious compan ies 

. j e t in fected due to the right hardware and sof tware, infections can be avoided as fire walls an 

• o block u n w a n t e d access. However , the cardinal advantage of networking is transferring files 

• other c o m p u t e r s on the network . This Is beneficial to companies w h e r e manualf i le sharing has 

its course and b e c o m e impractical to matntair , d u e to the amount of t ime « takes for files t o g e 

a r o u - I e m p l o y e e s . In addit ion to this, many people can access a particular database at a single t ime 

a n d update it s imultaneously, which k e e p s it up- to -date . Using a ne twork based database , users can 

the s y s t e m w i i l e another user maintains the s y s t e m , a pracess m a d e significantly harder if 

i re using standalone c o m p u t e i s , so users are m o r e f ree time to spare t ime they wou ld p n b a b h 

have had if u s n g individual databases. Mult iple users can also track changes o n d o c u m e n t s , 

nto the shared drive to access the s a m e file other users have o p e n . This is particularly t se fu l 

to con fe rences , where people working in dif ferent locations can work o n the same d o c u m e n t , and 

: i- rhanges which are u p d a t e d In real t ime ove 'WAN.S lml la r ry , y o u c a n make files read orty, so 

y o u can s top o t h e r people making rhanges, while allowing t h e m to view the file easily. Userscan 

. out for technical ne lp to , using simple IM protocols over a network. 

... A n o t h e r advantage of networks is the abil ty to share resources; expers tve printers would 

. b e given to incividual e m p l o y e e s of a company , but with networking, that o n e laser printer is 

V o be shared a m o n g d o z e n s cf users , decreasing overal l costs and counteract ing the costly su 

to set j p the network. This initial sum increases as the size of the ne twork increases, but users o f ten 

that rt is wel l worth the cost, as the a d v a n c e d technology essentially means users can say 

g o o d l y H to transferring external m e m o r y a n d cross over into a system w h e r e file sharing s p e e d s 

decrease so long as it is mainta ined, a n d due to the nature of networking solut ions, always 

o see n e w advancements in technology. 



In a s y s t e m of s tanda lone c o m p u t e r s , all f l e s a r e s a v e d on individual hard dr ives , a n d have 

t o be t ransferred to n e w dev ices if "he c o m p u t e r s a r e u p g r a d e d . But in ne tworks , the file server can 

to the n e w c o m p u t e r every th ing tnat was s a v e d on their user account , which ultimately means that 

i comple te file t r a n s f e r s not n e e d e d . T h e bel ief that d o c u m e n t s are s a v e d o n local hard dr ives is a 

Nc, h o w e v e r sof tware c o m m o n to ell c o m p u t e r s on the n e t w o r k is s a v e d o n the dr ive; b o t h scftwar e 

a n d the opera t ing sys tem n e e d to t e s a v e d locally to e n s u r e c o m p u t e r s run at a reasonab le s p e e d . 

H u r t compute rs can be r e m o v e d for repair easily due to the network , as the file server ensures that 

y o u and o t h e r users can still accessf ties easily. 

G r e a t Britain has recent ly b e g u n to u n d e r s t a n d the pi ob lems facing g o v e r n m e n t networks 

w e ' v e i nves ted £500mi l l ion into upgrading the security o f d e f e n : e n e t w o r k s , which is current y 

>wn to b e susceptible to cyber attacks. This is £ major d isadvantage of large private networks, 

security m e a s u ' e has to be a d d r e s s e d to avoid a catast rophe, cost ing m o n e y which could go to 

o*. Iif»r rauses. Security issues are c c n m o n l y invest igated by a third party, w h o * h a c k " the network 

the n e t w o r k o w n e r , establ ish the p r o b l e m s efficiently, a n d cuickty patch any securi ty loopho les , 

MI the n e t w o r k is n o - suscept ib le tc any v i ruses, backdoor Trojans a n d other security p r o b l e r r s f o r a 

• • t i n e as hacking techno logy advances faster t i a n the network securi ty . Ult imately, the risk of 

y o u r ne twork b e i n g hacked decreases if ne twork security is u p d a t e d regularly, while the network 

h e a i t kept p ro tec ted consistent ly p r o v i d e d it is t p - t o - d a t e . Hov /ever , this process is k n o w n to h. 

: expens ive , w h e n adds m o r e costs to the network. : While internet connect ions can b e establ ished t h r o u g h individual routers, users are o f ten 

i . tor taster s p e e d s , a n d ne tworks using a router a n d ded ica ted line provide t h e s e fast s p e e d s ; 

bu t again, the cost of sett ing this up is h igh. H o w e v e r , rf y o u a part of an o n l i n e c o m p a n y , it is likely 

V • going to recuperate t h e s e costs with faster s p e e d s , increasing i n c o m e ; webs i tes which are 

t o o slow for users is jnlikery to profit, a n d cannot work wel l with o t h e r c o m p a n i e s . N e t w o r k s that 

s h y away f r o m faster b r o a d b a n d s p e e d s are the re fo re likely to profit less 

• d i f 

F ile ne tworks a c c e s s e d by multiple users can easily establish variegating levels of privileges 

t o d i f ferent users , which m e a n s that certain groups of users can only gain access to wha t the admins 

; , they n e e d access t o , p revent ing privacy issues of users b a c k n g data u p one externa l hard dr ives, 

i : i K o m e a n s that higher level users , such as C E O s , can access e m p l o y e e files w h e r e n e e d e d , to look 

i • their d o c u m e n t s In cases of suspicious activity in the workplace . 

»ms. W o r l d w i d e , r o m p a n ic s are aware of the possibilities of ne twork , a n d the secur i ty p r o a l e m 

is users of these n e t w o r k s also u n d e r s t a n d the c o n s e q u e n c e s of get t ing v i 'uses o n ne tworks , as 

security a n d c o m m o n s e n s e a*e n e e d e d to a / o l d security b -eaches . M o d e r n c o m p a n i e s also 

.7 the a d v a n c e m e n t s of present network ing techno logy , and h o w this u p c o m i n g technology is 

w h a t ' * go ing to def ine the way organisations work in the fu tu re . M a n y ne tworks have also already 

b e e n subject to sec t rrty p r o b l e m s . a n d it's d u e to these p rob lems that securr tyon o t h e r networks is 

, : o a d v a n c e , while also b e c o m i n g c h e a p e r for smaller bus inesses . A d v a n c e m e n t is y e t f o i n g 

: •. and n e t w o r k s wi I o n e day be accessible fo r all to c rea te . 
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Reach for the heavens 
Height in metres at time of opening 

National GDP, % change 
on previous year: 

in year of completion 

I S years before completion 
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Sources: Skyscraper Museum; Empons: IMF; national statistics •forecast rMot including antennae/spires 
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Figure 13. Lame Joke Eel, Bad Pun Coon (up), Philosoraptor 


